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1.1 Training Course Descriptions 

Carrier IP Product Technology Training Training Courses are designed as follows: 

Code   Training  Courses Level 

Duration 

(working 

days) 

Training 

Location 

Class 

Size 

IP Technology Principle Training  Courses 

ODA02 VRP System Operation ň 1  6 ~ 12 

ODA03 Switching Technologies ň 3  6 ~ 12 

ODA04 WAN Technologies ň 1  6 ~ 12 

ODA05 Routing Technologies ň 5  6 ~ 12 

ODA07 MPLS Technologies ň 2  6 ~ 12 

ODA08 MPLS VPN Technologies ň 5  6 ~ 12 

ODA09 QoS Technologies ň 2  6 ~ 12 

ODA10 HA Technologies ň 3  6 ~ 12 

ODA11 IPv6 Technologies ň 5  6 ~ 12 

ODA12 MPLS TE Technologies ň 3  6 ~ 12 

ODA13 Data Communication Protocols Fundamental ň 3  6 ~ 12 

ODN01 IP Network Technologies and Services ň 1  6 ~ 12 

ODN02 Constructing Carrier-Class IP Network ŉ 1  6 ~ 12 

MSCG Training  Courses 

ODB01 ME60 Product Introduction ň 0.5  6 ~ 12 

ODB02 MA5200G Product Introduction ň 1  6 ~ 12 

ODB03 
MA5200G Routing Features Operation and 

Troubleshooting 
ň 2  6 ~ 12 

ODB04 ME60 Product Routine Maintenance ň 1  6 ~ 12 

ODB05 ME60 Routing Features Operation and Troubleshooting ň 1.5  6 ~ 12 

ODB06 ME60 BRAS Features Operation and Troubleshooting ň 4  6 ~ 12 

ODB07 ME60 L2TP Features Operation and Troubleshooting ň 1  6 ~ 12 

ODB08 ME60 Multicast Features Operation and Troubleshooting ň 1  6 ~ 12 
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ODB09 ME60 QoS Features Operation and Troubleshooting ň 1  6 ~ 12 

ODB10 
MA5200G BRAS Features Operation and 

Troubleshooting 
ň 4  6 ~ 12 

ODB11 MA5200G Product Routine Maintenance ň 1  6 ~ 12 

ODB12 MA5200G L2TP Features Operation and Troubleshooting ň 1  6 ~ 12 

ODB13 
MA5200G Multicast Features Operation and 

Troubleshooting 
ň 1  6 ~ 12 

ODB14 MA5200G QoS Features Operation and Troubleshooting ň 1  6 ~ 12 

ODB15 RM9000 Product Operation and Maintenance ň 2  6 ~ 12 

ODB16 ME60 Product Delta Features and Realization ŉ 4  6 ~ 12 

ODB17 
ME60 Multi-Device Backup Features Operation and 

Troubleshooting 
ŉ 1  6 ~ 12 

ODB18 ME60 IPTV Service Features ŉ 4  6 ~ 12 

ODB19 ME60 Products Advanced Features Introduction Ŋ 1  6 ~ 12 

ODB20 ME60 Products Troubleshooting Ŋ 5  6 ~ 12 

ODB21 ME60 Products CGN Feature Introduction ŉ 2  6 ~ 12 

ODB22 IPv6 Protocol Introduction ŉ 0.5  6 ~ 12 

ODB23 ME60 IPv6 Access Technology Introduction ŉ 1  6 ~ 12 

ODB24 ME60 DS-Lite Feature Introduction ŉ 1  6 ~ 12 

ODB25 ME60 6PE Feature Introduction ŉ 0.5  6 ~ 12 

ODM06 iManager U2000 ME60 Configuration ň 1  6 ~ 12 

Broadband Ethernet Training  Courses 

ODE01 S2300/3300/5300/6300 Product Introduction ň 0.5  6 ~ 12 

ODE02 Ethernet Technology Basics ň 0.5  6 ~ 12 

ODE03 S2300/3300/5300/6300 Product VLAN Feature ň 1  6 ~ 12 

ODE04 S2300/3300/5300/6300 Product Loop Protect ň 1  6 ~ 12 

ODE05 S2300/3300/5300/6300 Product High Available Feature ň 1  6 ~ 12 

ODE06 S2300/3300/5300/6300 Product Multicast Feature ň 0.5  6 ~ 12 

ODE07 
S2300/3300/5300/6300 Product Daily Operation and 

Maintenance 
ň 0.5  6 ~ 12 
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ODE08 S2300/3300/5300/6300 Product Routing Feature ň 1  6 ~ 12 

ODE09 S9300 Product Introduction ň 0.5  6 ~ 12 

ODE10 S9300 Product Daily Maintenance and Troubleshooting ň 0.5  6 ~ 12 

ODE11 S9300 Ethernet Feature Operation and Maintenance ň 2.5  6 ~ 12 

ODE12 S9300 Product Routing Operation and Maintenance ň 2  6 ~ 12 

ODE13 S9300 MPLS L3VPN Feature Operation and Maintenance ň 1  6 ~ 12 

ODE14 S9300 Product L2 Multicast Operation and Maintenance ň 1  6 ~ 12 

ODE15 S9300 MPLS L2VPN Feature Operation and Maintenance ň 1  6 ~ 12 

ODE16 S9300 Product HA Feature Operation and Maintenance ň 0.5  6 ~ 12 

ODE17 S9300 QoS Feature Operation and Maintenance ŉ 1  6 ~ 12 

ODE18 
S9300 Network Management Feature Operation and 

Maintenance 
ŉ 2  6 ~ 12 

ODE19 
S9300 Network Security Feature Operation and 

Maintenance 
ŉ 1.5  6 ~ 12 

ODE20 
S9300 Product Advanced Routing Feature Operation and 

Maintenance 
ŉ 1.5  6 ~ 12 

ODE21 S9300 Advanced HA Feature Operation and Maintenance ŉ 4  6 ~ 12 

ODE22 S Series Switches Product Introduction ň 0.5  6 ~ 12 

ODE23 
S Series Switches Ethernet Feature Operation and 

Maintenance 
ň 3  6 ~ 12 

ODE24 
S Series Switches Routing Feature Operation and 

Maintenance 
ň 2  6 ~ 12 

ODE25 
S Series Switches MPLS L3VPN Feature Operation and 

Maintenance 
ň 2  6 ~ 12 

ODE26 
S Series Switches Multicast Feature Operation and 

Maintenance 
ň 1  6 ~ 12 

ODE27 S Series HA Feature Operation and Maintenance ň 1  6 ~ 12 

ODE28 
S Series Switches Daily Maintenance and 

Troubleshooting 
ň 0.5  6 ~ 12 

ODE29 S9300 Products Installation Ň 0.5  6 ~ 12 

ODE30 S9300 PIM Feature Operation and Maintenance ŉ 1  6 ~ 12 
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ODE31 
S9300 MPLS VPLS Advanced Feature Operation and 

Maintenance 
ŉ 2  6 ~ 12 

IP Network Performance Management Training  Courses 

ODG01 iManager U2520 Product Introduction ň 1  6 ~ 12 

ODG02 iManager U2520 Administration ň 1  6 ~ 12 

ODG03 iManager U2520 Service Configuration ň 3  6 ~ 12 

ODG04 iManager uTraffic System Introduction ň 0.5  6 ~ 12 

ODG05 iManager uTraffic Alarm and Performance Management ň 0.5  6 ~ 12 

IP Network Planning Training  Courses 

ODN04 IP Bearer Network Planning and Design Basic ň 1  6 ~ 12 

ODN05 IP MAN Planning and Design Basic ň 1  6 ~ 12 

ODN06 IP Bearer Network Planning and Design Ŋ 4  6 ~ 12 

ODN07 IP MAN Planning and Design Ŋ 5  6 ~ 12 

ODN08 IP MEN Planning and Design Ŋ 5  6 ~ 12 

IP Network (IP Bearer Network/ IP MAN/ IP MEN) Operation and Maintenance Training  Courses 

ODN09 IP Bearer Network Service and Products ň 0.5  6 ~ 12 

ODN10 
IP Bearer Network Access Network Operation and 

Maintenance 
ň 5  6 ~ 12 

ODN11 
IP Bearer Network Core Network Operation and 

Maintenance 
ŉ 5  6 ~ 12 

ODN12 
IP Bearer Network Access Network Design and 

Deployment 
Ŋ 2  4 ~ 8 

ODN13 IP Bearer Network Core Network Design and Deployment Ŋ 3.5  4 ~ 8 

ODN14 IP Bearer Network QoS Design and Deployment Ŋ 2  4 ~ 8 

ODN15 IP MAN Overview Ŋ 1  4 ~ 8 

ODN16 IP MAN Routing Design and Deployment Ŋ 5  4 ~ 8 

ODN17 IP MAN MPLS VPN Design and Deployment Ŋ 2  4 ~ 8 

ODN18 IP MEN Overview Ŋ 0.5  4 ~ 8 

ODN19 IP MEN Basic Parameters Planning and Deploying Ŋ 0.5  4 ~ 8 

ODN20 IP MEN Access Planning and Deploying Ŋ 1  4 ~ 8 
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ODN21 IP MEN Routing Planning and Deploying Ŋ 1  4 ~ 8 

ODN22 IP MEN Service Planning and Deploying Ŋ 3  4 ~ 8 

ODN23 IP MEN HA Planning and Deploying Ŋ 2  4 ~ 8 

ODN24 IP MEN QoS Planning and Deploying Ŋ 1  4 ~ 8 

ODN36 IP Network Performance Evaluation and Optimization Ŋ 1  6 ~ 12 

ODN37 IP Network Migration Ŋ 0.5  6 ~ 12 

ODN38 IP Network Capacity Expansion Ŋ 0.5  6 ~ 12 

ODN71 IP Bearer Network Networking and Products Introduction ň 1  6 ~ 12 

ODN72 
IP Bearer Network Routing Features Operation and 

Maintenance 
ň 3  6 ~ 12 

ODN73 
IP Bearer Network BGP MPLS VPN Features Operation 

and Maintenance 
ň 2  6 ~ 12 

ODN74 
IP Bearer Network Ethernet Feature Operation and 

Maintenance 
ň 1  6 ~ 12 

ODN75 
IP Bearer Network QoS Features Operation and 

Maintenance 
ň 1  6 ~ 12 

ODN76 
IP Bearer Network Firewall Features Operation and 

Maintenance 
ň 2  6 ~ 12 

ODN77 IP MEN Networking and Products Introduction ň 1  6 ~ 12 

ODN78 IP MEN Routing Features Operation and Maintenance ň 2  6 ~ 12 

ODN79 IP MEN MPLS VPN Features Operation and Maintenance ň 3  6 ~ 12 

ODN80 IP MEN BRAS Features Operation and Maintenance ň 2  6 ~ 12 

ODN81 IP MEN QoS Features Operation and Maintenance ň 1  6 ~ 12 

ODN82 
IP Bearer Network Advanced Routing Features Operation 

and Maintenance 
ŉ 2  6 ~ 12 

ODN83 
IP Bearer Network Advanced BGP MPLS VPN Features 

Operation and Maintenance 
ŉ 2  6 ~ 12 

ODN84 
IP Bearer Network MPLS TE Features Operation and 

Maintenance 
ŉ 1.5  6 ~ 12 

ODN85 
IP Bearer Network HA Feature Operation and 

Maintenance 
ŉ 1.5  6 ~ 12 

ODN86 IP Bearer Network HQoS Features Operation and ŉ 1  6 ~ 12 
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Maintenance 

ODN87 
IP Bearer Network Advanced Firewall Features Operation 

and Maintenance 
ŉ 1  6 ~ 12 

ODN88 
IP MEN Advanced Routing Features Operation and 

Maintenance 
ŉ 1  6 ~ 12 

ODN89 
IP MEN Advanced MPLS VPN Features Operation and 

Maintenance 
ŉ 2  6 ~ 12 

ODN90 IP MEN Multicast Features Operation and Maintenance ň 1  6 ~ 12 

ODN90 
IP MEN Advanced BRAS Features Operation and 

Maintenance 
ŉ 1  6 ~ 12 

ODN91 IP MEN HQoS Features Operation and Maintenance ŉ 1  6 ~ 12 

ODN93 IP Bearer Network Advanced Troubleshooting Ŋ 5  6 ~ 12 

ODN94 IP MEN Advanced Troubleshooting Ŋ 5  6 ~ 12 

ODN95 IP MEN MPLS TE Features Operation and Maintenance ŉ 2  6 ~ 12 

ODN96 IP MEN HA Features Operation and Maintenance ŉ 2  6 ~ 12 

ODN97 IP Bearer Network Planning and Deployment Ŋ 8  4 ~ 8 

ODN98 IP MAN Planning and Deployment Ŋ 8  4 ~ 8 

ODN99 IP MEN Planning and Deployment Ŋ 8  4 ~ 8 

Router Training  Courses 

ODM05 iManager U2000 Router Configuration ň 2  6 ~ 12 

ODM08 iManager U2000 IP LCT System Introduction ň 0.5  6 ~ 12 

ODM09 iManager U2000 IP LCT Operation ň 0.5  6 ~ 12 

ODR01 NE Series Routers Introduction ň 1  6 ~ 12 

ODR02 
NE Series Routers L2 Features Operation and 

Troubleshooting 
ň 2  6 ~ 12 

ODR03 
NE Series Routers Routing Features Operation and 

Troubleshooting 
ň 4  6 ~ 12 

ODR04 
NE Series Routers Advanced Routing Features Operation 

and Troubleshooting 
ŉ 2  4 ~ 12 

ODR05 
NE Series Routers MPLS VPN Features Operation and 

Troubleshooting 
ň 3.5  6 ~ 12 
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ODR06 
NE Series Routers Advanced BGP MPLS VPN Features 

Operation and Troubleshooting 
ŉ 2.5  6 ~ 12 

ODR07 
NE Series Routers HA Features Operation and 

Troubleshooting 
ŉ 2  6 ~ 12 

ODR08 
NE Series Routers QoS Features Operation and 

Troubleshooting 
ň 1  6 ~ 12 

ODR09 
NE Series Routers MPLS TE Features Operation and 

Troubleshooting 
ŉ 1.5  6 ~ 12 

ODR10 
NE Series Routers Multicast Features Operation and 

Troubleshooting 
ň 1  6 ~ 12 

ODR11 
NE Series Routers HQoS Features Operation and 

Troubleshooting 
ŉ 1  4 ~ 12 

ODR12 NE Series Routers Routine Maintenance ň 0.5  6 ~ 12 

ODR13 NE Series Routers Installation Ň 0.5  6 ~ 12 

ODR16 NE Series Routers NetStream Feature ŉ 0.5  6 ~ 12 

ODR17 
NE Series Routers IP Bearer Network Advanced 

Troubleshooting 
Ŋ 5  6 ~ 12 

ODR19 NE Series Routers IPTV Service Features ŉ 2  6 ~ 12 

ODR21 NE Series Routers IP MAN Advanced Troubleshooting Ŋ 5  6 ~ 12 

ODR22 
NE Series Routers Advanced MPLS L2 VPN Features 

Operation and Troubleshooting 
ŉ 2  6 ~ 12 

ODR23 
NE Series Routers Advanced Multicast Features 

Operation and Troubleshooting 
ŉ 2  6 ~ 12 

ODR24 NE5000E-X16 Core Router Cluster Feature ŉ 1  6 ~ 12 

ODR25 NE40E-X Series Routers 100G Feature Introduction ŉ 1  6 ~ 12 

ODR26 NE40E-XA Series Routers 400G Feature Introduction ŉ 1  6 ~ 12 

ODR27 NE40E-XM Series Routers FMC Feature Introduction ŉ 1  6 ~ 12 

ODR28 
NE5000E-X Series Routers 100G Cluster Feature 

Introduction 
ŉ 1  6 ~ 12 

ODR29 
NE5000E-XA Series Routers 400G Cluster Feature 

Introduction 
ŉ 1  6 ~ 12 

ODR14 NE Series Routers Delta Training ň 1  6 ~ 12 
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Network Security Training  Courses 

ODS01 Firewall Product Outline ň 0.5  6 ~ 12 

ODS02 
Eudemon Firewall Product Basic Features Operation and 

Troubleshooting 
ň 1.5  6 ~ 12 

ODS03 
Eudemon Firewall Attack Defence Features Operation 

and Troubleshooting 
ň 0.5  6 ~ 12 

ODS04 
Eudemon Firewall Product VPN Feature Operation and 

Troubleshooting 
ň 1.5  6 ~ 12 

ODS05 
Eudemon Firewall Dual System Features Operation and 

Troubleshooting 
ň 1  6 ~ 12 

ODS07 
Eudemon8000E Firewall Product Basic Features 

Operation and Troubleshooting 
ň 1.5  6 ~ 12 

ODS08 
Eudemon8000E Firewall Attack Defence Features 

Operation and Troubleshooting 
ň 0.5  6 ~ 12 

ODS09 
Eudemon8000E Firewall Product VPN Feature Operation 

and Troubleshooting 
ň 1.5  6 ~ 12 

ODS10 
Eudemon8000E Eudemon Firewall Dual System Features 

Operation and Troubleshooting 
ň 1  6 ~ 12 

ODS11 
Eudemon8000E Firewall Product GTP Feature Operation 

and Troubleshooting 
ň 0.5  6 ~ 12 

ODS12 
Eudemon8000E Firewall Product IPS Feature Operation 

and Troubleshooting 
ň 0.5  6 ~ 12 

ODS13 
Eudemon8000E Firewall CGN Feature Introduction and 

Configuration 
ŉ 1  6 ~ 12 

ODS16 
Firewall Product DDoS Feature Operation and 

Troubleshooting 
ŉ 0.5  6 ~ 12 

ODS17 SIG9800 Product Outline ň 0.5  6 ~ 12 

ODS20 
SIG9800 Basic Service Features Operation and 

Troubleshooting 
ň 4.5  6 ~ 12 

ODS21 
SIG1000E/9280E Basic Service Features Operation and 

Troubleshooting 
ň 2.5  6 ~ 12 

ODS30 IP MAN Value-added Service # Security Solution ň 0.5  6 ~ 12 

ODS31 Security Solution for Mobile Internet Service ň 0.5  6 ~ 12 

ODS35 eLog Product Outline ň 0.25  6 ~ 12 
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ODS36 Network Security Products eLog Operation ň 0.75  6 ~ 12 

ODS37 Network Security Principle ň 4  6 ~ 12 

ODS38 IP MAN Datacom Products Security Features ň 2  6 ~ 12 

ODS39 E1000E#E200E-N Series Products Hardware Introduction ň 0.5  6 ~ 12 

ODS40 
E1000E#E200E-N Series Products Basic Service Feature 

Operation and Troubleshooting 
ň 2.5  6 ~ 12 

ODS41 
E1000E#E200E-N Series Products Reliability Operation 

and Troubleshooting 
ň 1  6 ~ 12 

ODS42 E1000E#E200E-N Series Products Routine Maintenance ň 1  6 ~ 12 

MSP Training  Courses 

ODX01 CX600 Products Introduction ň 1  6 ~ 12 

ODX02 
CX600 Products Routing Features Operation and 

Troubleshooting 
ň 3  6 ~ 12 

ODX03 
CX600 Products MPLS VPN Features Operation and 

Troubleshooting 
ň 3.5  6 ~ 12 

ODX04 
CX600 Products QoS Features Operation and 

Troubleshooting 
ň 1  6 ~ 12 

ODX05 CX600 Products Routine Maintenance Ň 0.5  6 ~ 12 

ODX06 
CX600 Products Advanced Routing Features Operation 

and Troubleshooting 
ŉ 2  6 ~ 12 

ODX07 
CX600 Products Advanced MPLS VPN Features 

Operation and Troubleshooting 
ŉ 2  6 ~ 12 

ODX08 
CX600 Products MPLS TE Features Operation and 

Troubleshooting 
ŉ 1  6 ~ 12 

ODX09 
CX600 Products HA Features Operation and 

Troubleshooting 
ŉ 1  6 ~ 12 

ODX10 
CX600 Products Multicast Features Operation and 

Troubleshooting 
ň 1  6 ~ 12 

ODX11 
CX600 Products HQoS Features Operation and 

Troubleshooting 
ŉ 1  6 ~ 12 

ODX12 CX600 Products V6R1 Version New Features ŉ 5  6 ~ 12 

ODX13 CX600 Products V6R2 Version New Features ň 2  6 ~ 12 
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ODX14 CX600 Products IPTV Service Features ŉ 2  6 ~ 12 

ODX15 CX600 Products Metro Ethernet HA Features ŉ 5  6 ~ 12 

ODX16 
CX600 Products Advanced Multicast Features 

Configuration and Troubleshooting 
ŉ 2  6 ~ 12 

ODX17 CX600 Series Routers Installation Ň 0.5  6 ~ 12 

Datacom Engineer Certification Training  Courses 

ODC01 
HCDA-HNTD (Huawei Certified Datacom 

Associate-Huawei Networking Technologies and Device) 
ň 8  6 ~ 12 

ODC02 
HCDP-BCRN (Huawei Certified Datacom 

Professional-Building Carrier Routing Network) 
ŉ 9  6 ~ 12 

ODC03 
HCDP-BCAN (Huawei Certified Datacom 

Professional-Building Carrier Access Network) 
ŉ 6  6 ~ 12 

ODC04 
HCDP-BITN (Huawei Certified Datacom 

Professional-Building IP Telecom Network) 
ŉ 7  6 ~ 12 

ODC05 Advanced Routing Features Principle and Configuration Ŋ 2  6 ~ 12 

ODC06 
Advanced MPLS VPN Features Principle and 

Configuration 
Ŋ 7  6 ~ 12 

ODC07 Multicast Features Principle and Configuration Ŋ 1  6 ~ 12 

ODC08 QoS Features Principle and Configuration Ŋ 1  6 ~ 12 

ODC09 HA Features and Configuration Ŋ 2  6 ~ 12 

ODC10 BRAS Access Service Features and Realization Ŋ 2  6 ~ 12 

ODC11 IP MAN Design and Service Deployment Ŋ 4  6 ~ 12 

ODC12 IP Bearer Network Design and Service Deployment Ŋ 4  6 ~ 12 

ODC13 HCIE Simulation Lab Examination Ŋ 2  6 ~ 12 

Network Product Technology Training(On-line) Training  Courses 

ODW01 IP Network Basic Overview(WBT) Ň 3 h  No limit 

ODW02 IP Ethernet Overview(WBT) Ň 1 h  No limit 

ODW03 IP Route Fundamental(WBT) Ň 1 h  No limit 

ODW04 OSPF Protocol Fundamental(WBT) ň 3 h  No limit 

ODW05 IS-IS Protocol Overview(WBT) ň 3 h  No limit 

ODW06 BGP Overview(WBT) ň 1 h  No limit 
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ODW07 IP Multicast Fundamental(WBT) ň 1 h  No limit 

ODW08 MPLS VPN Overview(WBT) ň 1 h  No limit 

ODW09 IPv6 Technical Fundamental(WBT) ň 2 h  No limit 

ODW10 IP MAN Service Introduction(WBT) ň 0.5 h  No limit 

ODW11 IP Bearer Network Service Introduction(WBT) ň 0.5 h  No limit 

ODW12 IP RAN Mobile Backhaul Technical Overview(WBT) ň 0.5 h  No limit 

ODW13 S9300 Switch Product Introduction(WBT) ň 1 h  No limit 

ODW14 NE Series Router Product Introduction(WBT) ň 1 h  No limit 

ODW15 Eudemon Series Firewall Product Introduction(WBT) ň 0.5 h  No limit 

ODW16 CloudEngine Series Switch Hardware Introduction(WBT) ň 1 h  No limit 

ODW17 PTN Series Product Introduction(WBT) ň 1 h  No limit 

ODW18 IPv6 Solution Introduction(WBT) ň 2 h  No limit 

ODW19 MPLS L2 VPN Overview(WBT) ň 1 h  No limit 

ODW20 LTE Backhaul Solution Introduction(WBT) ň 1 h  No limit 

ODW21 IP RAN LTE Video(eMBMS) Solution Overview(WBT) ŉ 1 h  No limit 

ODW22 IPRAN SDN Solution Overview(WBT) ŉ 1 h  No limit 

ODW23 WLAN Services IPv6 Solutions Introduction(WBT) ŉ 1 h  No limit 

ODW24 IP network development trend(WBT) ŉ 1 h  No limit 
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1.2 IP Technology Principle Training Course Descriptions 

1.2.1 ODA02 VRP System Operation 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the VRP system structure 

 ̧ Describe the basic configuration and 

commands 

 ̧ Upgrade VRP system 

 ̧ Configure the VRP user logging authentication 

 ̧ Configure FTP service 

 ̧ Describe basic troubleshooting process of VRP 

system 

Target Audience 

IP Network 1st line field maintenance engineer 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

Content 

 ̧ Building configuration environment 

 ̧ VRP configuration basis 

 ̧ Fault classification and common disposal 

method 

 ̧ Common diagnose tools and command 

 ̧ Basic idea of fault diagnose and examples 

 ̧ VRP system administration practice 

 ̧ VRP basic configuration practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.2.2 ODA03 Switching Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the origin of VLAN 

 ̧ Describe how the VLAN tag is generated 

 ̧ Describe how the VLAN tag is used 

 ̧ Configure the VLAN 

 ̧ Describe the inter-VLAN routing principle 

 ̧ Configure the inter-VLAN routing 

 ̧ Describe the principle of Isolate-User-VLAN 

 ̧ Configure Isolate-User-VLAN 

 ̧ Describe the working principles of port 

aggregation and port mirroring 

 ̧ Describe the STP calculation process 

 ̧ Describe the function of BPDU in STP 

 ̧ Describe the flooding process of TCN 

 ̧ Describe the RSTP calculation process 

 ̧ Describe the RSTP port state transition 

 ̧ Describe the function of RSTP BPDU 

 ̧ Describe the concepts of MSTP 

 ̧ Describe the calculation process of inter-MST 

region SPT 

 ̧ Configure MSTP 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general familiarity with topics in the following 

areas: TCP/IP basics and OSI model 

Content 

 ̧ The development of Ethernet technology 

 ̧ The basic principles of Ethernet 

 ̧ Layer 2 switching 

 ̧ Ethernet port technologies 

 ̧ VLANs and layer 3 switching 

 ̧ Shared Ethernet 

 ̧ Working principle of L2 switch 

 ̧ Working Principle of L3 Switch 

 ̧ Auto-Negotiation technology 

 ̧ Flow control 

 ̧ Port aggregation 

 ̧ Port mirroring 

 ̧ Basic concepts of link aggregation 

 ̧ LACP 

 ̧ Mode of link aggregation 

 ̧ Principles of 802.1X 

 ̧ EAP and EAPOL 

 ̧ 802.1X operation 

 ̧ Ethernet port technologies practice 

 ̧ 802.1x practice 

 ̧ Background of generation of VLAN technology 

 ̧ Generation method of VLAN tag 

 ̧ Application rule of VLAN tag 

 ̧ VLAN configuration 

 ̧ What is VLAN routing 

 ̧ VLAN routing methods 

 ̧ VLAN routing configuration 

 ̧ GARP overview 

 ̧ GVRP overview 

 ̧ GVRP configuration and implement 

 ̧ What is isolate-user-VLAN 

 ̧ Isolate-user-VLAN configuration 

 ̧ Isolate-user-VLAN attention note 

 ̧ Super-VLAN overview 

 ̧ Super-VLAN operation process 

 ̧ Super-VLAN configuration 

 ̧ Problems caused by loop 

 ̧ Calculation process of spanning tree 

 ̧ Configuration BPDU 

 ̧ Topology change information 

 ̧ RSTP basic calculation process 

 ̧ RSTP port status transition 
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 ̧ RST BPDU 

 ̧ Topology change notification 

 ̧ MSTP basic concept 

 ̧ Path selection among MST regions 

 ̧ MSTP advanced configuration 

 ̧ VLAN technologies practice 

 ̧ STP technologies practice 

 ̧ ACL technologies practice 

 ̧ NAT technologies practice 

 ̧ How to handle the data frame by different type 

of VLAN ports 

Training Methods 

Lecture,Hands-on exercise 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.2.3 ODA04 WAN Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the principle of PPP 

 ̧ Describe how the LCP and NCP protocols work 

 ̧ Configure PPP service 

 ̧ Describe the principle of POS and SDH frame 

structure 

 ̧ Describe the principle of frame relay and 

configure frame relay 

 ̧ Describe ATM principle and implement typical 

correlative configuration 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A basic understanding of telecommunication 

 ̧ A basic understanding of TCP/IP, OSI 

reference model 

Content 

 ̧ Protocol overview and data encapsulation 

 ̧ Link control protocol 

 ̧ PPP authentication protocol 

 ̧ Network control protocol 

 ̧ PPP-MP principle and configuration 

 ̧ FR overview 

 ̧ FR configuration 

 ̧ ATM overview 

 ̧ Basic conception of ATM 

 ̧ Features of ATM 

 ̧ Protocol stacks of ATM 

 ̧ Service type of ATM 

 ̧ Interface of ATM network 

 ̧ Configuration of ATM 

 ̧ PoS technology 

 ̧ SDH frame structure and multiplexing methods 

 ̧ Optical interfaces introduction 

 ̧ PoS interface configuration 

 ̧ WAN technologies practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.2.4 ODA05 Routing Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the functions of route and analyze the 

routing table 

 ̧ Describe the route load balance and the route 

standby 

 ̧ Describe the basic features of OSPF 

 ̧ Describe basic concepts of OSPF 

 ̧ Describe the route calculation process of link 

state algorithm 

 ̧ Describe basic configuration of OSPF 

 ̧ Describe the function of LSP, PSNP and CSNP 

in ISIS 

 ̧ Describe the ISIS LSDB synchronization 

process 

 ̧ Describe the hierarchical routing level of ISIS 

 ̧ Describe the similarities and differences 

between OSPF and ISIS 

 ̧ Describe the common BGP attributes 

 ̧ Describe the route selection rules of BGP 

 ̧ Describe the BGP route aggregation methods 

 ̧ Configure the route policy to select and filter 

routes 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general familiarity with topics in the following 

areas: TCP/IP basics and OSI reference model 

Content 

 ̧ Concept of route 

 ̧ Classification of routing protocol 

 ̧ Routing process of data packet in the network 

 ̧ Structure of routing table 

 ̧ Basic features of OSPF 

 ̧ Basic concepts of OSPF 

 ̧ Route calculation process of link state 

algorithm 

 ̧ Basic configuration of OSPF 

 ̧ Basic overview of ISIS protocol 

 ̧ Basic characteristic of ISIS protocol 

 ̧ Basic working mechanism of ISIS protocol 

 ̧ BGP overview 

 ̧ BGP neighbor relationship 

 ̧ BGP route advertisement principles 

 ̧ Introduction to BGP Path Attributes 

 ̧ BGP Route Selection 

 ̧ IP routing technologies basic practice 

 ̧ OSPF practice 

 ̧ IS-IS practice 

 ̧ BGP practice 

 ̧ BGP route reflect and confederation practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.2.5 ODA07 MPLS Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the working mechanism of MPLS 

 ̧ Describe the application of MPLS 

 ̧ Describe the structure of MPLS label 

 ̧ Describe how MPLS forwards packets 

 ̧ Describe the LDP neighbor discovery 

mechanism 

 ̧ Describe the LDP session establishment 

process 

 ̧ Describe the LDP label space 

 ̧ Describe the LDP label distribution mode 

 ̧ Describe the LDP label control mode 

 ̧ Describe the LDP label retention mode 

 ̧ Describe the MPLS loop detection methods 

 ̧ Describe how MPLS handles TTL value 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Traditional IP forwarding 

 ̧ MPLS forwarding feature 

 ̧ MPLS applications 

 ̧ MPLS basic structure 

 ̧ MPLS label format 

 ̧ MPLS forwarding process 

 ̧ LDP basic concept 

 ̧ LDP neighbor discovery mechanism 

 ̧ The process of LDP session establishment 

 ̧ LDP label space 

 ̧ LDP label distribution 

 ̧ LDP label control 

 ̧ LDP label retention 

 ̧ PHP 

 ̧ MPLS TTL loop detection 

 ̧ LDP loop detection 

 ̧ MPLS practice guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.2.6 ODA08 MPLS VPN Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic concepts of MPLS BGP 

VPN 

 ̧ Describe the route distribution and label 

distribution of MPLS BGP VPN 

 ̧ Describe how packets are forwarded on MPLS 

BGP VPN network 

 ̧ Configure MPLS BGP VPN 

 ̧ Describe the extended BGP attributes used in 

MPLS BGP VPN 

 ̧ Describe how to access Internet through ISP 

 ̧ Describe how to access Internet through MPLS 

BGP VPN backbone network 

 ̧ Describe how to access Internet by different 

interfaces between PE and CE 

 ̧ Describe the working principle and applications 

of inter-AS MPLS VPN, HoVPN, Multi-role host 

 ̧ Describe the working principle of MPLS L2 

VPN 

 ̧ Describe the working principle of VPLS 

 ̧ Describe the working principle of PWE3 

 ̧ Configure MPLS, MPLS L3 VPN, MPLS L2 

VPN and VPLS 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Model of BGP MPLS VPN 

 ̧ Basic concepts referred to BGP MPLS VPN 

 ̧ Mechanisms of the route and label distribution 

in BGP MPLS VPN 

 ̧ Process of data forwarding in BGP MPLS VPN 

 ̧ Configure VPN-instance 

 ̧ Configure PE-CE BGP 

 ̧ Configure MP-BGP 

 ̧ Configure the routing protocols used by PE-CE 

 ̧ What is VPN and VPN classification 

 ̧ MPLS L2 VPN and MPLS L3 VPN comparison 

 ̧ MPLS L2 VPN architecture and data 

forwarding 

 ̧ VPWS reference model 

 ̧ VPLS reference model 

 ̧ Advantages of MPLS L2 VPN 

 ̧ CCC Topology 

 ̧ Data Forwarding 

 ̧ Configuration Example 

 ̧ Martini VLL topology 

 ̧ VC connection 

 ̧ Data forwarding 

 ̧ Configuration example 

 ̧ VPLS overview 

 ̧ VPLS components 

 ̧ VPLS signaling 

 ̧ Data encapsulation 

 ̧ Mac address learning and withdrawal 

 ̧ Loop avoidance 

 ̧ Configuration example 

 ̧ Background in MPLS BGP VPN Inter-AS 

solution 

 ̧ VRF-to-VRF (Option A) 

 ̧ Single-hop MP-eBGP (Option B) 

 ̧ Multi-hop MP-eBGP (Option C) 

 ̧ MPLS BGP VPN practice guide 
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 ̧ VPWS practice guide 

 ̧ VPLS practice guide 

 ̧ MPLS BGP VPN Inter-AS Solutions Practice 

Guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.2.7 ODA09 QoS Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the function of QoS 

 ̧ Describe the classification of QoS 

 ̧ Describe the typical applications of QoS 

 ̧ Describe the concepts of IP QoS 

 ̧ Describe the function and principle of traffic 

policing, traffic shaping, congestion 

management and congestion avoidance 

 ̧ Describe MPLS QoS principle and function 

 ̧ Describe three QoS models 

 ̧ Configure QoS on VRP platform 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

Content 

 ̧ Basic concept of QoS 

 ̧ Method of improving the QoS 

 ̧ Difference between different QoS models 

 ̧ Basic concept of the differentiated service 

model 

 ̧ Denotation of the marking fields 

 ̧ Characteristics of various PHBs 

 ̧ Overview of IP QoS technologies 

 ̧ Traffic classification and marking 

 ̧ Traffic policing and shaping 

 ̧ Congestion management 

 ̧ Congestion avoidance 

 ̧ Deployment of IP QoS technologies 

 ̧ Concept of class-based QoS 

 ̧ How to configure class-based QoS 

 ̧ QPPB overview 

 ̧ Configuring QPPB 

 ̧ DiffServ model architecture 

 ̧ MPLS DiffServ concept 

 ̧ MPLS DiffServ tunnel mode 

 ̧ E-LSP and L-LSP 

 ̧ IP QoS technologies practice 

 ̧ QoS deployment in MAN 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.2.8 ODA10 HA Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the concept of HA 

 ̧ Describe the technical principle of VRRP 

 ̧ Describe the technical principle of BFD 

 ̧ Grasp the configuration and basic 

troubleshooting of VRRP and BFD 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

Content 

 ̧ Evaluate the high availability of the network 

 ̧ Integrated application of HA in IP bearer's 

network 

 ̧ the principle of VRRP 

 ̧ Protocol packets and state machine 

 ̧ configuration of VRRP on the VRP platform 

 ̧ Outline of BFD 

 ̧ Packet structure 

 ̧ Detect principle 

 ̧ Typical application in network 

 ̧ VRRP Technologies Practice Guide 

 ̧ Application of VRRP In Carrier's Network 

Training Methods 

Lecture,Hands-on exercise 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.2.9 ODA11 IPv6 Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the reason for upgrading IPv4 to IPv6 

 ̧ Describe the evolution of IPv6 

 ̧ Describe the IPv6 address structure and IPv6 

packet format 

 ̧ Describe the packet types of ICMPv6 

 ̧ Describe the working principle of ICMPv6 

 ̧ Describe the IPv6 neighbor discovery process 

 ̧ Describe the working principle of IPv6 PMTU 

 ̧ Describe the working principle of IPv6 DNS 

 ̧ Describe IPv6 transition solutions 

 ̧ Describe OSPFv3 working principle 

 ̧ Describe ISISv6 working principle 

 ̧ Describe MP-BGP attributes and 

implementations in the IPv6 inter-domain 

routing 

 ̧ Describe IPv6 multicast working principle 

 ̧ Describe MLD working principle 

 ̧ Configure IPv6 ACL 

 ̧ Configure OSPFv3, IS-ISv6, MP-BGP for IPv6 

network 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general familiarity with the TCP/IP, OSI 

reference model and IPv4 protocol 

Content 

 ̧ Developments of IPv6 

 ̧ IPv6 address 

 ̧ IPv6 packets 

 ̧ ICMPv6 protocol 

 ̧ IPv6 neighbor discovery 

 ̧ IPv6 address configuration 

 ̧ IPv6 PMTU discovery 

 ̧ IPv6 DNS 

 ̧ IPv6 address configuration 

 ̧ IPv6 NDP configuration 

 ̧ IPv6 PMTU configuration 

 ̧ IPv6 application 

 ̧ Maintenance of IPv6 

 ̧ IPv6 unicast packets forwarding 

 ̧ Basic principle of RIPng 

 ̧ Difference between RIPng and RIPv2 

 ̧ Processing of RIPng packets 

 ̧ RIPng configurations 

 ̧ Differences between OSPFv2 and OSPFv3 

 ̧ OSPFv3 protocol packet 

 ̧ LSA introduction 

 ̧ Protocol operation 

 ̧ OSPFv3 configuration 

 ̧ Overview 

 ̧ IS-IS protocol extensions 

 ̧ IPv6 support in IS-IS ST environment 

 ̧ IPv6 support in IS-IS MT environment 

 ̧ IS-ISv6 configuration 

 ̧ MP-BGP 

 ̧ MP-BGP for IPv6 

 ̧ MP-BGP for IPv6 basic configuration 

 ̧ Building large-scale network configuration 

 ̧ MLD overview 

 ̧ MLDv1 

 ̧ MLDv2 

 ̧ SSM mapping 

 ̧ IPv6 PIM-SM principle mechanism 

 ̧ Working principle of embedded-RP 

 ̧ Working principle of IPv6 PIM-SSM 

 ̧ Typical application of IPv6 multicast 

 ̧ Classification of ACL6 

 ̧ Match order of ACL6 
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 ̧ ACL6 creation 

 ̧ Configuration instances 

 ̧ Introduction to the transitional technologies of 

IPv6 

 ̧ IPv6/IPv4 coexistence technology 

 ̧ IPv6/IPv4 interconnection technology 

 ̧ Overview of the 6PE over MPLS 

 ̧ Principle of the 6PE over MPLS 

 ̧ Basic configuration of the 6PE over MPLS 

 ̧ Configuration instance of the 6PE over MPLS 

 ̧ IPv6 basic configuration practice guide 

 ̧ IPv6 static route and RIPng practice guide 

 ̧ OSPFv3 practice guide 

 ̧ IS-ISv6 practice guide 

 ̧ MP-BGP for IPv6 practice guide 

 ̧ ACL6 practice guide 

 ̧ IPv6 transit technologies practice guide 

 ̧ IPv6 over MPLS(6PE) practice guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.2.10 ODA12 MPLS TE Technologies 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the concept and function of MPLS 

traffic engineering 

 ̧ Describe the components of MPLS traffic 

engineering 

 ̧ Describe MPLS traffic protection 

 ̧ Describe the auto bandwidth adjustment and 

tunnel re-optimization methods 

 ̧ Describe advanced applications of MPLS traffic 

engineering 

 ̧ Implement MPLS traffic engineering 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ MPLS Overview 

 ̧ MPLS LSP Setup and MPLS Forwarding 

 ̧ MPLS Maintenance 

 ̧ What is TE 

 ̧ MPLS TE 

 ̧ Introduction to MPLS-TE signaling protocols 

 ̧ CR-LDP 

 ̧ RSVP-TE 

 ̧ IGP TE Configuration 

 ̧ Basic MPLS TE Configuration 

 ̧ MPLS TE Tunnel Configuration via RSVP-TE 

 ̧ some additional options MPLS TE is offering 

 ̧ the configuration of optional MPLS TE 

functions 

 ̧ TE FRR 

 ̧ TE CR-LSP Backup 

 ̧ TE Protection Group 

 ̧ LDP Over RSVP-TE 

 ̧ MPLS TE practice 

 ̧ Integrated MPLS TE practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.2.11 ODA13 Data Communication Protocols Fundamental 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic concepts of Ethernet 

 ̧ Describe principles of Ethernet 

 ̧ Describe principles of VLAN 

 ̧ Describe principles of VLAN routing 

 ̧ Describe principles of Isolate-User-VLAN 

 ̧ Describe IP routing and routing table 

 ̧ Describe static route 

 ̧ Describe OSPF basic concepts 

 ̧ Describe OSPF neighbor and adjacency 

relationship 

 ̧ Describe OSPF intra-area route calculation 

 ̧ Describe OSPF inter-area route calculation 

 ̧ Describe ISIS basic concepts 

 ̧ Describe ISIS adjacency relationship 

 ̧ Describe ISIS route calculation 

 ̧ Describe BGP basics 

 ̧ Describe BGP route attributes and route 

selection 

Target Audience 

IP Network 2nd line operation and maintenance 

support engineer 

Prerequisites 

 ̧ A general understanding of PC operation 

 ̧ A general familiarity with the TCP/IP 

Content 

 ̧ Background of generation of VLAN technology 

 ̧ Generation method of VLAN tag 

 ̧ Application rule of VLAN tag 

 ̧ VLAN configuration 

 ̧ What is VLAN routing 

 ̧ VLAN routing methods 

 ̧ VLAN routing configuration 

 ̧ VLAN technologies practice 

 ̧ Concept of route 

 ̧ Classification of routing protocol 

 ̧ Routing process of data packet in the network 

 ̧ Structure of routing table 

 ̧ Static route configuration 

 ̧ Default route configuration 

 ̧ Route load balance and route backup 

 ̧ IP routing technologies basic practice 

 ̧ Basic features of OSPF 

 ̧ Basic concepts of OSPF 

 ̧ Route calculation process of link state 

algorithm 

 ̧ Basic configuration of OSPF 

 ̧ Basic overview of ISIS protocol 

 ̧ Basic characteristic of ISIS protocol 

 ̧ Basic working mechanism of ISIS protocol 

 ̧ OSPF practice 

 ̧ IS-IS practice 

Training Methods 

Lecture 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.2.12 ODN01 IP Network Technologies and Services 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the features of IP network 

 ̧ Describe the basic principle of IP network 

 ̧ Describe the structure of IP network 

 ̧ Describe the development of IP network 

Target Audience 

IP network junior operation and maintenance 

engineer 

Prerequisites 

 ̧ A basic understanding of telecommunication 

Content 

 ̧ Data communication description 

 ̧ IP network basic principle 

 ̧ Architecture of IP network 

 ̧ IP network trends 

 ̧ The evolution trend of IP network 

 ̧ The services of IP bearer network 

 ̧ IP bearer network solutions 

Training Methods 

Lecture,LVC 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.2.13 ODN02 Constructing Carrier-Class IP Network 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP technology overview 

 ̧ Describe IP network and service 

 ̧ Describe IP network development trends 

 ̧ Describe the main services of IP bearer 

network 

 ̧ Describe the typical structure of IP bearer 

network 

 ̧ Describe the key technologies of IP bearer 

network 

 ̧ Describe the typical application of IP bearer 

network 

 ̧ Describe the network structure of IP bearer 

network 

 ̧ Describe the challenge and opportunity of IP 

bearer network 

 ̧ Describe the structure of broadband MAN 

 ̧ Describe the key technologies of IP MAN 

 ̧ Describe the solutions of IP bearer network 

 ̧ Describe the development trend of MAN 

 ̧ Describe the IP MAN technologies 

 ̧ Describe the MBB's overall development trend 

 ̧ Describe the demands and challenges of IP 

RAN (Radio Access Network ) 

 ̧ Describe the 3G and LTE mobile IP RAN 

backhaul solution 

 ̧ Describe the MBB era of the operation and 

management 

Target Audience 

IP network technical manager 

Prerequisites 

 ̧ A basic understanding of telecommunication 

Content 

 ̧ Describe some common services basic 

process in IP Network 

 ̧ Describe different typical network's architecture 

in IP Network 

 ̧ Describe different product and application 

location in IP Network 

 ̧ Describe different technology deployed 

location in IP Network 

 ̧ Describe the development trendency in IP 

Network 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.3 IP Network Planning Training Course Descriptions 

1.3.1 ODN04 IP Bearer Network Planning and Design Basic 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP network planning and design 

process 

 ̧ Describe IP backbone network planning and 

design process 

Target Audience 

IP bearer network planning engineer 

Prerequisites 

 ̧ Having basic knowledge of IP/MPLS/IP routing 

Content 

 ̧ Basic principles of network planning 

 ̧ Designing a network topology 

 ̧ Designing models for addressing and naming 

 ̧ Selecting routing protocols 

 ̧ Developing network security 

 ̧ Developing network management system 

 ̧ Overview of backbone network planning 

 ̧ Backbone network architecture 

 ̧ Backbone network planning 

 ̧ Typical case analysis for backbone network 

Training Methods 

Lecture,Case-study,LVC 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.3.2 ODN05 IP MAN Planning and Design Basic 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP network planning and design 

process 

 ̧ Describe IP MAN planning and design process 

Target Audience 

IP MAN network planning engineer 

Prerequisites 

 ̧ Having basic knowledge of IP/MPLS/IP routing 

Content 

 ̧ Basic principles of network planning 

 ̧ Designing a network topology 

 ̧ Designing models for addressing and naming 

 ̧ Selecting routing protocols 

 ̧ Developing network security 

 ̧ Developing network management system 

 ̧ Overview of MAN planning 

 ̧ MAN service planning 

 ̧ MAN optimization plan 

 ̧ MAN typical case analysis 

Training Methods 

Lecture,Case-study,LVC 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.3.3 ODN06 IP Bearer Network Planning and Design 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP bearer network service and 

networking 

 ̧ Plan and design IP bearer network core 

network connection 

 ̧ Plan and design IP bearer network core 

network HA 

 ̧ Plan and design IP bearer network central 

office 

 ̧ Plan and design IP bearer network QoS 

Target Audience 

IP bearer network planning and design engineer 

Prerequisites 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Characteristics and service introduction of 3G 

network 

 ̧ Requirements of bearer network for 3G 

network 

 ̧ Topology design of 3G bearer network 

 ̧ Design the bandwidth for IP bearer network 

 ̧ Design the IP address for IP nearer network 

 ̧ Design the IGP routing protocol for IP bearer 

network 

 ̧ Design the BGP routing protocol for IP bearer 

network 

 ̧ Design MPLS VPN for IP bearer network 

 ̧ Design of routing protocol reliability on IP 

bearer network 

 ̧ Design of link reliability on IP bearer network 

 ̧ Design of device reliability on IP bearer 

network 

 ̧ Design and requirement of central office in IP 

bearer network 

 ̧ Design and deployment of soft-switch in IP 

bearer network 

 ̧ Design and deployment of media gateway in IP 

bearer network 

 ̧ Design and deployment of MCE integrated 

access in IP bearer network 

 ̧ QoS implementation on routers 

 ̧ QoS implementation on the IP bearer network 

 ̧ Overview of IP bearer network planning and 

design 

 ̧ Typical case analysis of IP bearer network 

Training Methods 

Lecture,Case-study 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.3.4 ODN07 IP MAN Planning and Design 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP MAN services and products 

 ̧ Plan and design IP MAN IGP 

 ̧ Plan and design IP MAN BGP 

 ̧ Plan and design IP MAN MPLS VPN 

 ̧ Plan and design IP MAN multicast service 

 ̧ Plan and design IP MAN HSI service 

Target Audience 

IP MAN network planning and design engineer 

Prerequisites 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Metro network introduction 

 ̧ Metro network device selection 

 ̧ Metro network routes and IP address planning 

 ̧ Metro Network Introduction 

 ̧ Metro Network Device Selection 

 ̧ Metro Network Routes and IP Address 

Planning 

 ̧ Planning of MAN IGP protocol 

 ̧ Fast convergence of IGP 

 ̧ Default route of MAN 

 ̧ BGP Route Selection Principle 

 ̧ BGP Deployment on the MAN 

 ̧ BGP Fast Convergence Features 

 ̧ Difference BGP Deployment on Different MANs 

 ̧ Basic planning of the MPLS VPN on MAN 

 ̧ Integration between traditional IP VPN and 

MPLS VPN 

 ̧ BGP MPLS VPN access the Internet 

 ̧ Solution for accessing IXP through MPLS VPN 

 ̧ Multicast Design and Planning in MAN 

 ̧ Layer 2 Multicast Design and Planning in MAN 

 ̧ IP address pool design in MAN 

 ̧ PPPoE Internet service planning in MAN 

 ̧ BRAS dual-host backup design in MAN HSI 

service 

 ̧ HSI access method planning and design in 

MAN 

 ̧ Overview of IP MAN planning and design 

 ̧ Typical case analysis of IP MAN 

Training Methods 

Lecture,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.3.5 ODN08 IP MEN Planning and Design 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the networking and service 

characteristics of the IP MEN 

 ̧ Describe the characteristics of the Huawei IP 

MEN solution 

 ̧ Describe the device naming conventions and 

name the devices 

 ̧ Describe the device interface naming 

conventions and name the device interfaces 

 ̧ Describe the principles of IP address planning 

and plan IP addresses 

 ̧ Describe the modes and characteristics of 

terminal user and enterprise network access on 

an IP MEN 

 ̧ Describe the IP MEN access networking and 

characteristics 

 ̧ Describe the functions and selection principles 

of the IGPs for an IP MEN 

 ̧ Describe the principles of OSPF planning 

 ̧ Describe the principles of IS-IS planning 

 ̧ Plan OSPF in an IP MEN 

 ̧ Describe the planning principle of MPLS L2 

VPN for an IP MEN 

 ̧ Describe the planning principle of HSI service 

for an IP MEN 

 ̧ Describe the planning principle of enterprise 

VPN service for an IP MEN 

 ̧ Describe the planning principle of multicast 

service for an IP MEN 

 ̧ Plan HSI service in an IP MEN 

 ̧ Plan Enterprise VPN service in an IP MEN 

 ̧ Plan multicast service in an IP MEN 

 ̧ Describe the application scenario and planning 

principle of HA features for an IP MEN 

 ̧ Plan various HA features in an IP MEN 

 ̧ Describe the implementation of QoS on CX600 

product 

 ̧ Describe the application scenario and planning 

principle of QoS for an IP MEN 

 ̧ Plan QoS features in an IP MEN 

Target Audience 

IP MEN network planning and design engineer 

Prerequisites 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ The current situations and development trend 

of the IP MEN 

 ̧ The networking and service characteristics of 

the IP MEN 

 ̧ The characteristics of the Huawei IP MEN 

solution 

 ̧ The modes and characteristics of terminal user 

and enterprise network access on an IP MEN 

 ̧ The IP MEN access networking and 

characteristics 

 ̧ The principle of RRPP 

 ̧ The RRPP planning in the IP MEN access 

network 

 ̧ The functions and selection principles of the 

IGPs for an IP MEN 

 ̧ The principles of OSPF planning 

 ̧ The principles of IS-IS planning 

 ̧ The planning of OSPF in an IP MEN 

 ̧ Multicast design and planning in MAN 

 ̧ Layer 2 multicast design and planning in MAN 

 ̧ IP address pool design in MAN 

 ̧ PPPoE Internet service planning in MAN 

 ̧ BRAS multi-device backup design in MAN HSI 

service 
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 ̧ HSI access method planning and design in 

MAN 

 ̧ The application scenario and planning principle 

of BFD for an IP MEN 

 ̧ The application scenario and planning principle 

of GR for an IP MEN 

 ̧ The application scenario and planning principle 

of MPLS TE for an IP MEN 

 ̧ The application scenario and planning principle 

of Ethernet OAM for an IP MEN 

 ̧ The configuration of various HA features in an 

IP MEN 

 ̧ The implementation of QoS on CX600 product 

 ̧ The application scenario and planning principle 

of QoS for an IP MEN 

 ̧ The planning of QoS features in an IP MEN 

 ̧ Overview of IP MEN Planning and Design 

 ̧ Typical Case Analysis of IP MEN 

Training Methods 

Lecture,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.4 IP Network (IP Bearer Network/ IP MAN/ IP MEN) Operation and 

Maintenance Training Course Descriptions 

1.4.1 ODN09 IP Bearer Network Service and Products 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the structure of IP bearer network 

 ̧ Describe the IP bearer network service and 

features 

 ̧ Describe the networking and products of IP 

bearer network 

Target Audience 

IP Bearer network junior operation and 

maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experience in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Structure of IP bearer network. 

 ̧ IP bearer network service and features. 

 ̧ Networking and products of IP bearer network. 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.4.2 ODN10 IP Bearer Network Access Network Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the technical requirement of IP bearer 

network 

 ̧ Describe the key technologies of IP bearer 

network 

 ̧ Describe the IP bearer network solutions 

 ̧ Describe the Ethernet technology 

 ̧ Describe VLAN principle 

 ̧ Perform VLAN configuration in IP bearer 

network 

 ̧ Describe VRRP principle 

 ̧ Describe VRRP protocol packets 

 ̧ Perform VRRP configuration in IP bearer 

network 

 ̧ Describe the principle of OSPF/ISIS 

 ̧ Perform configuration and troubleshooting of 

OSPF/ISIS in IP bearer network 

 ̧ Describe the QoS basic concept 

 ̧ Describe the traffic classification and marking 

 ̧ Describe the traffic policy and traffic shaping 

 ̧ Describe the congestion management and 

congestion avoidance 

 ̧ Describe the security requirement of IP bearer 

network 

 ̧ Describe the network attack technologies 

 ̧ Describe the working principle of firewall 

 ̧ Describe the applications of firewall in IP 

bearer network 

 ̧ Describe the IP features on Huawei Softswitch 

devices 

 ̧ Describe the CE access solutions in Huawei IP 

bearer network 

 ̧ Describe architecture of IP bearer network 

 ̧ Describe the application of Huawei datacom 

products in the IP bearer network 

 ̧ Perform access solution configuration of IP 

bearer network 

Target Audience 

IP bearer network maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ IP bearer network overview 

 ̧ Technical requirement of IP bearer network 

 ̧ Key technologies of IP bearer network 

 ̧ IP bearer network solutions 

 ̧ Typical cases 

 ̧ Ethernet technology 

 ̧ VLAN principle 

 ̧ VLAN configuration in IP bearer network 

 ̧ VRRP principle 

 ̧ VRRP protocol packets 

 ̧ VRRP configuration in IP bearer network 

 ̧ Master the principle of OSPF 

 ̧ Master the configuration and troubleshooting of 

OSPF in IP bearer network 

 ̧ QoS basic concept 

 ̧ Traffic classification and marking 

 ̧ Traffic policy and traffic shaping 

 ̧ Congestion management and congestion 

avoidance 

 ̧ Security requirement of IP bearer network 

 ̧ Network attacks introduction 

 ̧ Working principle of firewall 

 ̧ Application of firewall in IP bearer network 

 ̧ IP features on Huawei soft switch devices 

 ̧ CE Access solutions in Huawei IP bearer 

network 
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 ̧ Architecture of IP Bearer Network 

 ̧ Understand application of Huawei datacom 

products in the IP bearer network 

 ̧ Basic routing technologies for IP bearer 

network 

 ̧ Configuring access solutions of IP bearer 

network 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.4.3 ODN11 IP Bearer Network Core Network Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the principle of BGP 

 ̧ Describe the features of BGP attributes 

 ̧ Describe the BGP basic configuration 

 ̧ Describe the general procedure of BGP 

troubleshooting in IP bearer network 

 ̧ Describe the MPLS label structure 

 ̧ Describe the LDP working process 

 ̧ Describe the MPLS L3 VPN principle and 

configuration in IP bearer network 

 ̧ Describe the QoS requirement of IP bearer 

network 

 ̧ Describe the QoS realization principle 

 ̧ Configure the QoS in the IP bearer network 

 ̧ Describe the MPLS TE information distribution 

 ̧ Describe the MPLS TE path calculation and 

path setup 

 ̧ Describe the MPLS TE traffic forwarding 

 ̧ Describe the MPLS TE deployment in the IP 

bearer network 

 ̧ Describe the orientation and performance 

requirement of IP bearer network 

 ̧ Describe the reliability technologies outline of 

IP bearer network 

 ̧ Describe the features and classifications of 

FRR 

 ̧ Describe the FRR principle 

 ̧ Configure FRR (IP FRR, MPLS TE FRR, LDP 

FRR, VPN FRR) in IP bearer network 

 ̧ Describe the improvement on router about 

reliability 

 ̧ Describe the working steps of GR 

 ̧ Describe the network structure of IP bearer 

network 

 ̧ Describe the challenge and opportunity of IP 

bearer network 

 ̧ Describe the key technologies of IP bearer 

network 

 ̧ Describe the solutions of IP bearer network 

 ̧ Perform core network solution configuration of 

IP bearer network 

Target Audience 

IP bearer network maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Understand the principle of BGP 

 ̧ Understand the features of attributes 

 ̧ Grasp BGP basic configuration 

 ̧ Know the general procedure of BGP 

troubleshooting in the IP bearer network 

 ̧ MPLS introduction 

 ̧ MPLS label structure 

 ̧ LDP working process 

 ̧ MPLS L3 VPN principle and configuration in 

the IP bearer network 

 ̧ QoS basis review 

 ̧ QoS requirement of IP bearer network 

 ̧ QoS realization principle 

 ̧ QoS configuration in the IP bearer network 

 ̧ MPLS TE overview 

 ̧ MPLS TE information distribution 

 ̧ MPLS TE path calculation and path setup 

 ̧ MPLS TE traffic forwarding 

 ̧ MPLS TE deployment in the IP bearer network 

 ̧ HA technologies for IP bearer network 

 ̧ Fast fault detection technologies for IP bearer 

network 

 ̧ Know the features and classifications of FRR 
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 ̧ Understand the FRR principle 

 ̧ Grasp FRR (IP FRRȁMPLS TE FRRȁLDP FRRȁ

VPN FRR) Basic Configuration in the IP bearer 

network 

 ̧ The improvement on router about reliability 

 ̧ The working steps of GR 

 ̧ Understand and perform configuration of 

protocol based GR 

 ̧ Configuring core network solutions of IP bearer 

network 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.4.4 ODN12 IP Bearer Network Access Network Design and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the devices and interfaces of core 

network 

 ̧ Describe the solutions of IP bearer network 

access part 

 ̧ Describe the HA technologies of IP bearer 

network access part 

 ̧ Configure HA features of IP bearer core 

network 

Target Audience 

IP bearer network planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Devices and interfaces of core network. 

 ̧ Solutions of IP bearer network access part. 

 ̧ HA technologies of IP bearer network access 

part. 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 4, max 8
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1.4.5 ODN13 IP Bearer Network Core Network Design and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the backbone networking of IP bearer 

network 

 ̧ Describe the VLAN planning of IP bearer 

network 

 ̧ Describe the fast detection technologies of IP 

bearer network 

 ̧ Describe the fast convergence of routing 

protocols 

 ̧ Describe the MPLS TE FRR and VPN FRR 

technologies of IP bearer network backbone 

 ̧ Describe the GR technologies of IP bearer 

network 

 ̧ Configure IGP/BGP and VPN of IP bearer core 

network 

 ̧ Configure fast detection technologies of IP 

bearer network 

 ̧ Configure fast convergence of routing protocols 

 ̧ Configure MPLS TE FRR and VPN FRR 

technologies of IP bearer network backbone 

 ̧ Configure GR technologies of IP bearer 

network 

Target Audience 

IP bearer network planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Backbone networking of IP bearer network. 

 ̧ Connection planning of IP bearer network. 

 ̧ Fast detection technologies of IP bearer 

network. 

 ̧ Fast convergence of routing protocols. 

 ̧ MPLS TE FRR and VPN FRR technologies of 

IP bearer network backbone. 

 ̧ GR technologies of IP bearer network. 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

3.5 working days 

Class Size 

Min 4, max 8
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1.4.6 ODN14 IP Bearer Network QoS Design and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe different QoS requirement of different 

services in IP bearer network 

 ̧ Describe end to end QoS realization in IP 

bearer network 

 ̧ Configure end to end QoS in IP bearer network 

Target Audience 

IP bearer network planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Different QoS requirement of different services 

in IP bearer network. 

 ̧ E2E QoS in IP bearer network. 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 4, max 8
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1.4.7 ODN15 IP MAN Overview 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the features of MAN 

 ̧ Describe the device selection, topology 

selection and link selection processes in MAN 

 ̧ Describe the route classification in MAN 

 ̧ Plan IP address for IP MAN 

Target Audience 

IP MAN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Metro Network Introduction 

 ̧ Metro Network Device Selection 

 ̧ Metro Network Routes and IP Address 

Planning 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 4, max 8
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1.4.8 ODN16 IP MAN Routing Design and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IGP deployment in MAN 

 ̧ Describe IGP fast convergence deployment in 

MAN 

 ̧ Configure and adjust OSPF/ISIS in MAN 

 ̧ Describe BGP deployment in MAN 

 ̧ Describe BGP RR deployment in MAN 

 ̧ Describe route control and route selection in IP 

MAN 

 ̧ Configure and adjust BGP in MAN 

Target Audience 

IP MAN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Planning of MAN IGP protocol 

 ̧ Fast convergence of IGP 

 ̧ Default route of MAN 

 ̧ BGP Route Selection Principle 

 ̧ BGP Deployment on the MAN 

 ̧ BGP Fast Convergence Features 

 ̧ Difference BGP Deployment on Different MANs 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 4, max 8
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1.4.9 ODN17 IP MAN MPLS VPN Design and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe VPN RR deployment in MAN 

 ̧ Describe MPLS Inter-AS VPN deployment in 

MAN 

 ̧ Configure and adjust MPLS VPN in MAN 

Target Audience 

IP MAN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Basic planning of the MPLS VPN on MAN 

 ̧ Integration between traditional IP VPN and 

MPLS VPN 

 ̧ BGP MPLS VPN access the Internet 

 ̧ Solution for accessing IXP through MPLS VPN 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 4, max 8
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1.4.10 ODN18 IP MEN Overview 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the current situations and 

development trend of the IP MEN 

 ̧ Describe the networking and service 

characteristics of the IP MEN 

 ̧ Describe the characteristics of the Huawei IP 

MEN solution 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Current Situations and Development Trend of 

the IP MEN 

 ̧ Typical Networking and Services of the IP MEN 

 ̧ Huawei IP MEN Solution 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

0.5 working day 

Class Size 

Min 4, max 8
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1.4.11 ODN19 IP MEN Basic Parameters Planning and Deploying 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the characteristics of the CX600-X 

series products 

 ̧ Describe the device naming conventions and 

name the devices 

 ̧ Describe the device interface naming 

conventions and name the device interfaces 

 ̧ Describe the principles of IP address planning 

and plan IP addresses 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ The characteristics of the CX600-X series 

products 

 ̧ The device naming conventions 

 ̧ The device interface naming conventions 

 ̧ The principles of IP address planning 

 ̧ The configuration of basic parameters in the IP 

MEN 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

0.5 working day 

Class Size 

Min 4, max 8
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1.4.12 ODN20 IP MEN Access Planning and Deploying 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the modes and characteristics of 

terminal user and enterprise network access on 

an IP MEN 

 ̧ Describe the IP MEN access networking and 

characteristics 

 ̧ Describe the principle of RRPP 

 ̧ Plan and deploy the IP MEN access network by 

using RRPP 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ The modes and characteristics of terminal user 

and enterprise network access on an IP MEN 

 ̧ The IP MEN access networking and 

characteristics 

 ̧ The principle of RRPP 

 ̧ The RRPP configuration in the IP MEN access 

network 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

1 working day 

Class Size 

Min 4, max 8
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1.4.13 ODN21 IP MEN Routing Planning and Deploying 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the functions and selection principles 

of the IGPs for an IP MEN 

 ̧ Describe the principles of OSPF planning 

 ̧ Describe the principles of IS-IS planning 

 ̧ Plan and deploy OSPF in an IP MEN 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ The functions and selection principles of the 

IGPs for an IP MEN 

 ̧ The principles of OSPF planning 

 ̧ The principles of IS-IS planning 

 ̧ The configuration of OSPF in an IP MEN 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

1 working day 

Class Size 

Min 4, max 8
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1.4.14 ODN22 IP MEN Service Planning and Deploying 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the planning principle of MPLS L2 

VPN for an IP MEN 

 ̧ Describe the planning principle of HSI Service 

for an IP MEN 

 ̧ Describe the planning principle of Enterprise 

VPN Service for an IP MEN 

 ̧ Describe the planning principle of IPTV Service 

for an IP MEN 

 ̧ Plan and deploy HSI service in an IP MEN 

 ̧ Plan and deploy enterprise VPN service in an 

IP MEN 

 ̧ Plan and deploy IPTV service in an IP MEN 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ The planning principle of MPLS L2 VPN for an 

IP MEN 

 ̧ The planning principle of HSI Service for an IP 

MEN 

 ̧ The planning principle of enterprise VPN 

service for an IP MEN 

 ̧ The planning principle of IPTV service for an IP 

MEN 

 ̧ The configuration of HSI service in an IP MEN 

 ̧ The configuration of enterprise VPN service in 

an IP MEN 

 ̧ The configuration IPTV service in an IP MEN 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

3 working days 

Class Size 

Min 4, max 8



 

 COMMERCIAL IN CONFIDENCE 58 

1.4.15 ODN23 IP MEN HA Planning and Deploying 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the application scenario and planning 

principle of BFD for an IP MEN 

 ̧ Describe the application scenario and planning 

principle of GR for an IP MEN 

 ̧ Describe the application scenario and planning 

principle of MPLS TE for an IP MEN 

 ̧ Describe the application scenario and planning 

principle of Ethernet OAM for an IP MEN 

 ̧ Plan and deploy various HA features in an IP 

MEN 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ The application scenario and planning principle 

of BFD for an IP MEN 

 ̧ The application scenario and planning principle 

of GR for an IP MEN 

 ̧ The application scenario and planning principle 

of MPLS TE for an IP MEN 

 ̧ The application scenario and planning principle 

of Ethernet OAM for an IP MEN 

 ̧ The configuration of various HA features in an 

IP MEN 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 4, max 8
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1.4.16 ODN24 IP MEN QoS Planning and Deploying 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the implementation of QoS on CX600 

product 

 ̧ Describe the application scenario and planning 

principle of QoS for an IP MEN 

 ̧ Plan and deploy QoS features in an IP MEN 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ The implementation of QoS on CX600 product 

 ̧ The application scenario and planning principle 

of QoS for an IP MEN 

 ̧ The configuration of QoS features in an IP 

MEN 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

1 working day 

Class Size 

Min 4, max 8
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1.4.17 ODN36 IP Network Performance Evaluation and Optimization 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe principles of IP network performance 

evaluation and optimization 

Target Audience 

IP MEN planning and design engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ IP MAN performance evaluation and 

optimization 

 ̧ IPTV bearer network performance evaluation 

and optimization 

 ̧ IP network service bearing capacity evaluation 

and optimization 

 ̧ IP network security guarantee ability evaluation 

and optimization 

 ̧ IP network service quality assurance ability 

evaluation and optimization 

 ̧ IP network device configuration compliance 

evaluation and optimization 

Training Methods 

Lecture,Case analysis 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.18 ODN37 IP Network Migration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe principles of IP network migration 

 ̧ Describe methods of IP network migration 

 ̧ Describe operations of IP network migration 

Target Audience 

IP Network 2nd line maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Principle of IP network migration 

 ̧ Method of IP network migration 

 ̧ Case of IP network migration 

Training Methods 

Lecture,Case analysis 

Duration 

0.5 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 62 

1.4.19 ODN38 IP Network Capacity Expansion 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe principles of IP network capacity 

expansion 

 ̧ Describe methods of IP network capacity 

expansion 

 ̧ Describe operations of IP network capacity 

expansion 

Target Audience 

IP Network 2nd line maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Principle of IP network capacity expansion 

 ̧ Method of IP network capacity expansion 

 ̧ Case of IP network capacity expansion 

Training Methods 

Lecture,Case analysis 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.4.20 ODN71 IP Bearer Network Networking and Products Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the structure of IP bearer network 

 ̧ Describe the IP bearer network service and 

features 

 ̧ Describe the networking and products of IP 

bearer network 

Target Audience 

IP bearer 2nd line maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least three years of experience in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ IP bearer network overview 

 ̧ Technical requirement of IP bearer network 

 ̧ Key technologies of IP bearer network 

 ̧ Huawei datacom products in the IP bearer 

network 

 ̧ Architecture of IP Bearer Network 

 ̧ Understand application of Huawei datacom 

products in the IP bearer network 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.21 ODN72 IP Bearer Network Routing Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the meanings and functions of OSPF 

configuration parameters 

 ̧ Configure OSPF for IP Bearer Network 

 ̧ Analyze and handle common faults that occur 

during OSPF configuration for IP Bearer 

Network 

 ̧ Describe the meanings and functions of IS-IS 

configuration parameters 

 ̧ Configure IS-IS on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during IS-IS configuration in IP Bearer Network 

 ̧ Describe the meanings and functions of BGP 

configuration parameters. 

 ̧ Configure BGP on a network that consists of 

NE series routers. 

 ̧ Analyze and handle common faults that occur 

during BGP configuration in IP Bearer Network 

Target Audience 

IP bearer 2nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ OSPF Overview 

 ̧ Basic OSPF Concepts 

 ̧ OSPF Route Calculation 

 ̧ OSPF Configuration for IP Bearer Network 

 ̧ OSPF Hands-on Practice 

 ̧ IS-IS Overview 

 ̧ Basic Concepts of IS-IS 

 ̧ IS-IS Route Calculations 

 ̧ IS-IS Configuration for IP Bearer Network 

 ̧ Hands-on IS-IS Configuration Practice 

 ̧ BGP Overview 

 ̧ BGP Route Transfer Process 

 ̧ BGP Path Control and Selection 

 ̧ BGP Configuration for IP Bear Network 

 ̧ Hands-on BGP Configuration Practice 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.4.22 ODN73 IP Bearer Network BGP MPLS VPN Features Operation and 

Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the meanings and functions of MPLS 

configuration parameters. 

 ̧ MPLS Configure MPLS on a network that 

consists of NE series routers 

 ̧ Describe the meaning and functions of each 

parameter involved in configuration of BGP 

MPLS VPN 

 ̧ Configure BGP MPLS VPN on a network that 

consists of NE routers 

 ̧ Describe the implementation and application of 

OSPF VPNs in IP Bearer Network 

Target Audience 

IP bearer 2nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ MPLS Overview 

 ̧ MPLS Basic Principle 

 ̧ LDP Basic Principle 

 ̧ MPLS Configuration for IP Bearer Network 

 ̧ MPLS Hands-on Practice 

 ̧ BGP MPLS VPN Overview 

 ̧ BGP MPLS VPN Implementation Principles 

 ̧ BGP MPLS VPN Feature Configuration for IP 

Bearer Network 

 ̧ BGP MPLS VPN Practice 

 ̧ Multi-VPN-instance CE 

 ̧ OSPF LSA Loop Detection 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

2 working days 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 66 

1.4.23 ODN74 IP Bearer Network Ethernet Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what VLAN is. 

 ̧ Describe concepts about VLAN. 

 ̧ Know the mechanism and configuration of 

communication between VLANs. 

 ̧ Know the mechanism and configuration of 

VLAN aggregation. 

 ̧ Know the mechanism and configuration of 

VLAN mapping. 

 ̧ Describe the basic VRRP concepts. 

 ̧ Understand common VRRP features 

Target Audience 

IP bearer 2nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ VLAN Overview 

 ̧ VLAN Aggregation Overview and Configuration 

 ̧ VLAN Mapping Overview and Configuration 

 ̧ VRRP Overview 

 ̧ VRRP Configuration 

 ̧ VLAN Hands-on Practice 

 ̧ VRRP Hands-on Practice 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.24 ODN75 IP Bearer Network QoS Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Learn techniques for QoS Implementation. 

 ̧ Configure QoS on a Bearer Network, and 

describe the meaning and function of each 

parameter involved in QoS configuration. 

 ̧ Analyze and rectify common faults during QoS 

configuration on IP Bearer Network 

Target Audience 

IP bearer 2nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ QoS overview 

 ̧ QoS Implementation 

 ̧ Class-Based QoS 

 ̧ QoS Feature Configuration of IP Bearer 

Network 

 ̧ Hands-on QoS Configuration Practice 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.25 ODN76 IP Bearer Network Firewall Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the hardware architecture and 

performance of the 

Eudemon200E-X/Eudemon1000E-X/ 

Eudemon8000E-X products 

 ̧ Identify Eudemon200E-X/Eudemon1000E-X/ 

Eudemon8000E-X  slots Numbers and veneer 

type 

 ̧ Describes the 

Eudemon200E-X/Eudemon1000E-X/ 

Eudemon8000E-X  application scene 

 ̧ Master main security technologies and features 

of the Eudemon firewalls. 

 ̧ Master the configurations of the security 

features 

 ̧ Master technical principles of the dual-system 

hot backup technology. 

 ̧ Understand the relationship between VRRP, 

VGMP, and HRP. 

 ̧ Understand the configurations of typical 

dual-system hot backup networking 

Target Audience 

IP bearer 2nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Eudemon 200E Product Introduction 

 ̧ Eudemon1000E Product Introduction 

 ̧ Eudemon 8000E Product Introduction 

 ̧ Basic firewall technologies 

 ̧ Key firewall technologies 

 ̧ Basic firewall functions 

 ̧ Extend firewall functions 

 ̧ Technical Principle of VRRP 

 ̧ Technical Principles of Dual-System Hot 

Backup 

 ̧ Configuration of Dual-System Hot Backup for 

Eudemon Firewalls 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.26 ODN77 IP MEN Networking and Products Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the current situations and 

development trend of the IP MEN 

 ̧ Describe the networking and service 

characteristics of the IP MEN 

 ̧ Describe the characteristics of the Huawei IP 

MEN solution 

 ̧ Describe applications of Huawei datacom 

products in IP MEN 

 ̧ Describe ME60 series products 

 ̧ Describe S9300 series products 

 ̧ Describe CX600-X series products 

Target Audience 

IP MEN 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Current Situations and Development Trend of 

the IP MEN 

 ̧ Typical Networking and Services of the IP MEN 

 ̧ Huawei IP MEN Solution 

 ̧ ME60 series products introduction 

 ̧ S9300 series products introduction 

 ̧ CX600-X series products introduction 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.27 ODN78 IP MEN Routing Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the meanings and functions of OSPF 

configuration parameters 

 ̧ Configure OSPF on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during OSPF configuration on NE series 

routers 

 ̧ Describe the meanings and functions of IS-IS 

configuration parameters 

 ̧ Configure IS-IS on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during IS-IS configuration on NE series routers 

 ̧ Describe the meanings and functions of BGP 

configuration parameters 

 ̧ Configure BGP on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during BGP configuration on NE series routers 

 ̧ Choose correct route selection tools according 

to different route selection and control 

scenarios 

 ̧ Properly configure route selection and control 

on a network consisting of NE series routers 

 ̧ Describe the flow of locating an OSPF neighbor 

relationship establishment fault 

 ̧ List common OSPF configuration errors 

 ̧ Analyze and handle OSPF neighbor 

relationship establishment faults on a network 

consisting of NE series routers 

 ̧ Describe the flow of locating an IS-IS neighbor 

relationship establishment fault 

 ̧ List common IS-IS configuration errors 

 ̧ Analyze and handle IS-IS neighbor relationship 

establishment faults on a network consisting of 

NE series routers 

 ̧ Describe the flow of handling BGP neighbor 

relationship establishment faults 

 ̧ List common BGP configuration errors 

 ̧ Analyze and handle BGP neighbor relationship 

establishment faults  in  a network which be 

made of NE series routers 

Target Audience 

IP MEN 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ OSPF overview and basic concepts 

 ̧ Basic procedure of OSPF route calculation 

 ̧ OSPF configuration, configuration verification, 

and configuration troubleshooting 

 ̧ Flow of locating an OSPF neighbor relationship 

establishment fault 

 ̧ Common faults in OSPF neighbor relationship 

establishment 

 ̧  

 ̧  

 ̧ IS-IS overview and basic concepts 

 ̧ Basic procedure of IS-IS route calculation 

 ̧ IS-IS configuration, configuration verification, 

and configuration troubleshooting 

 ̧ ISIS neighbor relationship setup 

troubleshooting process 

 ̧ Common troubles of ISIS neighbor relationship 

setup 

 ̧ ISIS configuration, result verification and 

common troulbeshooting 
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 ̧  

 ̧ BGP route transfer process 

 ̧ BGP path control and selection 

 ̧ BGP configuration on CX600 series routers 

 ̧ BGP peer setup troubleshooting process 

 ̧ Common troubles of BGP peer relationship 

setup 

 ̧ BGP configuration, result verification and 

common troulbeshooting 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.28 ODN79 IP MEN MPLS VPN Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the meanings and functions of MPLS 

configuration parameters 

 ̧ Configure MPLS on a network that consists of 

CX600-X series routers 

 ̧ Describe the meaning and functions of each 

parameter involved in configuration of BGP 

MPLS VPN 

 ̧ Configure BGP MPLS VPN on a network that 

consists of CX600-X routers 

 ̧ Select suitable MPLS L2 VPN implementation 

modes for different MPLS L2 VPN application 

 ̧ Configure MPLS L2 VPN on a network that 

consists of CX600-X series routers 

 ̧ Master the VPLS implementation principle 

 ̧ Configure VPLS on a network that consists of 

CX600-X routers 

 ̧ Describe configuration steps of BGP MPLS 

VPN 

 ̧ List common errors in BGP MPLS VPN 

configuration 

 ̧ Analyze and rectify the fault that BGP MPLS 

VPN users cannot visit each other on an 

CX600-X router network 

Target Audience 

IP MEN 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ MPLS overview and basic concepts 

 ̧ Process of MPLS label distribution protocol 

(LDP) session establishment 

 ̧ MPLS configuration on CX600 series routers 

 ̧ Configuration of VPLS on CX600 routers 

 ̧ Overview and implementation principles of the 

BGP MPLS VPN technology 

 ̧ Configuration of BGP MPLS VPN on CX600 

routers 

 ̧ BGP MPLS VPN troubleshooting process 

 ̧ Common troubles of BGP MPLS VPN 

 ̧ Handling of common faults in configuration and 

verification of BGP MPLS VPN 

 ̧ CX600 routers MPLS L3 VPN common 

troubleshooting methods 

 ̧ Analyze and troubleshoot CX600 routers MPLS 

L3 VPN failures 

 ̧ MPLS L2 VPN implementation mode 

 ̧ MPLS L2 VPN configuration on CX600 series 

routers 

 ̧ VPLS implementation 

 ̧ Configuration of VPLS on CX600 routers 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.4.29 ODN80 IP MEN BRAS Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe RADIUS protocol principle 

 ̧ Describe DHCP protocol principle 

 ̧ Describe PPP and PPPoE protocol principle 

 ̧ Describe ME60 PPP service features and 

realization 

 ̧ Describe ME60 IP service features and 

realization 

 ̧ Describe ME60 leased line service feature and 

realization 

 ̧ Describe ME60 BRAS service features 

troubleshooting 

 ̧ Configure ME60 PPP service features 

 ̧ Configure ME60 IP service features 

 ̧ Configure ME60 leased line service feature 

Target Audience 

IP MEN 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ RADIUS overview 

 ̧ RADIUS authentication principle 

 ̧ RADIUS accounting principle 

 ̧ Fundamentals of DHCP 

 ̧ DHCP extensible features 

 ̧ DHCP configuration on BRAS 

 ̧ PPP principle and configuration 

 ̧ PPPoE principle and configuration 

 ̧ Function of BRAS service related components 

 ̧ ME60 PPP service implementation 

 ̧ ME60 PPP service configuration 

 ̧ Function of BRAS service related components 

 ̧ ME60 IP service principle 

 ̧ ME60 IP service configuration 

 ̧ Introduction to leased line service 

 ̧ Leased line service configuration on ME60 

 ̧ Layer 2 leased line Service configuration 

 ̧ Layer 3 leased line Service configuration 

 ̧ PPP service troubleshooting 

 ̧ IP service troubleshooting 

 ̧ Troubleshooting case 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.30 ODN81 IP MEN QoS Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products QoS 

features 

 ̧ Configure CX600/CX600-X products QoS 

features 

 ̧ Locate and eliminate CX600/CX600-X 

products QoS features faults 

Target Audience 

IP MEN 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ QoS overview 

 ̧ QoS implementation 

 ̧ Class-based QoS 

 ̧ Configuration of QoS on CX600 products 

 ̧ Configuration of remark the DSCP value 

practice 

 ̧ Configuration of traffic control practice 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.31 ODN82 IP Bearer Network Advanced Routing Features Operation and 

Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the OSPF reliability implementation 

mechanism on the IP Bearer Network 

 ̧ Describe the link state database (LSDB) 

structure 

 ̧ Describe the implementation and application of 

OSPF VPNs on the IP Bearer Network 

 ̧ Describe the IS-IS reliability implementation 

mechanism of the IP Bearer Network. 

 ̧ Describe the LSDB structure 

 ̧ Describe the BGP reliability implementation 

mechanism of the IP Bearer Network. 

 ̧ Describe the working principle of the BGP route 

reflector (RR) used on the IP Bearer Network 

Target Audience 

IP bearer 3nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ OSPF Reliability 

 ̧ OSPF LSDB 

 ̧ OSPF VPN 

 ̧ IS-IS Reliability 

 ̧ Dynamic Hostname Exchange Mechanism 

 ̧ IS-IS LSDB 

 ̧ BGP Reliability 

 ̧ BGP RR 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.32 ODN83 IP Bearer Network Advanced BGP MPLS VPN Features Operation and 

Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the BGP reliability implementation 

mechanism of the IP Bearer Network. 

 ̧ Describe the working principle of the BGP route 

reflector (RR) used on the IP Bearer Network 

Target Audience 

IP bearer 3nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ BGP Reliability 

 ̧ BGP RR 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.33 ODN84 IP Bearer Network MPLS TE Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic implementation principles of 

MPLS TE 

 ̧ Deploy MPLS TE on the IP network 

Target Audience 

IP bearer 3nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ MPLS TE Overview 

 ̧ Information Advertisement of MPLS TE 

 ̧ Path Calculation of MPLS TE 

 ̧ Path Setup of MPLS TE 

 ̧ Tunnel Traffic Forwarding of MPLS TE 

 ̧ MPLS TE Configuration on NE Routers 

 ̧ Hands-on MPLS TE Configuration Practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1.5 working days 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 78 

1.4.34 ODN85 IP Bearer Network HA Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic concepts and classification of 

high availability (HA) 

 ̧ Describe directional forwarding detection (BFD) 

principles and typical applications 

 ̧ Describe  Non-stop-routing (NSR) principles, 

advantages, and disadvantages 

 ̧ Describe  principles of various protection 

switchover techniques and implementation of 

the protection switchover techniques on the IP 

Bearer Network 

 ̧ Describe  end-to-end HA implementation on 

the IP bearer network 

 ̧ Configure the common HA used on the IP 

bearer network 

Target Audience 

IP bearer 3nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ HA Overview 

 ̧ NSR 

 ̧ BFD 

 ̧ Protection Switchover Techniques 

 ̧ HA Deployment on an IP Bearer Network 

 ̧ HA Feature Configuration 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.4.35 ODN86 IP Bearer Network HQoS Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the HQoS implementation 

mechanism 

 ̧ Describe the HQoS scheduling process 

 ̧ Describe the HQoS implementation and 

applications 

Target Audience 

IP bearer 3nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ HQoS Feature Principles 

 ̧ HQoS Implementation 

 ̧ HQoS Features Configuration 

 ̧ Hands-on Practice for HQoS 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.36 ODN87 IP Bearer Network Advanced Firewall Features Operation and 

Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the concept and classification of VPN 

 ̧ Describe the principles of IPSec 

 ̧ Configure IPSec VPN On Eudemon 

 ̧ Describe the concept and classification of VPN 

 ̧ Describe the basic principles of GRE 

 ̧ Describe the achievement of GRE 

 ̧ Configure GRE On Eudemon 

Target Audience 

IP bearer 3nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ VPN Introduction 

 ̧ Principles of IPSec 

 ̧ IKE Overview 

 ̧ IPSec Configuration On Eudemon 

 ̧ Hands-on Exercises 

 ̧ VPN Introduction 

 ̧ GRE Overview 

 ̧ GRE Achievement 

 ̧ GRE Configuration On Eudemon 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.37 ODN88 IP MEN Advanced Routing Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the OSPF reliability implementation 

mechanism on the CX600/CX600-X 

 ̧ Describe the link state database (LSDB) 

structure 

 ̧ Describe the implementation and application of 

OSPF VPNs on the CX600/CX600-X 

 ̧ Describe the IS-IS reliability implementation 

mechanism of the CX600/CX600-X 

 ̧ Describe the LSDB structure 

 ̧ Describe the BGP reliability implementation 

mechanism of the CX600/CX600-X 

 ̧ Describe the working principle of the BGP route 

reflector (RR) used on the CX600/CX600-X 

 ̧ Describe the typical networking structure of the 

Metropolitan Ethernet Network (MEN) and 

route design features 

 ̧ Deploy routing protocols on the MEN 

 ̧ Optimize route deployment on the MEN 

 ̧ Analyze and rectify routing protocol faults on 

the MEN 

Target Audience 

IP MEN 3rd line maintenance engineer or expert 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ OSPF reliability 

 ̧ OSPF LSDB 

 ̧ OSPF VPN 

 ̧ IS-IS reliability 

 ̧ Dynamic hostname exchange mechanism 

 ̧ IS-IS LSDB 

 ̧ BGP reliability 

 ̧ BGP fast convergence 

 ̧ BGP GR 

 ̧ Other BGP technologies 

 ̧ Application of the BGP RR 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.38 ODN89 IP MEN Advanced MPLS VPN Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the inter-AS MPLS VPN, HoVPN, and 

interconnection between VPN and Internet 

 ̧ Explain the implementation details of multiple 

VPN technologies 

 ̧ Describe the application of the technologies on 

the network 

Target Audience 

IP MEN 3rd line maintenance engineer or expert 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Inter-AS BGP/MPLS IP VPN and 

implementation 

 ̧ Configuration of Inter-AS BGP/MPLS IP VPN 

 ̧ Interconnection between VPN and internet 

 ̧ Principles of the HoVPN technology 

 ̧ Application of the HoVPN technology 

 ̧ Definition of HVPLS 

 ̧ Configuration of HoVPN 

 ̧ Definition of HVPLS 

 ̧ HVPLS features 

 ̧ MPLS VLL features configuration and 

troubleshooting 

 ̧ MPLS VPLS features configuration and 

troubleshooting 

 ̧ HVPLS features configuration and 

troubleshooting 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.39 ODN90 IP MEN Multicast Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600 series routers IGMP features 

 ̧ Describe CX600 series routers PIM SM 

features 

 ̧ Configure multicast features on CX600 series 

routers 

Target Audience 

IP MEN 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ CX600 products multicast configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.40 ODN90 IP MEN Advanced BRAS Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 RUI feature and realization 

 ̧ Configure ME60 RUI feature 

Target Audience 

IP MEN 3rd line maintenance engineer or expert 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Overview of ME60 RUI feature 

 ̧ Principle of ME60 RUI feature 

 ̧ Configuration of ME60 RUI feature 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.41 ODN91 IP MEN HQoS Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the HQoS implementation 

mechanism of the CX600-X/CX600 

 ̧ Describe the HQoS scheduling process of the 

CX600-X/CX600 

 ̧ Describe the HQoS implementation and 

applications of the CX600-X/CX600 

Target Audience 

IP MEN 3rd line maintenance engineer or expert 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ HQoS feature principles 

 ̧ HQoS implementation on CX600 products 

 ̧ HQoS features configuration on CX600 

products 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.4.42 ODN93 IP Bearer Network Advanced Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the procedure for troubleshooting 

faults with neighbor relationship setup during 

routing protocol configurations 

 ̧ Describe common faults with routing protocol 

configurations 

 ̧ Describe methods for troubleshooting faults 

with routing protocols in NE router networks 

 ̧ Troubleshoot the fault that peer relationships 

fail to be established between PEs 

 ̧ Describe the common MPLS L3 VPN 

configuration errors 

 ̧ Describe the procedure for MPLS TE 

troubleshooting 

 ̧ Describe the methods for MPLS TE 

troubleshooting on 

 ̧ IP Bearer Network 

 ̧ Troubleshoot the problems that are related to 

Routes, MPLS L3 VPN, and MPLS TE 

Target Audience 

IP bearer 4nd line maintenance engineer 

Prerequisites 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Troubleshooting OSPF-Related Faults 

 ̧ Troubleshooting ISIS-Related Faults 

 ̧ Troubleshooting BGP-Related Faults 

 ̧ Troubleshooting procedure and case analysis 

of MPLS L3 VPN faults 

 ̧ MPLS L3 VPN troubleshooting 

 ̧ MPLS TE Troubleshooting 

 ̧ Advanced Exercises on MPLS TE 

Troubleshooting 

 ̧ Networking Topology and Service Description 

 ̧ Troubleshooting Exercise 

 ̧ Troubleshooting Conclusion 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.4.43 ODN94 IP MEN Advanced Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Perform analysis and troubleshooting of 

CX600/CX600-X routing protocols advanced 

features 

 ̧ Perform analysis and troubleshooting of 

CX600/CX600-X MPLS L3 VPN advanced 

features 

 ̧ Perform analysis and troubleshooting of 

CX600/CX600-X MPLS L2 VPN advanced 

features 

 ̧ Perform analysis and troubleshooting of 

CX600/CX600-X multicast advanced features 

 ̧ Perform analysis and troubleshooting of IP 

MEN ME60 PPPoE features 

 ̧ Perform analysis and troubleshooting of IP 

MEN ME60 Leased-line features 

Target Audience 

IP MEN 3rd line maintenance engineers or experts 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ Attended "IP MEN Operation and Maintenance 

Advanced Training"or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ CX600/CX600-X OSPF routing protocol 

advanced features Troubleshooting 

 ̧ CX600/CX600-X IS-IS routing protocol 

advanced features Troubleshooting 

 ̧ CX600/CX600-X BGP routing protocol 

advanced features Troubleshooting 

 ̧ OSPF routing troubleshooting practice 

 ̧ IS-IS routing troubleshooting practice 

 ̧ BGP routing troubleshooting practice 

 ̧ Services fault troubleshooting 

 ̧ Troubleshooting of traffic load balancing 

 ̧ Reliability troubleshooting 

 ̧ BGP MPLS VPN service troubleshooting 

 ̧ BGP MPLS VPN traffic load balance 

troubleshooting 

 ̧ BGP MPLS VPN HA troubleshooting 

 ̧ MPLS VLL typical Troubleshooting 

 ̧ MPLS VLL troubleshooting cases study 

 ̧ MPLS VLL troubleshooting practice 

 ̧ MPLS VPLS typical Troubleshooting 

 ̧ MPLS VPLS Troubleshooting Cases study 

 ̧ MPLS VPLS Troubleshooting practice 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ CX600 products multicast configuration 

 ̧ Multicast typical Troubleshooting 

 ̧ Multicast Troubleshooting Cases study 

 ̧ Multicast Troubleshooting practice 

 ̧ Basic concept of PPP services 

 ̧ Troubleshooting procedure of PPP services 

 ̧ PPP service typical case study 

 ̧ Background knowledge of ME60 leased lines 

 ̧ Leased line access troubleshooting 

 ̧ Typical leased line troubleshooting cases 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.4.44 ODN95 IP MEN MPLS TE Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic implementation principles of 

MPLS TE 

 ̧ Deploy MPLS TE on the IP network 

Target Audience 

IP MEN 3rd line maintenance engineer or expert 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ MPLS TE overview 

 ̧ Information advertisement of MPLS TE 

 ̧ Path calculation of MPLS TE 

 ̧ Path setup of MPLS TE 

 ̧ Tunnel traffic forwarding of MPLS TE 

 ̧ MPLS TE configuration on CX600 products 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.45 ODN96 IP MEN HA Features Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Able to understand and describe RRPP 

 ̧ Able to understand and describe BFD 

 ̧ Able to understand and describe MPLS TE 

Protection 

 ̧ Able to understand and describe VRRP + 

mVRRP 

 ̧ Plan and deploy protection features on metro 

Ethernet 

Target Audience 

IP MEN 3rd line maintenance engineer or expert 

from technical supporting team 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ IP MEN HA Overview 

 ̧ Rapid Ring Protection Protocol 

 ̧ Bidirectional Forward Detection 

 ̧ MPLS TE Protection 

 ̧ Virtual Router Redundancy Protocol 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.4.46 ODN97 IP Bearer Network Planning and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the structure of IP bearer network 

 ̧ Describe the IP bearer network service and 

features 

 ̧ Describe the networking and products of IP 

bearer network 

 ̧ Describe the devices and interfaces of core 

network 

 ̧ Describe the solutions of IP bearer network 

access part 

 ̧ Describe the HA technologies of IP bearer 

network access part 

 ̧ Configure HA features of IP bearer core 

network 

 ̧ Describe the backbone networking of IP bearer 

network 

 ̧ Describe the VLAN planning of IP bearer 

network 

 ̧ Describe the fast detection technologies of IP 

bearer network 

 ̧ Describe the fast convergence of routing 

protocols 

 ̧ Describe the MPLS TE FRR and VPN FRR 

technologies of IP bearer network backbone 

 ̧ Describe the GR technologies of IP bearer 

network 

 ̧ Configure IGP/BGP and VPN of IP bearer core 

network 

 ̧ Configure fast detection technologies of IP 

bearer network 

 ̧ Configure fast convergence of routing protocols 

 ̧ Configure MPLS TE FRR and VPN FRR 

technologies of IP bearer network backbone 

 ̧ Configure GR technologies of IP bearer 

network 

 ̧ Describe different QoS requirement of different 

services in IP bearer network 

 ̧ Describe end to end QoS realization in IP 

bearer network 

 ̧ Configure end to end QoS in IP bearer network 

Target Audience 

IP bearer planning and design engineer and 

technical support expert 

Prerequisites 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Characteristics and service introduction of 3G 

network 

 ̧ Requirements of bearer network for 3G 

network 

 ̧ Topology design of 3G bearer network 

 ̧ Design the bandwidth for IP bearer network 

 ̧ Design the IP address for IP nearer network 

 ̧ Design the IGP routing protocol for IP bearer 

network 

 ̧ Design the BGP routing protocol for IP bearer 

network 

 ̧ Design MPLS VPN for IP bearer network 

 ̧ Design of routing protocol reliability on IP 

bearer network 

 ̧ Design of link reliability on IP bearer network 

 ̧ Design of device reliability on IP bearer 

network 

 ̧ Design and requirement of central office in IP 

bearer network 

 ̧ Design and deployment of soft-switch in IP 

bearer network 

 ̧ Design and deployment of media gateway in IP 

bearer network 



 

 COMMERCIAL IN CONFIDENCE 91 

 ̧ Design and deployment of MCE integrated 

access in IP bearer network 

 ̧ QoS implementation on routers 

 ̧ QoS implementation on the IP bearer network 

 ̧ Overview of IP bearer network planning and 

design 

 ̧ Typical case analysis of IP bearer network 

 ̧ Connectivity design and deployment practice 

 ̧ Reliability design and deployment practice 

 ̧ Central office design and deployment practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

8 working days 

Class Size 

Min 4, max 8
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1.4.47 ODN98 IP MAN Planning and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the features of MAN 

 ̧ Describe the device selection, topology 

selection and link selection processes in MAN 

 ̧ Describe the route classification in MAN 

 ̧ Plan IP address for IP MAN 

 ̧ Describe IGP deployment in MAN 

 ̧ Describe IGP fast convergence deployment in 

MAN 

 ̧ Configure and adjust OSPF/ISIS in MAN 

 ̧ Describe BGP deployment in MAN 

 ̧ Describe BGP RR deployment in MAN 

 ̧ Describe route control and route selection in IP 

MAN 

 ̧ Configure and adjust BGP in MAN 

 ̧ Describe VPN RR deployment in MAN 

 ̧ Describe MPLS Inter-AS VPN deployment in 

MAN 

 ̧ Configure and adjust MPLS VPN in MAN 

Target Audience 

IP MAN planning and design engineer and 

technical support expert 

Prerequisites 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Metro network introduction 

 ̧ Metro network device selection 

 ̧ Metro network routes and IP address planning 

 ̧ Metro Network Introduction 

 ̧ Metro Network Device Selection 

 ̧ Metro Network Routes and IP Address 

Planning 

 ̧ Planning of MAN IGP protocol 

 ̧ Fast convergence of IGP 

 ̧ Default route of MAN 

 ̧ BGP Route Selection Principle 

 ̧ BGP Deployment on the MAN 

 ̧ BGP Fast Convergence Features 

 ̧ Difference BGP Deployment on Different MANs 

 ̧ Basic planning of the MPLS VPN on MAN 

 ̧ Integration between traditional IP VPN and 

MPLS VPN 

 ̧ BGP MPLS VPN access the Internet 

 ̧ Solution for accessing IXP through MPLS VPN 

 ̧ Multicast Design and Planning in MAN 

 ̧ Layer 2 Multicast Design and Planning in MAN 

 ̧ IP address pool design in MAN 

 ̧ PPPoE Internet service planning in MAN 

 ̧ BRAS dual-host backup design in MAN HSI 

service 

 ̧ HSI access method planning and design in 

MAN 

 ̧ Overview of IP MAN planning and design 

 ̧ Typical case analysis of IP MAN 

 ̧ Metro network overview 

 ̧ design and deployment of IGP on MAN 

 ̧ design and deployment of BGP on MAN 

 ̧ design and deployment of MPLS VPN on MAN 

Training Methods 

Lecture,Hands-on exercise 

Duration 

8 working days 

Class Size 

Min 4, max 8



 

 COMMERCIAL IN CONFIDENCE 93 

1.4.48 ODN99 IP MEN Planning and Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the current situations and 

development trend of the IP MEN 

 ̧ Describe the networking and service 

characteristics of the IP MEN 

 ̧ Describe the characteristics of the Huawei IP 

MEN solution 

 ̧ Describe the characteristics of the CX600-X 

series products 

 ̧ Describe the device naming conventions and 

name the devices 

 ̧ Describe the device interface naming 

conventions and name the device interfaces 

 ̧ Describe the principles of IP address planning 

and plan IP addresses 

 ̧ Describe the modes and characteristics of 

terminal user and enterprise network access on 

an IP MEN 

 ̧ Describe the IP MEN access networking and 

characteristics 

 ̧ Describe the principle of RRPP 

 ̧ Plan and deploy the IP MEN access network by 

using RRPP 

 ̧ Describe the functions and selection principles 

of the IGPs for an IP MEN 

 ̧ Describe the principles of OSPF planning 

 ̧ Describe the principles of IS-IS planning 

 ̧ Plan and deploy OSPF in an IP MEN 

 ̧ Describe the planning principle of MPLS L2 

VPN for an IP MEN 

 ̧ Describe the planning principle of HSI Service 

for an IP MEN 

 ̧ Describe the planning principle of Enterprise 

VPN Service for an IP MEN 

 ̧ Describe the planning principle of IPTV Service 

for an IP MEN 

 ̧ Plan and deploy HSI service in an IP MEN 

 ̧ Plan and deploy enterprise VPN service in an 

IP MEN 

 ̧ Plan and deploy IPTV service in an IP MEN 

 ̧ Describe the application scenario and planning 

principle of BFD for an IP MEN 

 ̧ Describe the application scenario and planning 

principle of GR for an IP MEN 

 ̧ Describe the application scenario and planning 

principle of MPLS TE for an IP MEN 

 ̧ Describe the application scenario and planning 

principle of Ethernet OAM for an IP MEN 

 ̧ Plan and deploy various HA features in an IP 

MEN 

 ̧ Describe the implementation of QoS on CX600 

product 

 ̧ Describe the application scenario and planning 

principle of QoS for an IP MEN 

 ̧ Plan and deploy QoS features in an IP MEN 

Target Audience 

IP MEN planning and design engineer and 

technical support expert 

Prerequisites 

 ̧ At least three years of experiences in the 

operation and maintenance of data 

communication equipment 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ The current situations and development trend 

of the IP MEN 

 ̧ The networking and service characteristics of 

the IP MEN 

 ̧ The characteristics of the Huawei IP MEN 

solution 

 ̧ The modes and characteristics of terminal user 

and enterprise network access on an IP MEN 
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 ̧ The IP MEN access networking and 

characteristics 

 ̧ The principle of RRPP 

 ̧ The RRPP planning in the IP MEN access 

network 

 ̧ The functions and selection principles of the 

IGPs for an IP MEN 

 ̧ The principles of OSPF planning 

 ̧ The principles of IS-IS planning 

 ̧ The planning of OSPF in an IP MEN 

 ̧ Multicast design and planning in MAN 

 ̧ Layer 2 multicast design and planning in MAN 

 ̧ IP address pool design in MAN 

 ̧ PPPoE Internet service planning in MAN 

 ̧ BRAS multi-device backup design in MAN HSI 

service 

 ̧ HSI access method planning and design in 

MAN 

 ̧ The application scenario and planning principle 

of BFD for an IP MEN 

 ̧ The application scenario and planning principle 

of GR for an IP MEN 

 ̧ The application scenario and planning principle 

of MPLS TE for an IP MEN 

 ̧ The application scenario and planning principle 

of Ethernet OAM for an IP MEN 

 ̧ The configuration of various HA features in an 

IP MEN 

 ̧ The implementation of QoS on CX600 product 

 ̧ The application scenario and planning principle 

of QoS for an IP MEN 

 ̧ The planning of QoS features in an IP MEN 

 ̧ Overview of IP MEN Planning and Design 

 ̧ Typical Case Analysis of IP MEN 

 ̧ Practice of deployment of access rings on 

metro ethernet 

 ̧ Practice of deployment of IGP on metro 

ethernet 

 ̧ Practice of the HSI service deployment on the 

metropolitan area ethernet 

 ̧ Practice of the VPN service deployment on the 

metropolitan area ethernet 

 ̧ Practice of the multicast service deployment on 

the metropolitan area ethernet 

 ̧ Practice of the reliability deployment on the 

metropolitan area ethernet 

 ̧ Practice of the QoS deployment on the 

metropolitan area ethernet 

Training Methods 

Lecture,Hands-on exercise 

Duration 

8 working days 

Class Size 

Min 4, max 8
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1.5 Router Training Course Descriptions 

1.5.1 ODM05 iManager U2000 Router Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the product orientation of U2000, the 

system architecture and system management 

capability of U2000 

 ̧ Describe the main functions of U2000 

 ̧ Discover the topology, set the communication 

parameters and synchronize the device data 

on U2000 

 ̧ Upgrade the device on U2000 and manage the 

files of the device on U2000 

 ̧ Manage devices, interfaces, the ACL, the route 

policy and routes on U2000 

 ̧ Deploy MPLS, BGP MPLS VPN on U2000 

Target Audience 

U2000 operator and maintainer 

Prerequisites 

 ̧ Having the basic knowledge of network 

management 

 ̧ Having Good knowledge background in IGP 

and BGP routing protocols 

 ̧ Having Good knowledge background in the 

principle of MPLS, BGP MPLS VPN 

Content 

 ̧ How to discover devices on U2000 

 ̧ How to configure Telnet/Stelnet on U2000 

 ̧ How to synchronize the device and U2000 

 ̧ Manage the device on U2000 

 ̧ Configure ACL on U2000 

 ̧ Configure routing protocols and route policies 

on U2000 

 ̧ Configure MPLS LSP on U2000 

 ̧ Diagnosis and test the LSP on U2000 

 ̧ Configure full-mesh BGP MPLS VPN on U2000 

 ̧ Diagnosis and test the VPN service on U2000 

Training Methods 

Lecture,Demonstration,Hands-on Exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.5.2 ODM08 iManager U2000 IP LCT System Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the product orientation of U2000 IP 

LCT 

 ̧ Describe the main functions of U2000 IP LCT 

 ̧ Install U2000 IP LCT 

Target Audience 

IP network routine monitor and maintainer 

Prerequisites 

 ̧ Having the basic knowledge of network 

management 

Content 

 ̧ Product orientation of U2000 IP LCT 

 ̧ Main functions of U2000 IP LCT 

 ̧ U2000 IP LCT installation 

Training Methods 

Lecture,Demonstration 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.5.3 ODM09 iManager U2000 IP LCT Operation 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Deploy configuration by using IP LCT 

Target Audience 

IP network routine monitor and maintainer 

Prerequisites 

 ̧ Having the basic knowledge of network 

management 

Content 

 ̧ Deploy configuration by using IP LCT 

Training Methods 

Lecture,Demonstration,Hands-on Exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.5.4 ODR01 NE Series Routers Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE series routers hardware structure 

 ̧ Describe NE series routers board types and 

functions 

 ̧ Identify NE series routers board types 

 ̧ Describe the status of NE series routers board 

by indicators 

 ̧ Describe NE series routers network positioning 

and application scenarios 

 ̧ Describe NE series routers common features 

and highlights 

Target Audience 

NE series routers 1st line field maintenance 

engineer 

NE series routers 2nd line maintenance engineer 

Prerequisites 

 ̧ A basic understanding of data communication 

 ̧ A basic understanding of routing and switching 

technologies 

Content 

 ̧ Evolution of NE series Routers 

 ̧ Hardware structure of NE5000E Router 

 ̧ Functions of each service board of NE5000E 

Router 

 ̧ Evolution of NE series Routers 

 ̧ Hardware structure of NE80E/40E Router 

 ̧ Functions of each service board of NE80E/40E 

Router 

 ̧ VRP operation system features 

 ̧ Reliability features 

 ̧ QoS features 

 ̧ MPLS VPN features 

 ̧ Multicast features 

 ̧ Security features 

 ̧ IPv6 features 

 ̧ Network management features 

 ̧ Network applications 

 ̧ NE5000E-X16 chassis structure 

 ̧ NE5000E-X16 board types and functions 

 ̧ NE5000E-X16 board indicators and functions 

 ̧ NE5000E/80E/40E network positioning and 

applications 

 ̧ NE5000E/80E/40E routing features 

 ̧ NE5000E/80E/40E service features 

 ̧ NE5000E/80E/40E QoS features 

 ̧ NE5000E/80E/40E HA features 

 ̧ NE5000E/80E/40E IPv6 features 

Training Methods 

Lecture,LVC 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.5 ODR02 NE Series Routers L2 Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE Series Routers RRPP features 

 ̧ Describe NE Series Routers Ethernet features 

 ̧ Configure NE Series Routers RRPP features 

 ̧ Configure NE Series Routers Ethernet features 

Target Audience 

NE series routers 2nd line technical support 

engineer 

Prerequisites 

 ̧ A good understanding of Ethernet technologies 

 ̧ A good understanding of switching 

technologies 

Content 

 ̧ Features of RRPP 

 ̧ Convergent process of RRPP 

 ̧ Function of RRPP 

 ̧ Basic configuration of RRPP 

 ̧ NE80E/40E Ethernet features realization 

 ̧ VLAN characteristics 

 ̧ Principles of VLAN characteristics 

 ̧ VLAN characteristics configuration 

 ̧ NE80E/40E RRPP single ring configuration 

 ̧ NE80E/40E RRPP inter-section ring 

configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.5.6 ODR03 NE Series Routers Routing Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the meanings and functions of OSPF 

configuration parameters 

 ̧ Configure OSPF on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during OSPF configuration on NE series 

routers 

 ̧ Describe the meanings and functions of IS-IS 

configuration parameters 

 ̧ Configure IS-IS on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during IS-IS configuration on NE series routers 

 ̧ Describe the meanings and functions of BGP 

configuration parameters 

 ̧ Configure BGP on a network that consists of 

NE series routers 

 ̧ Analyze and handle common faults that occur 

during BGP configuration on NE series routers 

 ̧ Choose correct route selection tools according 

to different route selection and control 

scenarios 

 ̧ Properly configure route selection and control 

on a network consisting of NE series routers 

 ̧ Describe the flow of locating an OSPF neighbor 

relationship establishment fault 

 ̧ List common OSPF configuration errors 

 ̧ Analyze and handle OSPF neighbor 

relationship establishment faults on a network 

consisting of NE series routers 

 ̧ Describe the flow of locating an IS-IS neighbor 

relationship establishment fault 

 ̧ List common IS-IS configuration errors 

 ̧ Analyze and handle IS-IS neighbor relationship 

establishment faults on a network consisting of 

NE series routers 

 ̧ Describe the flow of handling BGP neighbor 

relationship establishment faults 

 ̧ List common BGP configuration errors 

 ̧ Analyze and handle BGP neighbor relationship 

establishment faults  in  a network which be 

made of NE series routers 

Target Audience 

NE series routers 2nd line technical support 

engineer 

Prerequisites 

 ̧ A good understanding of TCP/IP, OSI reference 

model 

 ̧ A good understanding of Ethernet technologies 

 ̧ A basic understanding of routing technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ OSPF overview and basic concepts 

 ̧ Basic procedure of OSPF route calculation 

 ̧ OSPF configuration, configuration verification, 

and configuration troubleshooting 

 ̧ IS-IS overview and basic concepts 

 ̧ Basic procedure of IS-IS route calculation 

 ̧ IS-IS configuration, configuration verification, 

and configuration troubleshooting 

 ̧ BGP overview 

 ̧ BGP route transfer process 

 ̧ BGP path control and selection 

 ̧ BGP configuration on NE series routers 

 ̧ Route selection and control tools 

 ̧ Mechanism of implementing route selection 

and control 

 ̧ Configuring route selection and control on a 

network consisting of NE series routers 

 ̧ Flow of locating an OSPF neighbor relationship 

establishment fault 
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 ̧ Common faults in OSPF neighbor relationship 

establishment 

 ̧ OSPF configuration, configuration verification, 

and configuration troubleshooting 

 ̧ ISIS neighbor relationship setup 

troubleshooting process 

 ̧ Common troubles of ISIS neighbor relationship 

setup 

 ̧ ISIS configuration, result verification and 

common troubleshooting 

 ̧ BGP peer setup troubleshooting process 

 ̧ Common troubles of BGP peer relationship 

setup 

 ̧ BGP configuration, result verification and 

common troubleshooting 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.5.7 ODR04 NE Series Routers Advanced Routing Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the OSPF reliability implementation 

mechanism on the NE Series Routers 

 ̧ Describe the link state database (LSDB) 

structure 

 ̧ Describe the implementation and application of 

OSPF VPNs on the NE Series Routers 

 ̧ Describe the IS-IS reliability implementation 

mechanism of the NE Series Routers 

 ̧ Describe the LSDB structure 

 ̧ Describe the BGP reliability implementation 

mechanism of the NE Series Routers 

 ̧ Describe the working principle of the BGP route 

reflector (RR) used on the NE Series Routers 

 ̧ Describe the typical networking structure of the 

Metropolitan Area Network (MAN) and route 

design features 

 ̧ Deploy routing protocols on the MAN 

 ̧ Optimize route deployment on the MAN 

 ̧ Analyze and rectify routing protocol faults on 

the MAN 

Target Audience 

NE Series Routers 3rd line technical support 

engineer and specialist 

Prerequisites 

 ̧ A good understanding of routing protocols 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ OSPF Fast Convergence 

 ̧ OSPF GR 

 ̧ OSPF LSDB Analysis 

 ̧ OSPF VPN 

 ̧ IS-IS Reliability 

 ̧ Dynamic Hostname Exchange Mechanism 

 ̧ IS-IS LSDB 

 ̧ BGP Fast Convergence 

 ̧ BGP GR 

 ̧ BGP RR 

 ̧ Typical networking features of the MAN 

 ̧ Comprehensive route configuration of the MAN 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 4, max 12
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1.5.8 ODR05 NE Series Routers MPLS VPN Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the meanings and functions of MPLS 

configuration parameters 

 ̧ Configure MPLS on a network that consists of 

NE series routers 

 ̧ Describe the meaning and functions of each 

parameter involved in configuration of BGP 

MPLS VPN 

 ̧ Configure BGP MPLS VPN on a network that 

consists of NE routers 

 ̧ Select suitable MPLS L2 VPN implementation 

modes for different MPLS L2 VPN application 

 ̧ Configure MPLS L2 VPN on a network that 

consists of NE series routers 

 ̧ Describe the VPLS implementation principle 

 ̧ Configure VPLS on a network that consists of 

NE routers 

 ̧ Describe configuration steps of BGP MPLS 

VPN 

 ̧ List common errors in BGP MPLS VPN 

configuration 

 ̧ Analyze and rectify the fault that BGP MPLS 

VPN users cannot visit each other on an NE 

router network 

Target Audience 

NE series routers 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of routing 

technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ MPLS overview and basic concepts 

 ̧ Process of MPLS label distribution protocol 

(LDP) session establishment 

 ̧ MPLS configuration on NE series routers 

 ̧ Overview and implementation principles of the 

BGP MPLS VPN technology 

 ̧ Configuration of BGP MPLS VPN on NE 

routers 

 ̧ MPLS L2 VPN implementation mode 

 ̧ MPLS L2 VPN configuration on NE series 

routers 

 ̧ VPLS implementation 

 ̧ Configuration of VPLS on NE routers 

 ̧ BGP MPLS VPN troubleshooting process 

 ̧ Common troubles of BGP MPLS VPN 

 ̧ Handling of common faults in configuration and 

verification of BGP MPLS VPN 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

3.5 working days 

Class Size 

Min 6, max 12
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1.5.9 ODR06 NE Series Routers Advanced BGP MPLS VPN Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the inter-AS MPLS VPN, HoVPN, and 

interconnection between VPN and Internet 

 ̧ Explain the implementation details of multiple 

VPN technologies 

 ̧ Describe the application of the technologies on 

the network 

Target Audience 

NE Series Routers 3rd line technical support 

engineer and specialist 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A general understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Inter-AS BGP/MPLS IP VPN and 

implementation on NE Series Routers 

 ̧ Interconnection between VPN and Internet on 

NE Series Routers 

 ̧ NE Series Routers HoVPN 

 ̧ MPLS VPN Configuration on NE Series 

Routers 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2.5 working days 

Class Size 

Min 6, max 12
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1.5.10 ODR07 NE Series Routers HA Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic concepts and classification of 

high availability (HA) 

 ̧ Describe bidirectional forwarding detection 

(BFD) principles and typical applications 

 ̧ Describe Non-stop-routing (NSR) principles, 

advantages, and disadvantages 

 ̧ Describe principles of various protection 

switchover techniques and implementation of 

the protection switchover techniques on the NE 

Series Routers 

 ̧ Describe End-to-end HA implementation on the 

IP bearer network 

 ̧ Configure common HA used on the IP bearer 

network, on the NE Series Routers 

Target Audience 

NE Series Routers 3rd line technical support 

engineer and specialist 

Prerequisites 

 ̧ A good understanding of the dynamic routing 

protocols 

 ̧ A good understanding of the principle of the 

MPLS and MPLS VPN technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Basic concepts and classification of HA 

 ̧ BFD principles and typical applications 

 ̧ NSR principles, advantages, and 

disadvantages 

 ̧ Principles of various protection switchover 

techniques and implementation of the 

protection switchover techniques on the NE 

Series Routers 

 ̧ End-to-end HA implementation on the IP bearer 

network 

 ̧ HA configuration on the NE Series Routers 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.5.11 ODR08 NE Series Routers QoS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe key technologies of QoS 

 ̧ Configure QoS on a network that consists of 

NE series routers, and describe the meaning 

and function of each parameter involved in 

QoS configuration 

 ̧ Analyze and handle common faults during QoS 

configuration on NE series routers 

Target Audience 

NE series routers 2nd line technical support 

engineer, NMC support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of network protocols 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ QoS overview 

 ̧ QoS implementation 

 ̧ Class-based QoS 

 ̧ Configuration of QoS on NE series routers 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.12 ODR09 NE Series Routers MPLS TE Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic implementation principles of 

MPLS TE 

 ̧ Deploy MPLS TE on the IP network 

Target Audience 

NE Series Routers 3rd line technical support 

engineer and specialist 

Prerequisites 

 ̧ A good understanding of routing protocols 

 ̧ A good understanding of MPLS VPN 

technologies 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Overview of MPLS TE 

 ̧ MPLS TE implementation: information 

advertisement, path calculation, path setup, 

and traffic forwarding 

 ̧ MPLS TE configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.5.13 ODR10 NE Series Routers Multicast Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE series routers IGMP features 

 ̧ Describe NE series routers PIM SM features 

 ̧ Configure multicast features on NE series 

routers 

Target Audience 

NE series routers 2nd line technical support 

engineer, NMC support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding relative network 

protocols 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ IGMPv1/v2/v3 principle 

 ̧ PIM SM principle 

 ̧ IGMP configuration on NE series routers 

 ̧ PIM SM configuration on NE series routers 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.14 ODR11 NE Series Routers HQoS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the HQoS implementation 

mechanism of the NE Series Routers 

 ̧ Describe the HQoS scheduling process of the 

NE Series Routers 

 ̧ Describe the HQoS implementation and 

applications of the NE Series Routers 

Target Audience 

NE Series Routers 3rd line technical support 

engineer and specialist 

Prerequisites 

 ̧ A good familiarity with data communication 

network and general network equipment 

 ̧ A good understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Overview of the HQoS feature 

 ̧ HQoS scheduling process 

 ̧ HQoS applications and configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 4, max 12
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1.5.15 ODR12 NE Series Routers Routine Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Distinguish the board status on MPU, SRU, 

LPU, SFU, power module and fan module 

based on the indicators on the boards 

 ̧ Perform routine maintenance to check the 

operation status of NE device by using 

commands 

 ̧ Describe the procedure and method for 

troubleshooting when boards cannot be 

registered 

Target Audience 

NE series routers 1st line field maintenance 

engineer 

NE series routers 2nd line maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

Content 

 ̧ Routine maintenance items introduction 

 ̧ Daily routine maintenance guidelines 

 ̧ Environment of the equipment room 

 ̧ Environment inside the cabinet 

 ̧ Running status of the board 

 ̧ Status of the port 

 ̧ Routing protocol 

 ̧ Slave MPU cannot be registered 

 ̧ LPU or SFU cannot be registered 

 ̧ Subcard cannot be registered 

 ̧ Troubleshooting case analysis 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.5.16 ODR13 NE Series Routers Installation 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE series products installation 

process 

Target Audience 

NE series routers 1st line field installation and 

commissioning engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

products installation regulations 

Content 

 ̧ Basic installation steps 

 ̧ Basic installation cautions 

 ̧ Device installation 

 ̧ NE5000E/80E/40E products installation 

 ̧ NE40E-X8 products installation 

 ̧ NE40E-X16 products installation 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.5.17 ODR16 NE Series Routers NetStream Feature 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE Series Routers series routers 

NetStream feature 

Target Audience 

NE series routers 2nd line technical support 

engineer, NMC support engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Technical background of netstream 

 ̧ Netstream implementation principles 

 ̧ Implementation of the netstream feature of the 

NE5000E/80E/40E 

 ̧ Application scenarios of the netstream feature 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.5.18 ODR17 NE Series Routers IP Bearer Network Advanced Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers routing protocols advanced 

features 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers MPLS L3 VPN advanced 

features 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers MPLS TE features 

Target Audience 

NE Series Routers IP bearer network 3rd line 

maintenance engineers or experts from technical 

supporting team 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ Attended"IP Bearer Network 

NE5000E/80E/40E Products 3rd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ BGP MPLS VPN service troubleshooting 

 ̧ BGP MPLS VPN traffic load balance 

troubleshooting 

 ̧ BGP MPLS VPN HA troubleshooting 

 ̧ MPLS TE tunnel state troubleshooting practice 

 ̧ LDP over TE troubleshooting practice 

 ̧ TE FRR protection troubleshooting practice 

 ̧ NE5000E/80E/40E routing integrated 

troubleshooting 

 ̧ NE5000E/80E/40E BGP MPLS VPN integrated 

troubleshooting 

 ̧ NE5000E/80E/40E MPLS TE integrated 

troubleshooting 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.5.19 ODR19 NE Series Routers IPTV Service Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE Series Routers IPTV solutions 

 ̧ Describe IPTV bear network technical solutions 

 ̧ Describe NE Series Routers MQE features 

 ̧ Describe NE Series Routers multicast features 

 ̧ Describe NE Series Routers multicast service 

deployment 

Target Audience 

NE Series Routers IPTV service maintenance 

engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ Attended "NE Series Routers 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ Background of IPTV 

 ̧ Typical IPTV components and their functions 

 ̧ Typical IPTV network architecture 

 ̧ IPTV end-to-end service process 

 ̧ IPTV solution on the NE80E/40E 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ Multicast Design and Planning in MAN 

 ̧ Layer 2 Multicast Design and Planning in MAN 

Training Methods 

Lecture,LVC 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.5.20 ODR21 NE Series Routers IP MAN Advanced Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers routing protocols advanced 

features 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers MPLS L3 VPN advanced 

features 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers  MPLS L2 VPN advanced 

features 

 ̧ Perform analysis and troubleshooting of NE 

Series Routers multicast advanced features 

Target Audience 

NE Series Routers IP MAN 3rd line maintenance 

engineers or experts from technical supporting 

team 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ Attended "IP MAN NE5000E/80E/40E Products 

3rd Line Maintenance Training"or has the 

equivalent HCDP knowledge or experiences 

Content 

 ̧ BGP MPLS VPN service troubleshooting 

 ̧ BGP MPLS VPN traffic load balance 

troubleshooting 

 ̧ BGP MPLS VPN HA troubleshooting 

 ̧ MPLS Inter-AS VLL troubleshooting 

 ̧ MPLS Inter-AS VPLS troubleshooting 

 ̧ MSDP troubleshooting 

 ̧ MBGP troubleshooting 

 ̧ PIM SM troubleshooting 

 ̧ IGMP troubleshooting 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.5.21 ODR22 NE Series Routers Advanced MPLS L2 VPN Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the inter-AS VLL and VPLS principles 

 ̧ Explain the implementation details of inter-AS 

VLL and VPLS 

Target Audience 

NE Series Routers IP MAN 3rd line maintenance 

engineers or experts from technical supporting 

team 

Prerequisites 

 ̧ A general familiarity with NE80E/40E operation 

and maintenance 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE5000E/80E/40E Inter AS MPLS VLL 

features 

 ̧ NE5000E/80E/40E Inter AS MPLS VPLS 

features 

 ̧ NE5000E/80E/40E HVPLS features 

 ̧ NE5000E/80E/40E MPLS VLL features 

configuration and troubleshooting 

 ̧ NE5000E/80E/40E MPLS VPLS features 

configuration and troubleshooting 

 ̧ NE5000E/80E/40E HVPLS features 

configuration and troubleshooting 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 117 

1.5.22 ODR23 NE Series Routers Advanced Multicast Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE Series Routers MSDP features 

 ̧ Describe NE Series Routers MBGP features 

 ̧ Describe NE Series Routers multicast HA 

features 

 ̧ Describe NE Series Routers multicast fast 

convergence features 

 ̧ Configure NE Series Routers MSDP features 

 ̧ Configure NE Series Routers MBGP features 

 ̧ Configure NE Series Routers multicast HA 

features 

 ̧ Configure NE Series Routers multicast fast 

convergence features 

Target Audience 

NE Series Routers IP MAN 3rd line maintenance 

engineers or experts from technical supporting 

team 

Prerequisites 

 ̧ A general familiarity with NE80E/40E operation 

and maintenance 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE5000E/80E/40E multicast MSDP features 

 ̧ NE5000E/80E/40E multicast MBGP features 

 ̧ NE5000E/80E/40E multicast HA features 

 ̧ NE5000E/80E/40E multicast fast convergence 

features 

 ̧ NE5000E/80E/40E multicast features 

configuration and troubleshooting 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.5.23 ODR24 NE5000E-X16 Core Router Cluster Feature 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE5000E-X16 product cluster feature 

 ̧ Perform routine operation and maintenance of 

NE5000E-X16 product cluster 

Target Audience 

NE5000E-X16 router 2nd line technical support 

engineer, NMC support engineer 

NE5000E-X16 router 3rd line technical support 

engineer and technical specialist 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE5000E-X16 and NE5000E chassis 

differences 

 ̧ NE5000E-X16 and NE5000E board differences 

 ̧ VRP8 and VRP5 platform differences 

 ̧ Background of NE5000E-X16 cluster 

 ̧ Typical applications of NE5000E-X16 cluster 

 ̧ Hardware structures of NE5000E-X16 cluster 

 ̧ Principles of NE5000E-X16 cluster 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.24 ODR25 NE40E-X Series Routers 100G Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE40E-X series routers 100G 

platform product architecture 

 ̧ Describe NE40E-X series routers 100G 

platform product chassis and boards 

 ̧ Describe NE40E-X series routers 100G 

platform product router feature 

 ̧ Describe VRP8 platform architecture and 

system feature 

Target Audience 

Router operation and maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE40E-X series routers 100G platform product 

architecture introduction 

 ̧ NE40E-X series routers 100G platform product 

signal flow introduction 

 ̧ NE40E-X series routers 100G platform product 

chassis introduction 

 ̧ NE40E-X series routers 100G platform product 

boards introduction 

 ̧ NE40E-X series routers 100G platform product 

position and typical application scenario 

 ̧ NE40E-X series routers 100G platform product 

routing feature 

 ̧ NE40E-X series routers 100G platform product 

service feature 

 ̧ NE40E-X series routers 100G platform product 

QoS feature 

 ̧ NE40E-X series routers 100G platform product 

HA feature 

 ̧ NE40E-X series routers 100G platform product 

IPv6 feature 

 ̧ VRP8 overview 

 ̧ VRP8 system architecture 

 ̧ VRP8 system feature 

 ̧ VRP8 service feature 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.25 ODR26 NE40E-XA Series Routers 400G Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE40E-XA series routers 400G 

platform product architecture 

 ̧ Describe NE40E-XA series routers 400G 

platform product chassis and boards 

 ̧ Describe NE40E-XA series routers 400G 

platform product router feature 

 ̧ Describe VRP8 platform architecture and 

system feature 

Target Audience 

Router operation and maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE40E-XA series routers 400G platform 

product architecture introduction 

 ̧ NE40E-XA series routers 400G platform 

product signal flow introduction 

 ̧ NE40E-XA series routers 400G platform 

product chassis introduction 

 ̧ NE40E-XA series routers 400G platform 

product boards introduction 

 ̧ NE40E-XA series routers 400G platform 

product position and typical application 

scenario 

 ̧ NE40E-XA series routers 400G platform 

product routing feature 

 ̧ NE40E-XA series routers 400G platform 

product service feature 

 ̧ NE40E-XA series routers 400G platform 

product QoS feature 

 ̧ NE40E-XA series routers 400G platform 

product HA feature 

 ̧ NE40E-XA series routers 400G platform 

product IPv6 feature 

 ̧ NE40E-XA series routers 400G platform 

product system monitoring feature 

 ̧ NE40E-XA series routers 400G platform 

product forwarder feature 

 ̧ VRP8 overview 

 ̧ VRP8 system architecture 

 ̧ VRP8 system feature 

 ̧ VRP8 service feature 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.26 ODR27 NE40E-XM Series Routers FMC Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE40E-XM series routers product 

architecture 

 ̧ Describe NE40E-XM series routers chassis 

and boards 

 ̧ Describe NE40E-XM series routers FMC 

feature 

 ̧ Describe VRP8 platform architecture and 

system feature 

Target Audience 

Router operation and maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE40E-XM series routers architecture 

introduction 

 ̧ NE40E-XM series routers signal flow 

introduction 

 ̧ NE40E-XM series routers chassis introduction 

 ̧ NE40E-XM series routers boards introduction 

 ̧ NE40E-XM series routers FMC feature 

introduction 

 ̧ VRP8 overview 

 ̧ VRP8 system architecture 

 ̧ VRP8 system feature 

 ̧ VRP8 service feature 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.27 ODR28 NE5000E-X Series Routers 100G Cluster Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE5000E-X series routers 100G 

cluster product hardware architecture 

 ̧ Describe NE5000E-X series routers 100G 

cluster product router feature 

 ̧ Describe VRP8 platform architecture and 

system feature 

Target Audience 

Router operation and maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE5000E-X series routers 100G cluster 

product architecture introduction 

 ̧ NE5000E-X series routers 100G cluster 

product signal flow introduction 

 ̧ NE5000E-X series routers 100G cluster 

product chassis introduction 

 ̧ NE5000E-X series routers 100G cluster 

product boards introduction 

 ̧ NE5000E-X series routers 100G cluster central 

chassis (CCC) introduction 

 ̧ NE5000E-X series routers 100G cluster 

product position and typical application 

scenario 

 ̧ NE5000E-X series routers 100G cluster routing 

feature 

 ̧ NE5000E-X series routers 100G cluster service 

feature 

 ̧ NE5000E-X series routers 100G cluster QoS 

feature 

 ̧ NE5000E-X series routers 100G cluster HA 

feature 

 ̧ NE5000E-X series routers 100G cluster IPv6 

feature 

 ̧ NE5000E-X series routers 100G cluster system 

monitoring feature 

 ̧ NE5000E-X series routers 100G cluster feature 

 ̧ VRP8 overview 

 ̧ VRP8 system architecture 

 ̧ VRP8 system feature 

 ̧ VRP8 service feature 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.28 ODR29 NE5000E-XA Series Routers 400G Cluster Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE5000E-XA series routers 400G 

cluster product hardware architecture 

 ̧ Describe NE5000E-XA series routers 400G 

cluster product router feature 

 ̧ Describe VRP8 platform architecture and 

system feature 

Target Audience 

Router operation and maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

 ̧ A general understanding of relative network 

protocols 

 ̧ At least two years of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ NE5000E-XA series routers 400G cluster 

product architecture introduction 

 ̧ NE5000E-XA series routers 400G cluster 

product signal flow introduction 

 ̧ NE5000E-XA series routers 400G cluster 

product chassis introduction 

 ̧ NE5000E-XA series routers 400G cluster 

product boards introduction 

 ̧ NE5000E-XA series routers 400G cluster 

central chassis (CCC) introduction 

 ̧ NE5000E-XA series routers 400G cluster 

product position and typical application 

scenario 

 ̧ NE5000E-XA series routers 400G cluster 

routing feature 

 ̧ NE5000E-XA series routers 400G cluster 

service feature 

 ̧ NE5000E-XA series routers 400G cluster QoS 

feature 

 ̧ NE5000E-XA series routers 400G cluster HA 

feature 

 ̧ NE5000E-XA series routers 400G cluster IPv6 

feature 

 ̧ NE5000E-XA series routers 400G cluster 

system monitoring feature 

 ̧ NE5000E-XA series routers 400G cluster 

feature 

 ̧ VRP8 overview 

 ̧ VRP8 system architecture 

 ̧ VRP8 system feature 

 ̧ VRP8 service feature 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.5.29 ODR14 NE Series Routers Delta Training 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE series routers hardware different 

version 

 ̧ Describe NE series routers hardware version 

support board 

 ̧ Describe NE series routers hardware new 

features 

 ̧ Describe NE series routers VPR different 

version 

 ̧ Describe NE series routers VPR version 

support board 

 ̧ Describe NE series routers VPR new features 

and commands 

Target Audience 

NE series routers maintenance engineer 

Prerequisites 

 ̧ A basic understanding of data communication 

 ̧ A basic understanding of routing and switching 

technologies 

Content 

 ̧ NE Series Routers hardware different version 

Introduction 

 ̧ NE Series Routers hardware different version 

compare 

 ̧ NE Series Routers VRP different version 

Introduction 

 ̧ NE Series Routers VRP different version 

compare 

Training Methods 

Lecture,LVC 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.6 MSP Training Course Descriptions 

1.6.1 ODX01 CX600 Products Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products hardware 

structure 

 ̧ Describe CX600/CX600-X product Feature 

Target Audience 

CX600 product 1st or 2nd or 3rd line technical 

support engineer 

CX600-X3/X8/X16 product 1st or 2nd or 3rd line 

technical support engineer 

Prerequisites 

 ̧ A basic understanding of data communication 

 ̧ A basic understanding of routing and switching 

technologies 

Content 

 ̧ Introduction to the MAN 

 ̧ Introduction to CX600 family 

 ̧ Boards of CX600 

 ̧ Application of CX600 

 ̧ Introduction to the MAN 

 ̧ Introduction to CX600 family 

 ̧ Boards of CX600 

 ̧ Application of CX600 

 ̧ CX600-X16/X8/X3 hardware description 

 ̧ CX600-X2/X1 hardware description 

 ̧ CX600-X16/X8/X3 hardware description 

 ̧ CX600-X2/X1 hardware description 

 ̧ Ethernet layer-2 features 

 ̧ Routing features 

 ̧ MPLS features 

 ̧ Multicast features 

 ̧ QoS features 

 ̧ High reliable features 

 ̧ Network management features 

 ̧ Ethernet layer-2 features 

 ̧ Routing features 

 ̧ MPLS features 

 ̧ Multicast features 

 ̧ QoS features 

 ̧ High reliable features 

 ̧ Network management features 

Training Methods 

Lecture,LVC 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.6.2 ODX02 CX600 Products Routing Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products OSPF 

protocol features 

 ̧ Describe CX600/CX600-X products ISIS 

protocol features 

 ̧ Describe CX600/CX600-X products BGP 

protocol features 

 ̧ Describe CX600/CX600-X products routing 

control and selection features 

 ̧ Configure CX600/CX600-X products OSPF 

protocol features 

 ̧ Configure CX600/CX600-X products ISIS 

protocol features 

 ̧ Configure CX600/CX600-X products BGP 

protocol features 

 ̧ Configure CX600/CX600-X products routing 

control and selection features 

 ̧ Deploy CX600/CX600-X products routing 

integrated configuration 

 ̧ Locate and eliminate CX600/CX600-X 

products pouting protocols faults 

Target Audience 

CX600 product 1st or 2nd or 3rd line technical 

support engineer 

CX600-X3/X8/X16 product 1st or 2nd or 3rd line 

technical support engineer 

Prerequisites 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ A general understanding of data 

communication 

Content 

 ̧ OSPF overview 

 ̧ Basic OSPF concepts 

 ̧ OSPF route calculation 

 ̧ OSPF packets 

 ̧ Establishment of neighbor relationship and 

adjacency 

 ̧ Establishment of an adjacency and LSDB 

synchronization 

 ̧ OSPF route calculation 

 ̧ OSPF configuration on CX600 products 

 ̧ OSPF multi-area experiment guide 

 ̧ IS-IS overview 

 ̧ Basic concepts of IS-IS 

 ̧ IS-IS route calculations 

 ̧ Adjacency establishment 

 ̧ Link state database (LSDB) synchronization 

 ̧ IS-IS route calculation 

 ̧ Route leaking 

 ̧ IS-IS configuration on CX600 products 

 ̧ IS-IS multi-level configuration practice 

 ̧ BGP overview 

 ̧ BGP route transfer process 

 ̧ Overview of the BGP route transfer process 

 ̧ BGP protocol packets 

 ̧ Neighbor relationship establishment 

 ̧ Route redistribution 

 ̧ BGP route advertisement principles 

 ̧ BGP route advertisement 

 ̧ Impacts of BGP route attributes on BGP path 

selection and control 

 ̧ BGP route aggregation 

 ̧ BGP optimal route selection process 

 ̧ BGP configuration on CX600 products 

 ̧ Basic Configurations for the BGP Practice 

 ̧ BGP route aggregation practice 

 ̧ BGP route selection practice 

 ̧ OSPF troubleshooting flow 

 ̧ OSPF troubleshooting case analysis 

 ̧ ISIS troubleshooting flow 

 ̧ ISIS troubleshooting case analysis 
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 ̧ BGP troubleshooting flow 

 ̧ BGP troubleshooting case analysis 

Training Methods 

Lecture,Hands-on exercise 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.6.3 ODX03 CX600 Products MPLS VPN Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products MPLS 

features 

 ̧ Describe CX600/CX600-X products BGP 

MPLS VPN features 

 ̧ Describe CX600/CX600-X products MPLS L2 

VPN features 

 ̧ Describe CX600/CX600-X products VPLS 

features 

 ̧ Configure CX600/CX600-X products MPLS 

features 

 ̧ Configure CX600/CX600-X products BGP 

MPLS VPN features 

 ̧ Configure CX600/CX600-X products MPLS L2 

VPN features 

 ̧ Configure CX600/CX600-X products VPLS 

features 

 ̧ Locate and eliminate CX600/CX600-X 

products MPLS VPN faults 

Target Audience 

CX600 product 2nd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 2nd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ A general understanding of data 

communication 

Content 

 ̧ MPLS overview 

 ̧ MPLS control plane and forwarding plane 

 ̧ MPLS label format 

 ̧ MPLS forwarding flow 

 ̧ Introduction to LDP 

 ̧ LDP label space 

 ̧ LDP session establishment 

 ̧ LDP LSP 

 ̧ MPLS configuration on CX600 products 

 ̧ MPLS remote LDP session practice 

 ̧ BGP MPLS VPN overview 

 ̧ BGP MPLS VPN implementation principles 

 ̧ Basic working principle of BGP MPLS VPN 

 ̧ Route transfer of BGP MPLS VPN 

 ̧ Exchange of route information from the ingress 

PE to the egress PE 

 ̧ Data forwarding 

 ̧ BGP MPLS VPN feature configuration on CX 

products 

 ̧ MPLS L3 VPN configuration practice 

 ̧ MPLS L2 VPN overview 

 ̧ MPLS L2 VPN implementation mode 

 ̧ MPLS L2 VPN in CCC mode 

 ̧ MPLS L2 VPN in martini mode 

 ̧ MPLS L2 VPN in SVC mode 

 ̧ MPLS L2 VPN configuration on CX600 

products 

 ̧ MPLS L2 VPN practice of remote CCC 

 ̧ MPLS L2 VPN practice of martini 

 ̧ MPLS L2 VPN practice of SVC 

 ̧ VPLS overview 

 ̧ VPLS implementation 

 ̧ VPLS feature configuration on CX600 products 

 ̧ Martini VPLS configuration practice 

 ̧ BGP MPLS VPN troubleshooting flow 

 ̧ BGP MPLS VPN troubleshooting case analysis 

Training Methods 

Lecture,Hands-on exercise 

Duration 

3.5 working days 
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Class Size Min 6, max 12
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1.6.4 ODX04 CX600 Products QoS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products QoS 

features 

 ̧ Configure CX600/CX600-X products QoS 

features 

 ̧ Locate and eliminate CX600/CX600-X 

products QoS features faults 

Target Audience 

CX600 product 2nd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 2nd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ A general understanding of data 

communication 

Content 

 ̧ QoS overview 

 ̧ QoS implementation 

 ̧ Class-based QoS 

 ̧ Configuration of QoS on CX600 products 

 ̧ Configuration of remark the DSCP value 

practice 

 ̧ Configuration of traffic control practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.6.5 ODX05 CX600 Products Routine Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X series products 

routine maintenance process 

Target Audience 

CX600 product 1st or 2nd line field maintenance 

engineer 

CX600-X3/X8/X16 product 1st or 2nd line field 

maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

network and general network equipment 

Content 

 ̧ LCD module 

 ̧ LED introduction 

 ̧ Commands for routine maintenance 

 ̧ Info-center 

 ̧ File system 

 ̧ Indicator introduction 

 ̧ Commands for routine maintenance 

 ̧ Slave MPU cannot be registered 

 ̧ LPU or SFU cannot be registered 

 ̧ Subcard cannot be registered 

 ̧ Troubleshooting case analysis 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.6.6 ODX06 CX600 Products Advanced Routing Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products advanced 

routing features 

 ̧ Configure CX600/CX600-X products advanced 

routing features 

 ̧ Locate and eliminate CX600/CX600-X 

products advanced routing faults 

Target Audience 

CX600 product 3rd line technical support engineer 

and specialist 

CX600-X3/X8/X16 product 3rd line technical 

support engineer and specialist 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ OSPF reliability 

 ̧ OSPF LSDB 

 ̧ OSPF VPN 

 ̧ OSPF reliability 

 ̧ OSPF LSDB 

 ̧ OSPF VPN 

 ̧ IS-IS reliability 

 ̧ Dynamic hostname exchange mechanism 

 ̧ IS-IS LSDB 

 ̧ IS-IS reliability 

 ̧ Dynamic hostname exchange mechanism 

 ̧ IS-IS LSDB 

 ̧ BGP reliability 

 ̧ BGP fast convergence 

 ̧ BGP GR 

 ̧ Other BGP technologies 

 ̧ Application of the BGP RR 

 ̧ BGP reliability 

 ̧ BGP fast convergence 

 ̧ BGP GR 

 ̧ Other BGP technologies 

 ̧ Application of the BGP RR 

 ̧ Topology and service description 

 ̧ Configuration examples for comprehensive 

routing protocol deployment 

 ̧ IGP routing protocol deployment practice 

 ̧ BGP routing protocol deployment practice 

 ̧ Network optimization deployment practice 

 ̧ Traffic flow control practice 

 ̧ Topology and service description 

 ̧ Configuration examples for comprehensive 

routing protocol deployment 

 ̧ IGP routing protocol deployment practice 

 ̧ BGP routing protocol deployment practice 

 ̧ Network optimization deployment practice 

 ̧ Traffic flow control practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 133 

1.6.7 ODX07 CX600 Products Advanced MPLS VPN Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products advanced 

MPLS VPN features 

 ̧ Configure CX600/CX600-X products advanced 

MPLS VPN features 

 ̧ Locate and eliminate CX600/CX600-X 

products advanced MPLS VPN faults 

Target Audience 

CX600/CX600-X8X16 product 3rd line technical 

support engineer and specialist 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ Inter-AS BGP/MPLS IP VPN and 

implementation 

 ̧ Configuration of Inter-AS BGP/MPLS IP VPN 

 ̧ Interconnection between VPN and internet 

 ̧ Principles of the HoVPN technology 

 ̧ Application of the HoVPN technology 

 ̧ Definition of HVPLS 

 ̧ Configuration of HoVPN 

 ̧ Inter-AS BGP/MPLS IP VPN configuration 

practice 

 ̧ Interconnection between VPN and internet 

configuration practice 

 ̧ BGP/MPLS IP VPN HoVPN configuration 

practice 

 ̧ HVPLS configuration practice 

 ̧ Inter-AS BGP/MPLS IP VPN and 

implementation 

 ̧ Configuration of Inter-AS BGP/MPLS IP VPN 

 ̧ Interconnection between VPN and internet 

 ̧ Principles of the HoVPN technology 

 ̧ Application of the HoVPN technology 

 ̧ Definition of HVPLS 

 ̧ Configuration of HoVPN 

 ̧ Inter-AS BGP/MPLS IP VPN configuration 

practice 

 ̧ Interconnection between VPN and internet 

configuration practice 

 ̧ BGP/MPLS IP VPN HoVPN configuration 

practice 

 ̧ HVPLS configuration practice 

 ̧ Inter AS MPLS VLL features 

 ̧ Inter AS MPLS VPLS features 

 ̧ HVPLS features 

 ̧ MPLS VLL features configuration and 

troubleshooting 

 ̧ MPLS VPLS features configuration and 

troubleshooting 

 ̧ HVPLS features configuration and 

troubleshooting 

 ̧ Inter AS MPLS VLL features 

 ̧ Inter AS MPLS VPLS features 

 ̧ HVPLS features 

 ̧ MPLS VLL features configuration and 

troubleshooting 

 ̧ MPLS VPLS features configuration and 

troubleshooting 

 ̧ HVPLS features configuration and 

troubleshooting 

Training Methods 

Lecture,Hands-on exercise 
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Duration 

2 working days 

Class Size 

Min 6, max 12
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1.6.8 ODX08 CX600 Products MPLS TE Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products MPLS TE 

features 

 ̧ Configure CX600/CX600-X products MPLS TE 

features 

 ̧ Locate and eliminate CX600/CX600-X 

products MPLS TE faults 

Target Audience 

CX600 product 3rd line technical support engineer 

and specialist 

CX600-X3/X8/X16 product 3rd line technical 

support engineer and specialist 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ MPLS TE overview 

 ̧ Information advertisement of MPLS TE 

 ̧ Path calculation of MPLS TE 

 ̧ Path setup of MPLS TE 

 ̧ Tunnel traffic forwarding of MPLS TE 

 ̧ MPLS TE configuration on CX600 products 

 ̧ Configure an end-to-end MPLS tunnel on a 

BGP/MPLS VPN practice 

 ̧ Configure LDP over TE practice 

 ̧ Configure a constrained TE tunnel practice 

 ̧ MPLS TE overview 

 ̧ Information advertisement of MPLS TE 

 ̧ Path calculation of MPLS TE 

 ̧ Path setup of MPLS TE 

 ̧ Tunnel traffic forwarding of MPLS TE 

 ̧ MPLS TE configuration on CX600 products 

 ̧ Configure an end-to-end MPLS tunnel on a 

BGP/MPLS VPN practice 

 ̧ Configure LDP over TE practice 

 ̧ Configure a constrained TE tunnel practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.6.9 ODX09 CX600 Products HA Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products fault 

detection technologies 

 ̧ Configure CX600/CX600-X products protection 

technologies 

 ̧ Deploy CX600/CX600-X products HA features 

Target Audience 

CX600 product 3rd line technical support engineer 

and specialist 

CX600-X3/X8/X16 product 3rd line technical 

support engineer and specialist 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ HA overview 

 ̧ NSR 

 ̧ BFD 

 ̧ Protection switchover techniques 

 ̧ HA deployment 

 ̧ HA overview 

 ̧ NSR 

 ̧ BFD 

 ̧ Protection switchover techniques 

 ̧ HA deployment 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.6.10 ODX10 CX600 Products Multicast Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products multicast 

features 

 ̧ Configure CX600/CX600-X products multicast 

features 

 ̧ Locate and eliminate CX600/CX600-X 

products multicast faults 

Target Audience 

CX600 product 2nd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 2nd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ A general understanding of data 

communication 

Content 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ CX600 products multicast configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.6.11 ODX11 CX600 Products HQoS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products HQoS 

features 

 ̧ Configure CX600/CX600-X products HQoS 

features 

 ̧ Locate and eliminate CX600/CX600-X 

products HQoS faults 

Target Audience 

CX600 product 3rd line technical support engineer 

and specialist 

CX600-X3/X8/X16 product 3rd line technical 

support engineer and specialist 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ HQoS feature principles 

 ̧ HQoS implementation on CX600 products 

 ̧ HQoS features configuration on CX600 

products 

 ̧ HQoS GQ and SQ configuration practice 

 ̧ HQoS feature principles 

 ̧ HQoS implementation on CX600 products 

 ̧ HQoS features configuration on CX600 

products 

 ̧ HQoS GQ and SQ configuration practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 139 

1.6.12 ODX12 CX600 Products V6R1 Version New Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products MSE 

features 

 ̧ Describe CX600/CX600-X products NQA 

features 

 ̧ Describe CX600/CX600-X products DS-TE 

features 

 ̧ Describe CX600/CX600-X products E-Trunk 

features 

 ̧ Describe CX600/CX600-X products Ethernet 

OAM features 

 ̧ Describe CX600/CX600-X products VPN QoS 

features 

 ̧ Describe CX600/CX600-X products PW 

redundancy features 

 ̧ Configure CX600/CX600-X products MSE 

features 

 ̧ Configure CX600/CX600-X products NQA 

features 

 ̧ Configure CX600/CX600-X products DS-TE 

features 

 ̧ Configure CX600/CX600-X products E-Trunk 

features 

 ̧ Configure CX600/CX600-X products Ethernet 

OAM features 

 ̧ Configure CX600/CX600-X products VPN QoS 

features 

 ̧ Configure CX600/CX600-X products PW 

redundancy features 

Target Audience 

CX600 product 2nd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 2nd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ MSE overview 

 ̧ CX600 MSE feature implementations and 

configurations 

 ̧ CX600 MSE feature specifications 

 ̧ MSE overview 

 ̧ CX600 MSE feature implementations and 

configurations 

 ̧ CX600 MSE feature specifications 

 ̧ NQA overview 

 ̧ Implementation of NQA 

 ̧ Applications of NQA 

 ̧ NQA overview 

 ̧ Implementation of NQA 

 ̧ Applications of NQA 

 ̧ DS-TE principles 

 ̧ DS-TE typical applications 

 ̧ CX600 DS-TE features and implementations 

 ̧ DS-TE principles 

 ̧ DS-TE typical applications 

 ̧ CX600 DS-TE features and implementations 

 ̧ E-Trunk overview 

 ̧ E-Trunk principle 

 ̧ CX600 E-Trunk features and implementations 

 ̧ CX600 E-Trunk case study 

 ̧ E-Trunk overview 

 ̧ E-Trunk principle 

 ̧ CX600 E-Trunk features and implementations 
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 ̧ CX600 E-Trunk case study 

 ̧ Ethernet OAM overview 

 ̧ CX600 Ethernet OAM features 

 ̧ CX600 Ethernet OAM typical configurations 

 ̧ Ethernet OAM overview 

 ̧ CX600 Ethernet OAM features 

 ̧ CX600 Ethernet OAM typical configurations 

 ̧ Overview of the APS feature 

 ̧ Implementation of the APS feature 

 ̧ Application of the APS feature 

 ̧ Overview of the APS feature 

 ̧ Implementation of the APS feature 

 ̧ Application of the APS feature 

 ̧ VPN QoS on CX600 overview 

 ̧ CX600 VPN QoS feature implementations 

 ̧ CX600 VPN QoS feature application 

 ̧ VPN QoS on CX600 overview 

 ̧ CX600 VPN QoS feature implementations 

 ̧ CX600 VPN QoS feature application 

 ̧ Overview of PW redundancy 

 ̧ Application of PW redundancy 

 ̧ Configuration on CX600 

 ̧ Overview of PW redundancy 

 ̧ Application of PW redundancy 

 ̧ Configuration on CX600 

 ̧ CX600 products MSE features configuration 

 ̧ CX600 products MSE features configuration 

 ̧ NQA test networking service configuration 

 ̧ NQA test networking service configuration 

 ̧ NQA test networking service configuration 

 ̧ NQA test networking service configuration 

 ̧ CX600 products DS-TE features configuration 

 ̧ CX600 products DS-TE features configuration 

 ̧ CX600 products E-Trunk features configuration 

 ̧ CX600 products E-Trunk features configuration 

 ̧ CX600 products Ethernet OAM features 

configuration 

 ̧ CX600 products Ethernet OAM features 

configuration 

 ̧ CX600 products APS configuration 

 ̧ CX600 products APS configuration 

 ̧ CX600 products VPN QoS configuration 

 ̧ CX600 products VPN QoS configuration 

 ̧ CX600 products PW redundancy configuration 

 ̧ CX600 products PW redundancy configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.6.13 ODX13 CX600 Products V6R2 Version New Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products FMC 

solutions 

 ̧ Describe CX600/CX600-X products Video 

solutions 

 ̧ Describe CX600/CX600-X products IPTV 

features 

 ̧ Describe CX600/CX600-X products RUI 

features 

 ̧ Describe CX600/CX600-X products BAS-Side 

multicast features 

 ̧ Configure CX600/CX600-X products RUI 

features 

 ̧ Configure CX600/CX600-X products BAS-Side 

multicast features 

Target Audience 

CX600 product 2nd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 2nd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ Background of IPTV 

 ̧ Typical IPTV components and their functions 

 ̧ Typical IPTV network architecture 

 ̧ IPTV End-to-End service process 

 ̧ IPTV solution on the CX600 

 ̧ Background of IPTV 

 ̧ Typical IPTV components and their functions 

 ̧ Typical IPTV network architecture 

 ̧ IPTV End-to-End service process 

 ̧ IPTV solution on the CX600 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ Overview of CX600 RUI feature 

 ̧ Principle of CX600 RUI feature 

 ̧ Configuration of CX600 RUI feature 

 ̧ Overview of CX600 RUI feature 

 ̧ Principle of CX600 RUI feature 

 ̧ Configuration of CX600 RUI feature 

 ̧ BAS-Side multicast overview 

 ̧ Introduction to multicast QoS and CAC 

 ̧ BAS-Side multicast configuration example 

 ̧ BAS-Side multicast application scenario 

 ̧ BAS-Side multicast overview 

 ̧ Introduction to multicast QoS and CAC 

 ̧ BAS-Side multicast configuration example 

 ̧ BAS-Side multicast application scenario 

 ̧ CX600 products RUI features configuration 

 ̧ CX600 products RUI features configuration 

 ̧ CX600 products BAS-side multicast 

configuration 

 ̧ CX600 products BAS-side multicast 
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configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.6.14 ODX14 CX600 Products IPTV Service Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X products IPTV 

solutions 

 ̧ Describe IPTV bear network technical solutions 

 ̧ Describe CX600/CX600-X products MQE 

features 

 ̧ Describe CX600/CX600-X products multicast 

features 

Target Audience 

CX600 product IPTV service maintenance 

engineer 

CX600-X3/X8/X16 product IPTV service 

maintenance engineer 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ Background of IPTV 

 ̧ Typical IPTV components and their functions 

 ̧ Typical IPTV network architecture 

 ̧ IPTV End-to-End service process 

 ̧ IPTV solution on the CX600 

 ̧ Background of IPTV 

 ̧ Typical IPTV components and their functions 

 ̧ Typical IPTV network architecture 

 ̧ IPTV End-to-End service process 

 ̧ IPTV solution on the CX600 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ Multicast Design and Planning in MAN 

 ̧ Layer 2 Multicast Design and Planning in MAN 

Training Methods 

Lecture,LVC 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.6.15 ODX15 CX600 Products Metro Ethernet HA Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X E-Trunk features 

principle and implementations 

 ̧ Describe CX600/CX600-X Ethernet OAM 

features principle and implementations 

 ̧ Describe CX600/CX600-X BGP independent 

routing features principle and implementations 

 ̧ Describe CX600/CX600-X IGP 

preference-based convergence features 

principle and implementations 

 ̧ Describe CX600/CX600-X TE FRR features 

and implementations 

 ̧ Describe CX600/CX600-X IGP shortcut 

features and implementations 

 ̧ Describe CX600/CX600-X forwarding 

adjacency features and implementations 

 ̧ Configure CX600/CX600-X E-Trunk features 

 ̧ Configure CX600/CX600-X Ethernet OAM 

features 

 ̧ Configure CX600/CX600-X TE FRR features 

 ̧ Configure CX600/CX600-X IGP shortcut 

features 

 ̧ Configure CX600/CX600-X forwarding 

adjacency features 

 ̧ Configure CX600/CX600-X APS feature 

configurations and troubleshooting 

Target Audience 

CX600 product 3rd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 3rd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ E-Trunk overview 

 ̧ E-Trunk principle 

 ̧ CX600 E-Trunk features and implementations 

 ̧ CX600 E-Trunk case study 

 ̧ E-Trunk overview 

 ̧ E-Trunk principle 

 ̧ CX600 E-Trunk features and implementations 

 ̧ CX600 E-Trunk case study 

 ̧ Ethernet OAM overview 

 ̧ CX600 Ethernet OAM features 

 ̧ CX600 Ethernet OAM typical configurations 

 ̧ Ethernet OAM overview 

 ̧ CX600 Ethernet OAM features 

 ̧ CX600 Ethernet OAM typical configurations 

 ̧ Overview of the APS feature 

 ̧ Implementation of the APS feature 

 ̧ Application of the APS feature 

 ̧ Overview of the APS feature 

 ̧ Implementation of the APS feature 

 ̧ Application of the APS feature 

 ̧ Overview of new features of BGP independent 

route selection 

 ̧ Implementation and application of the major 

new features 

 ̧ Overview of new features of BGP independent 

route selection 

 ̧ Implementation and application of the major 

new features 

 ̧ Priority-based route convergence 

 ̧ Application of priority-based route convergence 

on CX600 

 ̧ Priority-based route convergence 
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 ̧ Application of priority-based route convergence 

on CX600 

 ̧ MPLS TE introduction 

 ̧ MPLS TE information distribution 

 ̧ MPLS TE path calculation and setup 

 ̧ Forwarding traffic down tunnels 

 ̧ MPLS TE traffic protection 

 ̧ MPLS TE introduction 

 ̧ MPLS TE information distribution 

 ̧ MPLS TE path calculation and setup 

 ̧ Forwarding traffic down tunnels 

 ̧ MPLS TE traffic protection 

 ̧ CX600 products E-Trunk features configuration 

 ̧ CX600 products E-Trunk features configuration 

 ̧ CX600 products Ethernet OAM features 

configuration 

 ̧ CX600 products Ethernet OAM features 

configuration 

 ̧ CX600 products APS configuration 

 ̧ CX600 products APS configuration 

 ̧ Establishing MPLS TE tunnel with RSVP-TE 

 ̧ Backup CR-LSP configuration 

 ̧ Fast reroute configuration 

 ̧ MPLS TE in BGP/MPLS IP VPN configuration 

 ̧ LDP over TE configuration 

 ̧ Establishing MPLS TE tunnel with RSVP-TE 

 ̧ Backup CR-LSP configuration 

 ̧ Fast reroute configuration 

 ̧ MPLS TE in BGP/MPLS IP VPN configuration 

 ̧ LDP over TE configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.6.16 ODX16 CX600 Products Advanced Multicast Features Configuration and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X MSDP features 

principle and implementations 

 ̧ Describe CX600/CX600-X MBGP features 

principle and implementations 

 ̧ Describe CX600/CX600-X Multicast VPN 

features and implementations 

 ̧ Locate and eliminate CX600/CX600-X 

products Advanced Multicast Features faults 

Target Audience 

CX600 product 3rd line technical support engineer, 

NMC support technician 

CX600-X3/X8/X16 product 3rd line technical 

support engineer, NMC support technician 

Prerequisites 

 ̧ A good understanding of datacom network 

protocols 

 ̧ At least two years of experience in the 

operation and maintenance of data 

communication equipment 

 ̧ Attended "IP MEN CX600 Products 2nd Line 

Maintenance Training" or has the equivalent 

HCDP knowledge or experiences 

Content 

 ̧ Multicast overview 

 ̧ MSDP 

 ̧ MBGP 

 ̧ Multicast VPN 

 ̧ Multicast overview 

 ̧ MSDP 

 ̧ MBGP 

 ̧ Multicast VPN 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.6.17 ODX17 CX600 Series Routers Installation 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe CX600/CX600-X series products 

installation process 

 ̧ Describe CX600/CX600-X-X3/X8/X16 series 

products installation process 

Target Audience 

CX600 series routers 1st line field installation and 

commissioning engineer 

CX600-X3/X8/X16 series routers 1st line field 

installation and commissioning engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

products installation regulations 

Content 

 ̧ Basic installation steps 

 ̧ Basic installation cautions 

 ̧ Device installation 

 ̧ Introduction to the MAN 

 ̧ Introduction to CX600 family 

 ̧ Boards of CX600 

 ̧ Application of CX600 

 ̧ Product overview of CX600-X3/X8/X16 

 ̧ Hardware architecture of CX600-X3/X8/X16 

 ̧ Board introduction of CX600-X3/X8/X16 

 ̧ Features comparison of CX600-X3/X8/X16 

 ̧ Highlights of CX600-X3/X8/X16 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.7 MSCG Training Course Descriptions 

1.7.1 ODB01 ME60 Product Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 product hardware structure 

 ̧ Describe ME60-X series products hardware 

structure 

 ̧ Describe ME60 product feature 

Target Audience 

ME60 product 1st or 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ ME60 hardware architecture 

 ̧ ME60 board types 

 ̧ ME60 board functions 

 ̧  

Training Methods 

Lecture,LVC 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.7.2 ODB02 MA5200G Product Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MA5200G product hardware structure 

 ̧ Describe MA5200G product features 

Target Audience 

1st or 2nd line technical support engineer, NMC 

support technician 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ MA5200G product overview 

 ̧ MA5200G hardware architectures 

 ̧ MA5200G board introduction 

 ̧ MA5200G service features 

 ̧ MA5200G networking applications 

 ̧ MA5200G specifications 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.3 ODB03 MA5200G Routing Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe BRAS OSPF routing protocol features 

 ̧ Describe BRAS ISIS routing protocol features 

 ̧ Configure BRAS OSPF routing protocol 

features 

 ̧ Configure BRAS ISIS routing protocol features 

Target Audience 

MA5200G product 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ A general familiarity with TCP/IP 

 ̧ A general familiarity with routing protocols and 

routing table 

 ̧ A good understanding of static route functions 

and configurations 

Content 

 ̧ OSPF basic concept 

 ̧ OSPF neighbor and packets 

 ̧ OSPF network types 

 ̧ OSPF LSA 

 ̧ OSPF special area 

 ̧ Overview of IS-IS routing protocol 

 ̧ Principle of IS-IS routing protocol 

 ̧ Comparing IS-IS and OSPF 

 ̧ OSPF single-area configuration 

 ̧ OSPF multi-area configuration 

 ̧ OSPF route aggregation configuration 

 ̧ Area authentication configuration 

 ̧ IS-IS single-area configuration 

 ̧ IS-IS multi-area configuration 

 ̧ IS-IS layering configuration 

 ̧ IS-IS route import and convergence 

configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.7.4 ODB04 ME60 Product Routine Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic BRAS technologies 

 ̧ Describe ME60 product routine maintenance 

Target Audience 

ME60 product 1st line field maintenance engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ A general familiarity with TCP/IP 

Content 

 ̧ Indicator introduction 

 ̧ Introduction to routine maintenance items 

 ̧ Commands for routine maintenance 

 ̧  

 ̧ Analyse slave MPU cannot be registered 

 ̧ Analyse LPU or SFU cannot be registered 

 ̧ Analyse subcard cannot be registered 

 ̧ Analyse troubleshooting case 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.5 ODB05 ME60 Routing Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe BRAS OSPF routing protocol features 

 ̧ Describe BRAS ISIS routing protocol features 

 ̧ Configure BRAS OSPF routing protocol 

features 

 ̧ Configure BRAS ISIS routing protocol features 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ A general familiarity with TCP/IP 

 ̧ A general familiarity with routing protocols and 

routing table 

 ̧ A good understanding of static route functions 

and configurations 

Content 

 ̧ OSPF basic concept 

 ̧ OSPF neighbor and packets 

 ̧ OSPF network types 

 ̧ OSPF LSA 

 ̧ OSPF special area 

 ̧ OSPF single-area configuration 

 ̧ OSPF multi-area configuration 

 ̧ OSPF route aggregation configuration 

 ̧ Area authentication configuration 

 ̧ Overview of IS-IS routing protocol 

 ̧ Principle of IS-IS routing protocol 

 ̧ Comparing IS-IS and OSPF 

 ̧ IS-IS single-area configuration 

 ̧ IS-IS multi-area configuration 

 ̧ IS-IS layering configuration 

 ̧ IS-IS route import and convergence 

configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.7.6 ODB06 ME60 BRAS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe RADIUS protocol principle 

 ̧ Describe DHCP protocol principle 

 ̧ Describe PPP and PPPoE protocol principle 

 ̧ Describe ME60 PPP service features and 

realization 

 ̧ Describe ME60 IP service features and 

realization 

 ̧ Describe ME60 leased line service feature and 

realization 

 ̧ Describe ME60 BRAS service features 

troubleshooting 

 ̧ Configure ME60 PPP service features 

 ̧ Configure ME60 IP service features 

 ̧ Configure ME60 leased line service feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

 ̧ A general understanding of static route and 

routing protocol configurations 

Content 

 ̧ RADIUS overview 

 ̧ RADIUS authentication principle 

 ̧ RADIUS accounting principle 

 ̧ Fundamentals of DHCP 

 ̧ DHCP extensible features 

 ̧ DHCP configuration on BRAS 

 ̧ PPP principle and configuration 

 ̧ PPPoE principle and configuration 

 ̧ Function of BRAS service related components 

 ̧ ME60 PPP service implementation 

 ̧ ME60 PPP service configuration 

 ̧ Function of BRAS service related components 

 ̧ ME60 IP service principle 

 ̧ ME60 IP service configuration 

 ̧ Introduction to leased line service 

 ̧ Leased line service configuration on ME60 

 ̧ Layer 2 leased line Service configuration 

 ̧ Layer 3 leased line Service configuration 

 ̧ PPP service troubleshooting 

 ̧ IP service troubleshooting 

 ̧ Troubleshooting case 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.7.7 ODB07 ME60 L2TP Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 L2TP features and realization 

 ̧ Configure ME60 L2TP feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

 ̧ A general understanding of PPP principle and 

configuration 

Content 

 ̧ Principle of L2TP VPN 

 ̧ L2TP VPN configuration on ME60 

 ̧ LAC configuration 

 ̧ LNS configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.8 ODB08 ME60 Multicast Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 multicast feature and 

realization 

 ̧ Configure ME60 multicast feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

Content 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ PIM-SM basic configuration 

 ̧ RPT-to-SPT switchover configuration 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.9 ODB09 ME60 QoS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 QoS feature and realization 

 ̧ Configure ME60 QoS feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

Content 

 ̧ ME60 IP QoS feature and realization 

 ̧ ME60 HQoS feature and realization 

 ̧ Traffic policing configuration 

 ̧ QoS scheduling configuration 

 ̧ Class-based QoS configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.10 ODB10 MA5200G BRAS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe RADIUS protocol principle 

 ̧ Describe DHCP protocol principle 

 ̧ Describe PPP and PPPoE protocol principle 

 ̧ Describe MA5200G PPP service features and 

realization 

 ̧ Describe MA5200G IP service features and 

realization 

 ̧ Describe MA5200G leased line service feature 

and realization 

 ̧ Describe MA5200G BRAS service features 

troubleshooting process 

 ̧ Configure MA5200G PPP service features 

 ̧ Configure MA5200G IP service features 

 ̧ Configure MA5200G leased line service feature 

Target Audience 

MA5200G product 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

 ̧ A general understanding of static route and 

routing protocol configuration 

Content 

 ̧ RADIUS overview 

 ̧ RADIUS authentication principle 

 ̧ RADIUS accounting principle 

 ̧ Fundamentals of DHCP 

 ̧ DHCP extensible features 

 ̧ DHCP configuration on BRAS 

 ̧ PPP principle and configuration 

 ̧ PPPoE principle and configuration 

 ̧ Function of BRAS service related components 

 ̧ MA5200G PPP service implementation 

 ̧ MA5200G PPP service configuration 

 ̧ Function of BRAS service related components 

 ̧ MA5200G IP service principle 

 ̧ MA5200G IP service configuration 

 ̧ Introduction to leased line service 

 ̧ Leased line service configuration on MA5200G 

 ̧ PPP service troubleshooting 

 ̧ IP service troubleshooting 

 ̧ PPP subscriber accessing BRAS fails to get IP 

address course 

 ̧ PPPoE Service Configuration 

 ̧ PPPoEoVLAN Service Configuration 

 ̧ IPoE service configuration 

 ̧ IPoEoVLAN service configuration 

 ̧ Layer 2 leased line service configuration 

 ̧ Layer 3 leased line service configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.7.11 ODB11 MA5200G Product Routine Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic BRAS technologies 

 ̧ Describe MA5200G product routine 

maintenance 

Target Audience 

MA5200G product 1st line field maintenance 

engineer 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ A general familiarity with TCP/IP 

Content 

 ̧ PPP basic principle 

 ̧ IP basic principle 

 ̧ RADIUS basic principle 

 ̧ Boards introduction 

 ̧ Commands for routine maintenance 

 ̧ Info center 

 ̧ File system 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 159 

1.7.12 ODB12 MA5200G L2TP Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MA5200G L2TP feature and 

realization 

 ̧ Configure MA5200G L2TP feature 

Target Audience 

MA5200G product 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

 ̧ A general understanding of PPP principle and 

configuration 

Content 

 ̧ Principle of L2TP VPN 

 ̧ L2TP VPN configuration on MA5200G 

 ̧ LAC configuration 

 ̧ LNS configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.13 ODB13 MA5200G Multicast Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MA5200G multicast feature and 

realization 

 ̧ Configure MA5200G multicast feature 

Target Audience 

MA5200G product 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

Content 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ PIM-SM basic configuration 

 ̧ RPT-to-SPT switchover configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.14 ODB14 MA5200G QoS Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MA5200G QoS feature and 

realization 

 ̧ Configure MA5200G QoS feature 

Target Audience 

MA5200G product 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with routing protocols and 

routing table 

Content 

 ̧ MA5200G IP QoS feature and realization 

 ̧ QoS scheduling configuration 

 ̧ Class-based QoS configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.15 ODB15 RM9000 Product Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe RM9000 SSP service operation and 

configuration 

 ̧ Describe RM9000 PMS service operation and 

configuration 

 ̧ Configure RM9000 SSP service 

 ̧ Configure RM9000 PMS service 

Target Audience 

RM9000 prodcut 2nd line technical support 

engineer, NMC support technician 

Prerequisites 

 ̧ A general familiarity with data communication 

networks and products 

 ̧ A basic understanding of BRAS technologies 

 ̧ At least one year of experiences in the 

operation and maintenance of data 

communication equipment 

Content 

 ̧ Authentication portal 

 ̧ Service portal 

 ̧ PMS system structure 

 ̧ Basic operation 

 ̧ Service configuration 

 ̧ SSP configuration 

 ̧ PMS configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.7.16 ODB16 ME60 Product Delta Features and Realization 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60-X series products hardware 

 ̧ Describe ME60 RUI feature and realization 

 ̧ Describe ME60 HQoS feature and realization 

 ̧ Describe ME60 IPTV feature and realization 

 ̧ Describe ME60 BAS-Side multicast feature and 

realization 

 ̧ Configure ME60 RUI feature 

 ̧ Configure ME60 HQoS feature 

 ̧ Configure ME60 BAS-Side multicast feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with ME60 operation and 

maintenance 

Content 

 ̧ ME60-X hardware architecture 

 ̧ ME60-X board types 

 ̧ ME60-X board functions 

 ̧ Overview of ME60 RUI feature 

 ̧ Principle of ME60 RUI feature 

 ̧ Configuration of ME60 RUI feature 

 ̧ Principle of the HQoS feature on the ME60 

 ̧ HQoS implementation on the ME60 

 ̧ Typical application scenario of HQoS on the 

ME60 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ BAS-Side multicast overview 

 ̧ Introduction to multicast QoS and CAC 

 ̧ BAS-Side multicast configuration example 

 ̧ BAS-Side multicast application scenario 

 ̧ ME60 PPPoEoVLAN service configuration 

 ̧ ME60 user information backup in tunnel mode 

 ̧ ME60 HQoS feature configuration 

 ̧ ME60 BAS-Side multicast configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.7.17 ODB17 ME60 Multi-Device Backup Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 RUI feature and realization 

 ̧ Configure ME60 RUI feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with ME60 operation and 

maintenance 

Content 

 ̧ Overview of ME60 RUI feature 

 ̧ Principle of ME60 RUI feature 

 ̧ Configuration of ME60 RUI feature 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.18 ODB18 ME60 IPTV Service Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 BAS-Side multicast feature and 

realization 

 ̧ Describe ME60 multicast hot-backup feature 

and realization 

 ̧ Describe ME60 MQE feature and realization 

 ̧ Describe ME60 IPTV solution features 

 ̧ Describe IPTV bear network multicast 

deployment solutions 

 ̧ Configure ME60 BAS-Side multicast feature 

 ̧ Configure ME60 multicast hot-backup feature 

Target Audience 

ME60 product 2nd line technical support engineer, 

NMC support technician 

Prerequisites 

 ̧ A general familiarity with ME60 BRAS service 

operation and maintenance 

 ̧ A general familiarity with multicast principles 

Content 

 ̧ BAS-Side multicast overview 

 ̧ Introduction to multicast QoS and CAC 

 ̧ BAS-Side multicast configuration example 

 ̧ BAS-Side multicast application scenario 

 ̧ ME60 multicast hot-backup feature 

applications 

 ̧ ME60 multicast hot-backup feature principle 

 ̧ ME60 multicast hot-backup feature 

implementation 

 ̧ Background of IPTV 

 ̧ Typical IPTV components and their functions 

 ̧ Typical IPTV network Architecture 

 ̧ IPTV End-to-End service process 

 ̧ IPTV solution on the Huawei ME60 

 ̧ FCC implementation principles and 

configuration 

 ̧ RET implementation principles and 

configuration 

 ̧ Video monitoring implementation principles and 

configuration 

 ̧ MQE deployment 

 ̧ ME60 BAS-Side multicast configuration 

 ̧ ME60 multicast hot-backup configuration 

 ̧ Multicast Design and Planning in MAN 

 ̧ Layer 2 Multicast Design and Planning in MAN 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.7.19 ODB19 ME60 Products Advanced Features Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 products advanced hardware 

features 

 ̧ Describe ME60-X products advanced 

hardware features 

 ̧ Describe ME60 products advanced service 

features 

 ̧ Describe ME60-X products advanced service 

features 

Target Audience 

ME60 product 3rd line technical support engineer 

and technical specialist 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ Network Development 

 ̧ ME60 Features 

 ̧ Applications of ME60 

 ̧ ME60 DHCP access advanced features 

 ̧ ME60 AAA advanced features 

Training Methods 

Lecture 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.20 ODB20 ME60 Products Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Perform ME60 PPPoE features troubleshooting 

 ̧ Perform ME60 IPoE features troubleshooting 

 ̧ Perform ME60 leased line features 

troubleshooting 

 ̧ Perform ME60 multicast features 

troubleshooting 

 ̧ Perform ME60 QoS troubleshooting 

Target Audience 

ME60 product 3rd line technical support engineer 

and technical specialist 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ ME60 PPPoE features troubleshooting 

 ̧ ME60 PPPoE features troubleshooting practice 

 ̧ ME60 DHCP and web authentication 

troubleshooting 

 ̧ ME60 DHCP and web authentication 

troubleshooting practice 

 ̧ ME60 Leased Line features troubleshooting 

 ̧ ME60 Leased Line features troubleshooting 

practice 

 ̧ ME60 QoS troubleshooting 

 ̧ ME60 QoS features troubleshooting practice 

 ̧ ME60 BAS-Side multicast features 

troubleshooting 

 ̧ ME60 BAS-Side multicast configuration 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

5 working days 

Class Size 

Min 6, max 12
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1.7.21 ODB21 ME60 Products CGN Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 product hardware structure 

 ̧ Describe CGN principle 

 ̧ Describe CGN access scenario classification 

Target Audience 

ME60 product 2nd line technical support engineer 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ ME60 hardware architecture 

 ̧ ME60 board types 

 ̧ ME60 board functions 

 ̧ ME60 CGN Solution Introduction 

 ̧ CGN Backup Solution Introduction 

 ̧ ME60 CGN Solution Practice Guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.7.22 ODB22 IPv6 Protocol Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 IPv6 access related protocols 

Target Audience 

ME60 product  technical support engineer and 

technical specialist 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ IPv6 address 

 ̧ ND protocol 

 ̧ DHCPv6 protocol 

 ̧ IPv6 DNS 

 ̧ IPv6CP(PPPoEv6) 

 ̧ Stateful 

 ̧ stateless 

 ̧ Per user per prefix and per user one prefix 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.7.23 ODB23 ME60 IPv6 Access Technology Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 IPv6 user access flow 

 ̧ Configure ME60 IPv6 user access feature 

Target Audience 

ME60 product  technical support engineer and 

technical specialist 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ PPPoE IPv4/v6 dual stack user access flow 

and configuration 

 ̧ IPoE IPv4/v6 dual statck user access flow and 

configuration 

 ̧ PPPoE IPv4/v6 dual stack user access practice 

guide 

 ̧ IPoE IPv4/v6 dual statck user access practice 

guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.24 ODB24 ME60 DS-Lite Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 DS-Lite user access flow 

 ̧ Configure ME60 DS-Lite user access feature 

Target Audience 

ME60 product  technical support engineer and 

technical specialist 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ ME60 DS-Lite feature introduction 

 ̧ ME60 DS-Lite user access flow and 

configuration 

 ̧ ME60 DS-Lite feature practice guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.7.25 ODB25 ME60 6PE Feature Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60 6PE feature 

 ̧ Configure ME606PE feature 

Target Audience 

ME60 product  technical support engineer and 

technical specialist 

Prerequisites 

 ̧ Attended "ME60 Products 2nd Line 

Maintenance Training" 

 ̧ A good understanding of datacom network 

protocols 

Content 

 ̧ ME60 6PE feature introduction 

 ̧ ME60 6PE feature configuration 

 ̧ ME60 6PE feature practice guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.7.26 ODM06 iManager U2000 ME60 Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Manage ME60 by using U2000 

 ̧ Deploy services on ME60 by using U2000 

Target Audience 

IP network routine monitor and maintainer 

Prerequisites 

 ̧ Having the basic knowledge of network 

management 

Content 

 ̧ Configure PPPoEoVLAN service on ME60 by 

using U2000 

 ̧ Configure IPoEoVLAN service on ME60 by 

using U2000 

 ̧ Configure RUI feature on ME60 by using 

U2000 

Training Methods 

Lecture,Demonstration 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.8 Network Security Training Course Descriptions 

1.8.1 ODS01 Firewall Product Outline 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon series firewall product 

hardware feature 

 ̧ Describe Eudemon series firewall product 

software feature 

Target Audience 

Eudemon series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Eudemon1000E-X product network orientation 

 ̧ Eudemon1000E-X product shape and 

hardware 

 ̧ Eudemon1000E-X product function features 

 ̧ Eudemon1000E-X product networkings 

 ̧ Eudemon8000E product network orientation 

 ̧ Eudemon8000E product shape and hardware 

 ̧ Eudemon8000E product function features 

 ̧ Eudemon8000E product networkings 

 ̧ Eudemon200E product network orientation 

 ̧ Eudemon200E product shape and hardware 

 ̧ Eudemon200E product function features 

 ̧ Eudemon200E product networkings 

Training Methods 

Lecture,LVC 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.2 ODS02 Eudemon Firewall Product Basic Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon Firewall basic function 

features 

 ̧ Describe Eudemon Firewall NAT service 

feature 

 ̧ Configure Eudemon Firewall basic function 

features 

 ̧ Configure Eudemon Firewall NAT  service 

feature 

Target Audience 

Eudemon series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Outline" or having related 

knowledge in telecommunication 

Content 

 ̧ Principle of Security zone 

 ̧ Principle of Priority 

 ̧ Principle of ASPF 

 ̧ Principle of Blacklist 

 ̧ Principle of port-mapping 

 ̧ Principle of virtual firewall 

 ̧ Principle of load balancing, 

 ̧ Principle of Basic NAT 

 ̧ Principle of Port NAT 

 ̧ Principle of NAT Server 

 ̧ Principle of Policy NAT 

 ̧ Principle of Bi-directional NAT 

 ̧ Principle of Intra zone NAT 

 ̧ Principle of NAT multi-instance 

 ̧ Principle of Destination NAT 

 ̧ Basic NAT configuration 

 ̧ NAT Server configuration 

 ̧ Bi-directional NAT configuration 

 ̧ Intra zone NAT configuration 

 ̧ Destination NAT configuration 

 ̧ Security zone, Priority, ASPF, Blacklist , 

port-mapping 

 ̧ Port mapping, load balancing practice 

 ̧ Basic NAT, Port NAT, NAT Server, Policy NAT, 

Bi-directional NAT, Intra zone NAT, NAT 

multi-instance, Destination NAT practice 

 ̧ Eudemon Firewall Routing Maintenance 

 ̧ Troubleshooting device management faults 

 ̧ Troubleshooting common configuration 

problems causing faults 

 ̧ Troubleshooting internet access faults 

 ̧ Troubleshooting dual-system hot backup faults 

 ̧  

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.8.3 ODS03 Eudemon Firewall Attack Defence Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon Firewall attack defence 

service features 

 ̧ Configure Eudemon Firewall attack defence 

service features 

Target Audience 

Eudemon series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ Principle of Fraggle, Smurf, Land, TCP flood 

attack 

 ̧ Principle of illegal packet of attacks: 

IP-Fragment, TCP-Flag, Ping-of-Death 

 ̧ Principle of Scanning attacks 

 ̧ IP-Sweep, Port-Scan 

 ̧ Land attack exercise 

 ̧ TCP flood attack exercise 

 ̧ Port scanning attack exercise 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.4 ODS04 Eudemon Firewall Product VPN Feature Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon Firewall L2TP service 

feature 

 ̧ Describe Eudemon Firewall GRE service 

feature 

 ̧ Describe Eudemon Firewall IP-Sec service 

feature 

 ̧ Configure Eudemon Firewall L2TP service 

feature 

 ̧ Configure Eudemon Firewall GRE service 

feature 

 ̧ Configure Eudemon Firewall IP-Sec service 

feature 

Target Audience 

Eudemon series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Principle of IP-Sec 

 ̧ Configuration of IP-Sec on firewall 

 ̧ Eudemon Firewall GRE Feature and 

Configuration 

 ̧ Principle of L2TP 

 ̧ Configuration of L2TP on firewall 

 ̧ Eudemon Firewall IP-Sec practice 

 ̧ Eudemon Firewall GRE practice 

 ̧ Eudemon Firewall L2TP practice 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.8.5 ODS05 Eudemon Firewall Dual System Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon Firewall dual system 

service features 

 ̧ Configure Eudemon Firewall dual system 

service features 

Target Audience 

Eudemon series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ Principle of VRRP 

 ̧ Principle of VGMP 

 ̧ Principle of HRP 

 ̧ Configuration of Route mode master/backup 

 ̧ Configuration of Route mode Load sharing 

 ̧ Route mode master/backup configuration 

 ̧ Route mode load sharing configuration 

 ̧ Composite mode master/backup configuration 

 ̧ Route mode master/backup practice 

 ̧ Route mode load sharing practice 

 ̧ Composite mode master/backup practice 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.8.6 ODS07 Eudemon8000E Firewall Product Basic Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon8000E Firewall basic 

function features 

 ̧ Describe Eudemon8000E Firewall NAT service 

feature 

 ̧ Configure Eudemon8000E Firewall basic 

function features 

 ̧ Configure Eudemon8000E Firewall NAT  

service feature 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Outline" or having related 

knowledge in telecommunication 

Content 

 ̧ Principle of security zone 

 ̧ Principle of priority 

 ̧ Principle of ASPF 

 ̧ Principle of blacklist 

 ̧ Principle of port-mapping 

 ̧ Principle of virtual firewall 

 ̧ Principle of Basic NAT 

 ̧ Principle of Port NAT 

 ̧ Principle of NAT Server 

 ̧ Principle of Policy NAT 

 ̧ Principle of Bi-directional NAT 

 ̧ Principle of Intra zone NAT 

 ̧ Principle of NAT multi-instance 

 ̧ Principle of Destination NAT 

 ̧ Basic security zone exercise 

 ̧ Port mapping, load balancing, Virtual firewall 

and WEB management configuration 

 ̧ Basic NAT configuration 

 ̧ NAT Server configuration 

 ̧ Bi-directional NAT configuration 

 ̧ Intra zone NAT configuration 

 ̧ Destination NAT configuration 

 ̧ Eudemon8000E Firewall Routing Maintenance 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.8.7 ODS08 Eudemon8000E Firewall Attack Defence Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon8000E Firewall attack 

defend service features 

 ̧ Configure Eudemon8000E Firewall attack 

defend service features 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ SIG1000E/9280E System Architecture 

 ̧ URL monitor introduction 

 ̧ Principle of SPAM 

 ̧ Defence principle of SPAM 

 ̧ Principle of P2P 

 ̧ Detection principle of P2P 

 ̧ Process flow of P2P limit 

 ̧ Principle of VOIP 

 ̧ Detection principle of VOIP 

 ̧ Net share access introduction 

 ̧ Detection principle of Nets 

 ̧ Process flow of Nets control 

 ̧ Introduction of WEB Push 

 ̧ Process flow of WEB push 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.8 ODS09 Eudemon8000E Firewall Product VPN Feature Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon8000E Firewall L2TP 

service feature 

 ̧ Describe Eudemon8000E Firewall GRE 

service feature 

 ̧ Describe Eudemon8000E Firewall IP-Sec 

service feature 

 ̧ Configure Eudemon8000E Firewall L2TP 

service feature 

 ̧ Configure Eudemon8000E Firewall GRE 

service feature 

 ̧ Configure Eudemon8000E Firewall IP-Sec 

service feature 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Principle of L2TP 

 ̧ Configuration of L2TP on firewall 

 ̧ Eudemon Firewall GRE Feature and 

Configuration 

 ̧ Principle of IP-Sec 

 ̧ Configuration of IP-Sec on firewall 

 ̧ Exercise of L2TP 

 ̧ Exercise of GRE 

 ̧ Exercise of IP-Sec 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.8.9 ODS10 Eudemon8000E Eudemon Firewall Dual System Features Operation 

and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon8000E Firewall dual system 

service features 

 ̧ Configure Eudemon8000E Firewall dual 

system service features 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ Principle of VRRP 

 ̧ Principle of VGMP 

 ̧ Principle of HRP 

 ̧ Configuration of Route mode master/backup 

 ̧ Configuration of Route mode Load sharing 

 ̧ Route mode master/backup configuration 

 ̧ Route mode load sharing configuration 

 ̧ Composite mode master/backup configuration 

Training Methods 

Lecture,Hands-on exercise,E-lab 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.8.10 ODS11 Eudemon8000E Firewall Product GTP Feature Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon Firewall GTP service 

features 

 ̧ Configure Eudemon Firewall GTP service 

features 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ Principle of GTP 

 ̧ Principle of GTP 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.11 ODS12 Eudemon8000E Firewall Product IPS Feature Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon Firewall IPS service 

features 

 ̧ Configure Eudemon Firewall IPS service 

features 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ Principle of IPS 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.12 ODS13 Eudemon8000E Firewall CGN Feature Introduction and Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon 8000E CGN solution 

 ̧ Describe the key technology of Eudemon 

8000E CGN solution 

 ̧ Describe different implementations of 

Eudemon 8000E CGN solution 

 ̧ Configure Eudemon 8000E CGN solution 

Target Audience 

Eudemon8000E series Firewall operation and 

maintenance engineer 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ IPv6 migration solution introduction 

 ̧ 6RD + NAT444 solution introduction 

 ̧ Dual-Stack + NAT444 + NAT64 solution 

introduction and configuration 

 ̧ DS-Lite + NAT64 solution introduction and 

configuration 

 ̧ Scenario comparison 

 ̧ Dual-Stack+NAT444+NAT64 solution practice 

 ̧ DS-Lite+NAT64 solution practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.8.13 ODS16 Firewall Product DDoS Feature Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe E8000E series firewall DDoS defence 

service feature 

Target Audience 

Eudemon 8000E series firewall operation and 

maintenance engineer of MAN traffic cleaning 

solution 

Prerequisites 

 ̧ Finished the learning of course module 

"Firewall Product Basic Features Operation 

and Troubleshooting" 

Content 

 ̧ Principle of DDos 

 ̧ Technology used on firewall to defend DDos 

 ̧ Configuration of DDos attack defence on 

firewall 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 187 

1.8.14 ODS17 SIG9800 Product Outline 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe SIG9800 product hardware and 

features 

Target Audience 

SIG9800 series operation and maintenance 

engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Outline of service gateway 

 ̧ Hardware introduction of SIG9800 

 ̧ Networking of SIG9800 

 ̧ Function features of SIG9800 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.15 ODS20 SIG9800 Basic Service Features Operation and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe SIG9800 basic function features 

 ̧ Describe SIG9800 traffic monitor service 

feature 

 ̧ Describe SIG9800 SPAM monitor service 

feature 

 ̧ Describe SIG9800 URL monitor service feature 

 ̧ Describe SIG9800 VOIP monitor service 

feature 

 ̧ Describe SIG9800 FUP service feature 

 ̧ Describe SIG9800 online charging service 

feature 

 ̧ Describe SIG9800 offline charging service 

feature 

 ̧ Describe SIG9800 greennet service feature 

 ̧ Describe SIG9800 ipush service feature 

 ̧ Describe SIG9800 smartbrowser service 

feature 

 ̧ Describe SIG9800 security service feature 

 ̧ Describe SIG9800 mirroring and diversion 

service feature 

 ̧ Configure SIG9800 services 

Target Audience 

SIG9800 series operation and maintenance 

engineer 

Prerequisites 

 ̧ Having basic Finished the learning of course 

module "SIG9800 Product Outline" 

Content 

 ̧ System architecture Introduction 

 ̧ Introduction of traffic monitor 

 ̧ Technical principle of flow detection, service 

detection 

 ̧ URL monitor introduction 

 ̧ Principle of VoIP detection and control 

 ̧ FUP service introduction 

 ̧ Online charging introduction 

 ̧ Offline charging introduction 

 ̧ GreenNet service introduction 

 ̧ Security service introduction 

 ̧ Spammer monitoring service introduction 

 ̧ iPush service introduction 

 ̧  

 ̧ Principles and Flow of Web Page Browsing 

 ̧ SmartBrowser Solution 

 ̧ DNS Overwriting Solution 

 ̧ SSL Access Control Solution 

 ̧ Typical Configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4.5 working days 

Class Size 

Min 6, max 12
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1.8.16 ODS21 SIG1000E/9280E Basic Service Features Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe SIG1000E/9280E basic function 

features 

Target Audience 

SIG1000E/9280E series operation and 

maintenance engineer 

Prerequisites 

 ̧ Having basic Finished the learning of course 

module "SIG1000E/9280E Product Outline" 

Content 

 ̧ SIG1000E/9280E System Architecture 

 ̧ URL monitor introduction 

 ̧ Principle of SPAM 

 ̧ Defence principle of SPAM 

 ̧ Principle of P2P 

 ̧ Detection principle of P2P 

 ̧ Process flow of P2P limit 

 ̧ Principle of VOIP 

 ̧ Detection principle of VOIP 

 ̧ Net share access introduction 

 ̧ Detection principle of Nets 

 ̧ Process flow of Nets control 

 ̧ Introduction of WEB Push 

 ̧ Process flow of WEB push 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2.5 working days 

Class Size 

Min 6, max 12
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1.8.17 ODS30 IP MAN Value-added Service # Security Solution 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the security threats that exist in the 

MAN 

 ̧ Describe the demand for value-added services 

in the MAN 

 ̧ Describe the Huawei MAN security and 

value-added solutions 

Target Audience 

Manager 

Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

knowing about basic network security 

Content 

 ̧ security points in the MAN. 

 ̧ user requirements for value-added services 

(VASs) over MAN. 

 ̧ Huawei solutions targeting the security and 

VASs of the MAN. 

Training Methods 

Lecture,LVC 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.18 ODS31 Security Solution for Mobile Internet Service 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the security threats that exist in the 

mobile Internet services 

 ̧ Describe the demand for value-added services 

for mobile Internet services 

 ̧ Describe the Huawei solutions for the mobile 

Internet security and value-added services 

Target Audience 

Manager 

Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

knowing about basic network security 

Content 

 ̧ Mobile Internet Introduction 

 ̧ Security Threats Facing Mobile Internet 

Services 

 ̧ Mobile Internet Security Solutions 

Training Methods 

Lecture,LVC 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.19 ODS35 eLog Product Outline 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe eLog product hardware feature 

 ̧ Describe eLog product software feature 

Target Audience 

eLog operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ eLog product shape and hardware 

 ̧ eLog product function features 

 ̧ eLog product product networking 

Training Methods 

Lecture 

Duration 

0.25 working day 

Class Size 

Min 6, max 12
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1.8.20 ODS36 Network Security Products eLog Operation 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe elog cooperate with security products 

Target Audience 

eLog operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ eLog operation 

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.75 working day 

Class Size 

Min 6, max 12
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1.8.21 ODS37 Network Security Principle 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the importance of security 

 ̧ Describe information security and network 

security 

 ̧ Describe network security model 

 ̧ Describe common network security risk 

 ̧ Describe the common security risks of network 

devices 

 ̧ Describe the security enhancement strategies 

for these risks and the basic configuration 

 ̧ List the types of each series of Huawei security 

products 

 ̧ Describe the basic functions of each security 

product 

 ̧ Describe the typical networking application of 

each security product 

 ̧ Describe the concept and classification of VPN 

 ̧ Describe the principles of IPSec, GRE, L2TP 

VPN 

 ̧ Configure IPSec, GRE, L2TP VPN on HUAWEI 

device 

 ̧ Describe the concepts of network attack and 

defense 

 ̧ Configure attack defense on HUAWEI firewall 

Target Audience 

Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Security overview 

 ̧ Security enhancement on device login 

 ̧ Security enhancement on operation logs 

 ̧ Security enhancement on application protocols 

 ̧ Other security enhancements 

 ̧  

 ̧ Overview of HUAWEI network security solution 

 ̧ Huawei security products and typical 

networking applications 

 ̧ Typical security solutions 

 ̧  

 ̧ IPSEC VPN introduction 

 ̧ Principles of IPSec 

 ̧ IKE overview 

 ̧ IPSec VPN configuration 

 ̧  

 ̧ GRE VPN overview 

 ̧ GRE VPN achievement 

 ̧ GRE VPN configuration 

 ̧  

 ̧ VPDN Introduction 

 ̧ Principles of L2TP VPN 

 ̧ L2TP VPN configuration 

 ̧ Principle of traffic attack 

 ̧ Principle of scanning and sniffing attack 

 ̧ Principle of malformed-packet attack 

 ̧ Principle of special-packet attack 

 ̧  

 ̧ VPN technology practice 

 ̧ Common network attack defense practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.8.22 ODS38 IP MAN Datacom Products Security Features 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe router security risks 

 ̧ Describe NE-series router security features 

and configuration 

 ̧ Describe switch security risks 

 ̧ Describe S-series switch security features and 

configuration 

 ̧ Describe ME60 device security risks 

 ̧ Describe ME60 device security features and 

configuration 

 ̧ Describe IPTV service security features 

Target Audience 

Network Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Security overview 

 ̧ Security Overview 

 ̧ Router Security Analysis 

 ̧ Router Security Architecture 

 ̧ Security Hardening Policy 

 ̧ IPTV service security analysis 

 ̧ IPTV service security risk assessment 

 ̧ IPTV service security architecture 

 ̧ IPTV service security reinforcement strategy 

 ̧ NE routers security features practice 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 196 

1.8.23 ODS39 E1000E#E200E-N Series Products Hardware Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe Eudemon200E-N/1000E-N series 

products hardware architecture 

 ̧ Describe Eudemon200E-N/1000E-N series 

products boards function and feature 

 ̧ Describe Eudemon200E-N/1000E-N series 

products disk function and feature 

Target Audience 

Network Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Eudemon200E-N/1000E-N series products 

architecture introduction 

 ̧ Eudemon200E-N/1000E-N series products 

boards introduction 

 ̧ Eudemon200E-N/1000E-N series products 

disk introduction 

 ̧  

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.8.24 ODS40 E1000E#E200E-N Series Products Basic Service Feature Operation 

and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the policy working process of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the basic function and policy of 

 ̧ Eudemon200E-N/1000E-N series products 

 ̧ Describe the VPN feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the VPN feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Describe the virtual system feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the virtual system feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Describe the bandwidth management and 

service 

 ̧ awareness feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the bandwidth management and 

service awareness feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Describe the attack defence and IPS feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the attack defence and IPS feature 

of Eudemon200E-N/1000E-N series products 

 ̧ Describe the NAT feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the NAT feature of 

Eudemon200E-N/1000E-N series products 

Target Audience 

Network Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Technology Introduction 

 ̧ Classification 

 ̧ Technology Application 

 ̧ What is the Firewall virtalization 

 ̧ Firewall virtual system application scenario 

 ̧ Firewall virtual system history 

 ̧ Firewall virtual system working process 

 ̧ NGFW virtual system configuration 

 ̧  

 ̧  

 ̧  

 ̧ Bandwidth management concept introduction 

 ̧ Bandwidth management application scenario 

introduction 

 ̧ Bandwidth management working process 

 ̧ Bandwidth management configuration 

 ̧ Bandwidth management maintenance 

 ̧ SA(Service Awareness)background 

introduction 

 ̧ SA technology introduction 

 ̧ SA configuration 

 ̧ SA troubleshooting 

 ̧  

 ̧ Attack defence background introduction 

 ̧ Attack defence working process 

 ̧ Attack defence function introduction and 

configuration 

 ̧ Attack defence application scenario 

 ̧ Attack defence troubleshooting 

 ̧ Firewall IPS technology background 

 ̧ Firewall IPS feature introduction 

 ̧ Firewall IPS configuration 

 ̧ Firewall IPS troubleshooting 

 ̧  

 ̧ NAT introduction 
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 ̧ NAT working process 

 ̧ NAT application scenario 

 ̧ ASPF and NAT ALG introduction 

 ̧ NAT configuration 

 ̧ E1000E 

 ̧ E200E-N Series Products Basic Configuration 

and Policy Practice Guide 

 ̧ E1000E 

 ̧ E200E-N Series Products  VPN Feature 

Practice Guide 

 ̧ E1000E 

 ̧ E200E-N Series Products Virtual System 

Practice Guide 

 ̧ E1000E 

 ̧ E200E-N Series Products Bandwidth 

Management and Service Awareness Practice 

Guide 

 ̧ E1000E 

 ̧ E200E-N Series Products Attack Defence and 

IPS Practice Guide 

 ̧ E1000E 

 ̧ E200E-N Series Products NAT Feature 

Practice Guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2.5 working days 

Class Size 

Min 6, max 12
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1.8.25 ODS41 E1000E#E200E-N Series Products Reliability Operation and 

Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the reliability feature of 

Eudemon200E-N/1000E-N series products 

 ̧ Configure the reliability feature of 

Eudemon200E-N/1000E-N series products 

Target Audience 

Network Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Dual system overview 

 ̧ Dual system working process 

 ̧ Dual system networking 

 ̧ Dual system troubleshooting 

 ̧ E1000E 

 ̧ E200E-N Series Products Reliability Feature 

Practice Guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.8.26 ODS42 E1000E#E200E-N Series Products Routine Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Configure the log system of 

Eudemon200E-N/1000E-N series products 

 ̧ perform routine maintenance of 

udemon200E-N/1000E-N series products 

Target Audience 

Network Operation and maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in TCP/IP, and 

understanding basic network security principle 

Content 

 ̧ Log system introduction 

 ̧ Log system configuration example 

 ̧ Log system typical troubleshooting 

 ̧ Log system routine maintenance 

 ̧ Firewall product basic maintenance 

 ̧ Firewall product typical troubleshooting 

 ̧ Firewall product parts replacement 

 ̧  

 ̧  

 ̧ E1000E 

 ̧ E200E-N Series Products Log and 

Maintenance Practice Guide 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9 Broadband Ethernet Training Course Descriptions 

1.9.1 ODE01 S2300/3300/5300/6300 Product Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the positions of S series mid-range 

and low-end switches 

 ̧ Describe hardware specifications and software 

features of S series mid-range and low-end 

switches 

 ̧ Describe the key features of S series 

mid-range and low-end switches 

 ̧ Describe the typical networking of S series 

mid-range and low-end switches 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ Positions of S series mid-range and low-end 

switches 

 ̧ S2300 hardware specifications and software 

features 

 ̧ S3300 hardware specifications and software 

features 

 ̧ S5300 hardware specifications and software 

features 

 ̧ S6300 hardware specifications and software 

features 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.2 ODE02 Ethernet Technology Basics 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe concepts about Ethernet 

 ̧ Describe the working procedure of Ethernet 

switches 

 ̧ Configure basic parameters of Ethernet on S 

series switches, such as the rate and duplex 

mode 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ Basic Ethernet technologies 

 ̧ Working procedure of Ethernet switches 

 ̧ Basic configurations of S series switches 

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.3 ODE03 S2300/3300/5300/6300 Product VLAN Feature 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what VLAN is 

 ̧ Describe concepts about VLAN 

 ̧ Describe the mechanism and configuration of 

communication between VLANs 

 ̧ Describe the mechanism and configuration of 

VLAN aggregation 

 ̧ Describe the mechanism and configuration of 

VLAN mapping 

 ̧ Describe functions of QinQ 

 ̧ Describe how QinQ is implemented 

 ̧ Describe how selective QinQ is implemented 

 ̧ Configure QinQ and selective QinQ on S series 

switches 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ VLAN overview 

 ̧ Mechanism of VLAN communication 

 ̧ Mechanism and configuration of VLAN 

aggregation 

 ̧ Mechanism and configuration of VLAN 

mapping 

 ̧ QinQ overview 

 ̧ QinQ configuration 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.4 ODE04 S2300/3300/5300/6300 Product Loop Protect 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe trunk implementation 

 ̧ Describe trunk forwarding 

 ̧ Describe the concept of LACP 

 ̧ Configure link aggregation 

 ̧ Describe STP functions 

 ̧ Describe STP implementation 

 ̧ Describe RSTP improvement compared with 

STP 

 ̧ Describe MSTP calculation 

 ̧ Configure MSTP on S series switches 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ Eth-Trunk overview 

 ̧ LACP 

 ̧ Link aggregation configuration-Trunk overview 

 ̧ STP Overview 

 ̧ MSTP Overview 

 ̧ MSTP Configuration 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.5 ODE05 S2300/3300/5300/6300 Product High Available Feature 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe VRRP working principle 

 ̧ List VRRP features 

 ̧ Configure VRRP on Switches 

 ̧ Describe RRPP working principle 

 ̧ Describe RRPP application scenarios 

 ̧ Configure basic RRPP functions 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ VRRP overview and basic concepts 

 ̧ VRRP common features 

 ̧ Configure VRRP on S series switches 

 ̧ RRPP overview 

 ̧ Basic RRPP configuration 

 ̧ RRPP hands-on practice 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 206 

1.9.6 ODE06 S2300/3300/5300/6300 Product Multicast Feature 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what is multicast 

 ̧ Describe IGMP implementation 

 ̧ Describe the similarities and difference among 

IGMPv1, IGMPv2, and IGMPv3 

 ̧ Describe the implementation and configuration 

of IGMP snooping 

 ̧ Describe the implementation and configuration 

of IGMP proxy 

 ̧ Configure Layer 2 multicast on switches 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ IGMP overview 

 ̧ IGMP snooping overview 

 ̧ IGMP proxy overview 

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 207 

1.9.7 ODE07 S2300/3300/5300/6300 Product Daily Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ View device status 

 ̧ Perform routine maintenance on switches 

 ̧ Perform troubleshooting on switches 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ Routine maintenance for S series switches 

 ̧ Troubleshooting for S series switches 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.8 ODE08 S2300/3300/5300/6300 Product Routing Feature 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP routing process 

 ̧ Describe each filed of IP routing table 

 ̧ Configure static route on switches 

 ̧ Describe the principle of OSPF 

 ̧ Configure OSPF on switches 

Target Audience 

S23/33/53/63 Switches Maintainenance engineer 

Prerequisites 

 ̧ Have basic knowledge of TCP/IP protocols̆

familiar with Middle and low end switch 

equipment 

Content 

 ̧ IP routing overview 

 ̧ Static route 

 ̧ OSPF overview and basic concepts 

 ̧ OSPF configuration verify and troubleshooting 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.9 ODE09 S9300 Product Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe S9300 switches application 

 ̧ Describe S9300 hardware architecture 

 ̧ Describe S9300 software features 

 ̧ Describe the typical networking of S9300 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ S9300 product overview 

 ̧ S9300 product hardware architecture 

 ̧ S9300 product software features 

 ̧ S9300 product application 

 ̧  

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.10 ODE10 S9300 Product Daily Maintenance and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ View device status 

 ̧ Perform routine maintenance on S9300 

 ̧ Perform troubleshooting on S9300 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ S switches daily maintenance 

 ̧ S switches faults troubleshooting 

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.11 ODE11 S9300 Ethernet Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what VLAN is 

 ̧ Describe concepts about VLAN 

 ̧ Describe the mechanism and configuration of 

communication between VLANs 

 ̧ Describe the mechanism and configuration of 

VLAN aggregation. 

 ̧ Describe the mechanism and configuration of 

VLAN mapping 

 ̧ Describe functions of QinQ 

 ̧ Describe how QinQ is implemented 

 ̧ Describe how selective QinQ is implemented 

 ̧ Configure QinQ and selective QinQ on S series 

switches 

 ̧ Describe trunk implementation 

 ̧ Describe trunk forwarding 

 ̧ Describe the concept of LACP 

 ̧ Configure link aggregation 

 ̧ Describe the basic VRRP concepts 

 ̧ Describe common VRRP features 

 ̧ Configure VRRP on S series switches 

 ̧ Describe STP functions 

 ̧ Describe STP implementation 

 ̧ Describe RSTP improvement compared with 

STP 

 ̧ Describe MSTP calculation. 

 ̧ Configure MSTP on S series switches 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ VLAN basic overview 

 ̧ VLAN Aggregation overview and configuration 

 ̧ VLAN Mapping overview and configuration 

 ̧ VLAN configure practice 

 ̧ QinQ overview 

 ̧ QinQ configuration 

 ̧ QinQ configuration practice on S9300 

 ̧ Eth-trunk overview 

 ̧ Link aggregation protocol LACP 

 ̧ Link aggregation configuration practice on 

S9300 

 ̧ STP overview 

 ̧ MSTP overview 

 ̧ MSTP Configuration 

 ̧ MSTP configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2.5 working days 

Class Size 

Min 6, max 12
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1.9.12 ODE12 S9300 Product Routing Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP routing process 

 ̧ Describe each filed of IP routing table 

 ̧ Configure static route on switches 

 ̧ Describe the principle of OSPF 

 ̧ Configure OSPF on switches 

 ̧ Describe the meanings and functions of BGP 

configuration parameters. 

 ̧ Configure BGP on a network that consists of 

S9300 

 ̧ Analyze and handle common faults that occur 

during BGP configuration on S9300 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ IP routing overview 

 ̧ Static Routing 

 ̧ OSPF protocol overview 

 ̧ OSPF basic overview 

 ̧ OSPF routing calculation 

 ̧ OSPF configuration practice on S9300 

 ̧ BGP overview 

 ̧ BGP route transfer process 

 ̧ BGP path control and selection 

 ̧ BGP configuration on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.9.13 ODE13 S9300 MPLS L3VPN Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MPLS basic concepts 

 ̧ Describe process of MPLS label distribution 

protocol (LDP) session establishment 

 ̧ Configure MPLS on S9300 

 ̧ Describe the meaning and functions of each 

parameter involved in configuration of BGP 

MPLS VPN. 

 ̧ Configure BGP MPLS VPN on a network that 

consists of S9300 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ MPLS overview 

 ̧ MPLS basic principle 

 ̧ LDP basic principle 

 ̧ MPLS configuration 

 ̧ MPLS configuration practice on S9300 

 ̧ BGP MPLS VPN overview 

 ̧ BGP MPLS VPN implementation mode 

 ̧ BGP MPLS VPN feature configuration 

 ̧ BGP MPLS VPN configuration practice on 

S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.14 ODE14 S9300 Product L2 Multicast Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what is multicast 

 ̧ Describe IGMP implementation 

 ̧ Describe the similarities and difference among 

IGMPv1, IGMPv2, and IGMPv3 

 ̧ Describe the implementation and configuration 

of IGMP snooping 

 ̧ Describe the implementation and configuration 

of IGMP proxy 

 ̧ Configure Layer 2 multicast on S9300 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ Multicast overview 

 ̧ IGMP Snooping introduction 

 ̧ IGMP Proxy 

 ̧ L2 multicast configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.15 ODE15 S9300 MPLS L2VPN Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Select suitable MPLS L2 VPN implementation 

modes for different MPLS L2 VPN application 

 ̧ Configure MPLS L2 VPN on a network that 

consists of S9300 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ MPLS L2 VPN overview 

 ̧ MPLS L2 VPN in CCC Mode 

 ̧ MPLS L2 VPN in Martini Mode 

 ̧ MPLS L2 VPN in SVC Mode 

 ̧ MPLS L2 VPN configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.16 ODE16 S9300 Product HA Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic VRRP concepts 

 ̧ Describe common VRRP features 

 ̧ Configure VRRP on S9300 series switches 

Target Audience 

S9300 Middle and low level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ VRRP overview 

 ̧ VRRP configuration 

 ̧ VRRP configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.17 ODE17 S9300 QoS Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe key technologies of QoS 

 ̧ Configure QoS on a network that consists of 

S9300 

 ̧ Describe the meaning and function of each 

parameter involved in QoS configuration 

 ̧ Analyze and handle common faults during QoS 

configuration on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ QoS overview 

 ̧ QoS implementation 

 ̧ Class-based QoS 

 ̧ QoS configuration 

 ̧ QoS configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.18 ODE18 S9300 Network Management Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NQA principle 

 ̧ Configure NQA on S9300 

 ̧ Describe Netstream principle 

 ̧ Configure Netstream on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ NQA feature overview 

 ̧ NQA feature configuration 

 ̧ NQA configuration practice on S9300 

 ̧ NetStream feature overview 

 ̧ Netstream feature configuration 

 ̧ Netstream feature configuration practice on 

S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.9.19 ODE19 S9300 Network Security Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NAC principle 

 ̧ Configure NAC on S9300 

 ̧ Describe MFF principle 

 ̧ Configure MFF on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ NAC feature overview 

 ̧ NAC feature configuration 

 ̧ NAC feature configuration practice on S9300 

 ̧ MFF feature overview 

 ̧ MFF feature configuration 

 ̧ MFF feature configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.9.20 ODE20 S9300 Product Advanced Routing Feature Operation and 

Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe FRR principle 

 ̧ Configure FRR on S9300 

 ̧ Describe GR principle 

 ̧ Configure GR on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ FRR feature overview 

 ̧ FRR feature configuration 

 ̧ FRR feature configuration practice on S9300 

 ̧ GR feature overview 

 ̧ GR feature configuration 

 ̧ GR feature configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1.5 working days 

Class Size 

Min 6, max 12
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1.9.21 ODE21 S9300 Advanced HA Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe BFD principle 

 ̧ Configure BFD on S9300 

 ̧ Describe Ethernet OAM principle 

 ̧ Configure Ethernet OAM on S9300 

 ̧ Describe Smart Link on S9300 

 ̧ Configure Smart link on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ BFD overview 

 ̧ BFD configuration 

 ̧ BFD configuration practice on S9300 

 ̧ Ethernet OAM feature overview 

 ̧ Ethernet OAM feature configuration 

 ̧ Ethernet OAM feature configuration practice on 

S9300 

 ̧ RRPP overview 

 ̧ RRPP configuration 

 ̧ RRPP configuration practice on S9300 

 ̧ Eth-trunk overview 

 ̧ Link aggregation protocol LACP 

 ̧ Link aggregation configuration practice on 

S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.9.22 ODE22 S Series Switches Product Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the positions of S series mid-range 

and low-end switches 

 ̧ Describe hardware specifications and software 

features of S series mid-range and low-end 

switches 

 ̧ Describe the key features of S series 

mid-range and low-end switches 

 ̧ Describe the typical networking of S series 

mid-range and low-end switches 

 ̧ Describe S9300 switches application 

 ̧ Describe S9300 hardware architecture 

 ̧ Describe S9300 software features 

 ̧ Describe the typical networking of S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ Positions of S series mid-range and low-end 

switches 

 ̧ S2300 hardware specifications and software 

features 

 ̧ S3300 hardware specifications and software 

features 

 ̧ S5300 hardware specifications and software 

features 

 ̧ S6300 hardware specifications and software 

features 

 ̧ S9300 product overview 

 ̧ S9300 product hardware architecture 

 ̧ S9300 product software features 

 ̧ S9300 product application 

 ̧  

Training Methods 

Lecture,LVC 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.23 ODE23 S Series Switches Ethernet Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what VLAN is 

 ̧ Describe concepts about VLAN 

 ̧ Describe the mechanism and configuration of 

communication between VLANs 

 ̧ Describe the mechanism and configuration of 

VLAN aggregation 

 ̧ Describe the mechanism and configuration of 

VLAN mapping 

 ̧ Describe functions of QinQ 

 ̧ Describe how QinQ is implemented 

 ̧ Describe how selective QinQ is implemented 

 ̧ Configure QinQ and selective QinQ on S series 

switches 

 ̧ Describe trunk implementation 

 ̧ Describe trunk forwarding 

 ̧ Describe the concept of LACP 

 ̧ Configure link aggregation 

 ̧ Describe STP functions 

 ̧ Describe STP implementation 

 ̧ Describe RSTP improvement compared with 

STP 

 ̧ Describe MSTP calculation 

 ̧ Configure MSTP on S series switches 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ VLAN basic overview 

 ̧ VLAN Aggregation overview and configuration 

 ̧ VLAN Mapping overview and configuration 

 ̧ VLAN configure practice 

 ̧ QinQ overview 

 ̧ QinQ configuration 

 ̧ QinQ configuration practice on S9300 

 ̧ STP overview 

 ̧ MSTP overview 

 ̧ MSTP Configuration 

 ̧ MSTP configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.9.24 ODE24 S Series Switches Routing Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP routing process 

 ̧ Describe each filed of IP routing table 

 ̧ Configure static route on switches 

 ̧ Describe the principle of OSPF 

 ̧ Configure OSPF on switches 

 ̧ Describe the meanings and functions of BGP 

configuration parameters. 

 ̧ Configure BGP on a network that consists of 

S9300 

 ̧ Analyze and handle common faults that occur 

during BGP configuration on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ IP routing overview 

 ̧ Static Routing 

 ̧ OSPF protocol overview 

 ̧ OSPF basic overview 

 ̧ OSPF routing calculation 

 ̧ OSPF configuration practice on S9300 

 ̧ BGP overview 

 ̧ BGP route transfer process 

 ̧ BGP path control and selection 

 ̧ BGP configuration on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.9.25 ODE25 S Series Switches MPLS L3VPN Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MPLS basic concepts 

 ̧ Describe process of MPLS label distribution 

protocol (LDP) session establishment 

 ̧ Configure MPLS on S9300 

 ̧ Describe the meaning and functions of each 

parameter involved in configuration of BGP 

MPLS VPN 

 ̧ Configure BGP MPLS VPN on a network that 

consists of S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ MPLS overview 

 ̧ MPLS basic principle 

 ̧ LDP basic principle 

 ̧ MPLS configuration 

 ̧ MPLS configuration practice on S9300 

 ̧ BGP MPLS VPN overview 

 ̧ BGP MPLS VPN implementation mode 

 ̧ BGP MPLS VPN feature configuration 

 ̧ BGP MPLS VPN configuration practice on 

S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.9.26 ODE26 S Series Switches Multicast Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what is multicast 

 ̧ Describe IGMP implementation 

 ̧ Describe the similarities and difference among 

IGMPv1, IGMPv2, and IGMPv3 

 ̧ Describe the implementation and configuration 

of IGMP snooping 

 ̧ Describe the implementation and configuration 

of IGMP proxy 

 ̧ Configure Layer 2 multicast on S9300 

 ̧ Describe PIM principle 

 ̧ Describe PIM-SM principle 

 ̧ Describe PIM-SSM principle 

 ̧ Configure PIM on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ Multicast overview 

 ̧ IGMP Snooping introduction 

 ̧ IGMP Proxy 

 ̧ L2 multicast configuration practice on S9300 

 ̧ PIM overview 

 ̧ PIM SM overview 

 ̧ PIM SSM overview 

 ̧ PIM SM/SSM configuration practice on S9300 

 ̧  

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.27 ODE27 S Series HA Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe VRRP working principle 

 ̧ List VRRP features 

 ̧ Configure VRRP on S9300 

 ̧ Describe RRPP working principle 

 ̧ Describe RRPP application scenarios 

 ̧ Configure basic RRPP functions on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ VRRP overview 

 ̧ VRRP configuration 

 ̧ VRRP configuration practice on S9300 

 ̧ RRPP overview 

 ̧ RRPP configuration 

 ̧ RRPP configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.9.28 ODE28 S Series Switches Daily Maintenance and Troubleshooting 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ View device status 

 ̧ Perform routine maintenance on switches 

 ̧ Perform troubleshooting on switches 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ Routine maintenance for S series switches 

 ̧ Troubleshooting for S series switches 

 ̧  

Training Methods 

Lecture 

Duration 

0.5 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 229 

1.9.29 ODE29 S9300 Products Installation 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the precautions of S9300 installation 

 ̧ Install S9300 

 ̧ Configure the basic function of S9300 

Target Audience 

S9300 Installation Engineer 

Prerequisites 

 ̧ Having basic knowledge of IP network 

Content 

 ̧ Precautions 

 ̧ Installation preparations 

 ̧ Installation 

 ̧ Checking the installation 

 ̧ Powering on the device 

 ̧ S9300 equipment configuration 

 ̧ S9300 interface configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.9.30 ODE30 S9300 PIM Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic principle of PIM-SM 

 ̧ Describe the process that join the RPT and 

source registration 

 ̧ Describe the switchover of SPT 

 ̧ Describe the basic PIM-SM configuration of 

S9300 

 ̧ Describe the key technologies for PIM SSM 

 ̧ Describe how PIM SSM works 

 ̧ Describe how to configure PIM SSM on S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ PIM overview 

 ̧ PIM SM overview 

 ̧ PIM SSM overview 

 ̧ PIM SM/SSM configuration practice on S9300 

 ̧  

 ̧ PIM SSM Key Technologies 

 ̧ PIM SSM Working Principle 

 ̧ S9300 PIM SSM Configuration 

Training Methods 

Lecture,Hands-on exercise 

Duration 

1 working day 

Class Size 

Min 6, max 12



 

 COMMERCIAL IN CONFIDENCE 231 

1.9.31 ODE31 S9300 MPLS VPLS Advanced Feature Operation and Maintenance 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the VPLS implementation principle 

 ̧ Configure VPLS on a network that consists of 

S9300 

 ̧ Describe the convergence VPLS 

implementation principle 

 ̧ Configure convergence VPLS on a network 

that consists of S9300 

Target Audience 

S9300 High and Middle level maintainenance 

engineer 

Prerequisites 

 ̧ Familiar with the Ethernet technology and 

equipment̆at last 1 years datacom equipment 

maintainenance experience 

Content 

 ̧ VPLS overview 

 ̧ VPLS implementation 

 ̧ VPLS configuration practice on S9300 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.10 IP Network Performance Management Training Course 

Descriptions 

1.10.1 ODG01 iManager U2520 Product Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the system architecture of the U2520 

 ̧ Describe the hardware component of the 

U2520 monitoring system 

 ̧ Describe the application scenario of the U2520 

 ̧ Describe the main functions of the U2520 

Target Audience 

U2520 operator, monitor and maintainer 

Prerequisites 

 ̧ Having basic knowledge of IP network 

Content 

 ̧ Product positioning 

 ̧ Product hardware architecture 

 ̧ Types and functions of boards 

 ̧ Networking and application of U2520 

 ̧ Software architecture of U2520 

 ̧ Main features and functions of U2520 

 ̧ The U2520 evaluation model 

 ̧ The KPI, KQI, SLA calculation of the U2520 

 ̧ The association and relation between 

inventories and test of the U2520 

Training Methods 

Lecture,Demonstration 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.10.2 ODG02 iManager U2520 Administration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Perform the functions and operations of U2520 

user and log management 

 ̧ Perform the data lifecycle management of the 

U2520 

 ̧ Perform the inventory import of the U2520 

 ̧ Perform the file management, disk 

management and process management of the 

U2520 

Target Audience 

U2520 operator and maintainer 

Prerequisites 

 ̧ Having basic knowledge of IP network 

Content 

 ̧ The basic operation of the U2520 server 

 ̧ The process management of the U2520 

 ̧ The file and disk management of the U2520 

 ̧ The user management of the U2520 

 ̧ The log operation of the U2520 

 ̧ The data lifecycle of the U2520 

 ̧ The inventory import of the U2520 

Training Methods 

Lecture,Demonstration,Hands-on 

Exercise,Case-study 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.10.3 ODG03 iManager U2520 Service Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Perform physical network, IP network, MPLS 

network, L3VPN network monitoring on U2520 

 ̧ Perform BTV, VoD, VoIP, L3VPN, HSI service 

monitoring on U2520 

 ̧ Perform test on-demand on U2520 

Target Audience 

U2520 operator and maintainer 

Prerequisites 

 ̧ Having good knowledge background of IP 

Content 

 ̧ Basic concept of on-demand test 

 ̧ How to create a test case 

 ̧ How to view test data 

 ̧ How to create a test suite 

 ̧ How to view test suit data 

 ̧ The installation procedure of the NEU100 

 ̧ The interface and static route configuration of 

the NEU100 

 ̧ The upgrade process of the NEU100 

 ̧ The management of the external probe 

 ̧ The management of the internal probe 

 ̧ The indicator of the BTV service 

 ̧ The configuration of the BTV service 

monitoring with external and internal probes 

 ̧ The test result analysis of the BTV service 

monitoring 

 ̧ The indicator of the VoD service 

 ̧ The configuration of the VoD service 

monitoring with external and internal probes 

 ̧ The test result analysis of the VoD service 

monitoring 

 ̧ The indicator of the L3VPN service 

 ̧ The configuration of the L3VPN service 

monitoring with external probes 

 ̧ The test result analysis of the L3VPN service 

monitoring 

 ̧ The indicator of the HSI service 

 ̧ The configuration of the HSI service monitoring 

with external probes 

 ̧ The test result analysis of the HSI service 

monitoring 

Training Methods 

Lecture,Demonstration,Hands-on Exercise 

Duration 

3 working days 

Class Size 

Min 6, max 12
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1.10.4 ODG04 iManager uTraffic System Introduction 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the architecture and main features of 

iManager uTraffic 

 ̧ Describe the directory structure of iManager 

uTraffic 

 ̧ List the main functions of iManager uTraffic 

Target Audience 

iMananger uTraffic operator and maintainer 

Prerequisites 

 ̧ Having the basic knowledge of network 

management system 

Content 

 ̧ iManager uTraffic system overview 

 ̧ Basic management functions of iManager 

uTraffic 

Training Methods 

Lecture,Demonstration 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.10.5 ODG05 iManager uTraffic Alarm and Performance Management 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic concepts in alarm and 

performance management of iManager uTraffic 

 ̧ Perform the browse and setting operation for 

alarm 

 ̧ Perform the basic response operation for 

common alarm events 

 ̧ Perform the browse and setting operation for 

performance events 

Target Audience 

IP network routine monitor and maintainer 

Prerequisites 

 ̧ Having the basic knowledge of IP equipment 

and principle 

Content 

 ̧ Overview of the fault management 

 ̧ Monitoring of the fault alarm 

 ̧ Processing of the fault alarm 

 ̧ Notification of the fault alarm 

 ̧ Dumping of the fault and event 

 ̧ Overview of the performance management 

 ̧ Monitoring equipment performance 

 ̧ Monitoring VPN performance 

 ̧ Dumping performance data 

Training Methods 

Lecture,Demonstration,Hands-on Exercise 

Duration 

0.5 working day 

Class Size 

Min 6, max 12
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1.11 Datacom Engineer Certification Training Course Descriptions 

1.11.1 ODC01 HCDA-HNTD (Huawei Certified Datacom Associate-Huawei 

Networking Technologies and Device) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the hierarchical structure of IP 

network and the function of each layer 

 ̧ Describe Ethernet evolution and relative 

technology 

 ̧ Outline network security and firewall concepts 

 ̧ Describe TCP/IP model, the function of each 

layer, the function and the working principle of 

some common protocols 

 ̧ Describe ICMP working principle 

 ̧ Describe Router and Switch working principle 

 ̧ Describe the basic principle and configuration 

of VLAN, STP, VRRP, Static Route, RIP, OSPF, 

PPP, Frame Relay 

 ̧ Design IP addresses with IP address 

subnetting technology 

 ̧ Apply ping, tracert in network maintenance and 

basic troubleshooting 

 ̧ Configure IP address, VLAN, VRRP, Static 

Route, RIP, OSPF in VRP platform 

 ̧ Locate and handle the simple fault 

 ̧ Choose Huawei routers for each layer of IP 

network 

Target Audience 

This course is intended for those who are to be 

certified by HCDA exam and those who hope to 

learn about basic datacom principles and Huawei 

datacom equipment 

Prerequisites 

 ̧ Be familiar with Windows operating system 

 ̧ Know the basic function and conception of 

computer network 

Content 

 ̧ Data traffic basis 

 ̧ Brief introduction of network and internet 

 ̧ Protocol and standard 

 ̧ enterprise applications in reality 

 ̧ TCP/IP protocol stack 

 ̧ Data encapsulation of TCP/IP protocol stack 

 ̧ Case analysis 

 ̧ TCP 

 ̧ UDP 

 ̧ Common application 

 ̧ IP address 

 ̧ Protocols of  network layer 

 ̧ Working principle of router 

 ̧ VRP overview 

 ̧ Building configuration environment 

 ̧ VRP configuration basis 

 ̧ System manager 

 ̧ Concept of route 

 ̧ Classification of routing protocol 

 ̧ The routing process of data packet in the 

network 

 ̧ The structure of routing table 

 ̧ Static route configuration 

 ̧ Default route configuration 

 ̧ Route load balance and route backup 

 ̧ Dynamic routing protocol 

 ̧ The classification of dynamic routing protocol 

 ̧ Distance-vector routing protocol 

 ̧ Routing loop and the method of loop avoidance 

 ̧ Basic principle of RIP routing protocol 

 ̧ The similarities and differences between RIPv1 
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and RIPv2 

 ̧ RIP configuration 

 ̧ RIP route receiving troubleshooting 

 ̧ RIP route sending troubleshooting 

 ̧ Example of RIP troubleshooting 

 ̧ Basic concepts of OSPF 

 ̧ The route calculation process of link state 

algorithm 

 ̧ OSPF basic configuration 

 ̧ The history of Ethernet 

 ̧ The standard of Ethernet 

 ̧ Shared ethernet 

 ̧ Working principle of L2 switch 

 ̧ Working principle of L3 switch 

 ̧ Auto-negotiation technology 

 ̧ Flow control 

 ̧ Port aggregation 

 ̧ Port mirroring 

 ̧ VLAN overview 

 ̧ Application rule of VLAN tag 

 ̧ What is VLAN routing 

 ̧ VLAN routing configuration 

 ̧ The problem of looping 

 ̧ The calculation process of STP 

 ̧ Configuration of STP 

 ̧ The problem of STP 

 ̧ VRRP principle 

 ̧ VRRP configuration 

 ̧ Protocol overview and data encapsulation 

 ̧ Configuration of HDLC 

 ̧ Protocol overview and data encapsulation 

 ̧ Link control protocol 

 ̧ PPP authentication protocol 

 ̧ Network control protocol 

 ̧ FR overview 

 ̧ FR configuration 

 ̧ Development of firewall technology 

 ̧ Eudemon series product 

 ̧ Work mode 

 ̧ Security zone 

 ̧ ACL 

 ̧ NAT 

 ̧ Overview 

 ̧ ARX9 Series Hardware Features 

 ̧ ARX9 Series Key Functions and Application 

 ̧ LAN Switch Series Overview 

 ̧ LAN Switch Series Hardware Features 

 ̧ LAN Switch Series Typical Applications 

 ̧ Case study of Enterprise Applications 

Training Methods 

Lecture,Hands-on Exercise 

Duration 

8 working days 

Class Size 

Min 6, max 12
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1.11.2 ODC02 HCDP-BCRN (Huawei Certified Datacom Professional-Building Carrier 

Routing Network) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Flexibly apply the VLSM technique to design IP 

addresses 

 ̧ Flexibly apply the CIDR technique to aggregate 

the routes 

 ̧ Describe the IPv6 basic packets and the IPv6 

address structure 

 ̧ Describe the basic protocol of IPv6 (ICMPv6, 

ND, IPv6 address allocation protocol) 

 ̧ Describe the working principle of OSPFv2/v3 

routing protocol 

 ̧ Describe several OSPF special areas 

 ̧ Troubleshoot OSPF neighbor relationship 

failures and routing failures 

 ̧ Describe the working principle of ISIS routing 

protocol in IPv4 and IPv6 

 ̧ Troubleshoot ISIS common neighbor relations 

failure and routing failures 

 ̧ Configure OSPF and ISIS in VRP platform to 

realize the IP connectivity of the large network 

 ̧ Describe the working principle of BGP and 

MP-BGP for IPv6 

 ̧ Configure BGP/MP-BGP for IPv6 in VRP 

platform and use BGP route attributes and 

route policy to select and filter routing in large 

network based on demand 

 ̧ Describe the working principle and function of 

BGP route reflector and confederation 

 ̧ Describe the BGP multi-homed basic concepts 

and application scenarios 

 ̧ Troubleshoot the BGP peer establishment 

failures,routing learning failures and path 

selection failures 

 ̧ Flexibly apply the common route selection 

tools(Access control list, ip-prefix, as-path-filter, 

community-filter, route-policy) 

 ̧ Describe the working principle of multicast 

protocol(IGMP,PIM-SM,PIM-DM) 

 ̧ Configure IGMP/PIM-SM/PIM-DM in VRP 

platform 

 ̧ Describe NE5000E/NE5000E-X16 series 

hardware features 

 ̧ Describe NE80E/NE40E and NE40E-X series 

hardware features 

 ̧ Select the appropriate Huawei middle and high 

end routers based on the device performance 

and service requirement to build the large 

network and deploy the service 

 ̧ Locate and remove routing problems in large 

scale IP network 

Target Audience 

This course is intended for those who are to be 

certified by the HCDP-BCRN exam and those who 

hope to grasp advanced knowledge of IP routing 

technologies, the features of Huawei high-end and 

middle-end routers, and the design of IP routing 

network 

Prerequisites 

 ̧ Have got the HCDA certification or have 

equivalent technical level 

Content 

 ̧ IP Address Planning 

 ̧ VLSM 

 ̧ Routing Aggregation and CIDR 

 ̧ Development of IPv6 

 ̧ IPv6 Packets 

 ̧ IPv6 Address 

 ̧ The ICMPv6 protocol introduction 

 ̧ ND protocol introduction 

 ̧ IPv6 address allocation protocol introduction 

 ̧ Basic concepts of OSPF 
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 ̧ The route calculation process of link state 

algorithm 

 ̧ OSPF basic configuration 

 ̧ OSPF neighbor and adjacency concepts 

 ̧ OSPF DR and BDR concepts 

 ̧ The election of DR and BDR 

 ̧ OSPF packet header and packet types 

 ̧ LSA types 

 ̧ OSPF neighbor state transition 

 ̧ The process of establishing neighbor and 

adjacency relationships 

 ̧ LSDB synchronization 

 ̧ Router-LSA 

 ̧ Network-LSA 

 ̧ Calculation of the shortest- path tree 

 ̧ Inter-area routing principle 

 ̧ Network-Summary-LSA 

 ̧ Virtual Link 

 ̧ Inter-area route aggregation 

 ̧ AS-external-LSA 

 ̧ External route types 

 ̧ Forwarding Address attribute 

 ̧ Configuration of importing external routes 

 ̧ Configuration of OSPF multiple process 

 ̧ The concept and configuration of Stub Area 

 ̧ The concept and configuration of Totally Stub 

Area 

 ̧ The concept and configuration of NSSA Area 

 ̧ How to use common tools for OSPF 

troubleshooting 

 ̧ Common ways of OSPF troubleshooting 

 ̧ LSDB overflow 

 ̧ OSPF over Demand Circuits 

 ̧ Stub Router 

 ̧ The similarities and differences between 

OSPFv3 and OSPFv2 

 ̧ OSPFv3 configuration and implementation 

 ̧ The basic overview of IS-IS protocol 

 ̧ The basic characteristic of IS-IS protocol 

 ̧ The basic working mechanism of IS-IS protocol 

 ̧ The concept of area, router type and adjacency 

relationship 

 ̧ The adjacency formation process on point to 

point link 

 ̧ The adjacency formation process on broadcast 

network 

 ̧ Link state database and link state packet 

 ̧ Link state database synchronization 

 ̧ IS-IS areas and routing hierarchies 

 ̧ The basic concept of the SPF algorithm 

 ̧ The concept of PRC 

 ̧ The concept of i-SPF 

 ̧ The similarities and differences between IS-IS 

and OSPF 

 ̧ Common procedure of troubleshooting the 

IS-IS protocol 

 ̧ The common method of troubleshooting the 

problem of IS-IS adjacencies relationship 

formation 

 ̧ The common method of troubleshooting the 

problem of IS-IS routing information 

 ̧ IS-IS extensions for IPV6 

 ̧ IS-IS extensions for Multi-Topology 

 ̧ IS-ISv6 configuration 

 ̧ What is BGP 

 ̧ Basic working mechanism of BGP 

 ̧ BGP message types 

 ̧ BGP routing information database 

 ̧ BGP neighbor relationship 

 ̧ BGP route advertisement principles 

 ̧ BGP route advertisement 

 ̧ Introduction to BGP path attributes 

 ̧ BGP route selection 

 ̧ What is route aggregation 

 ̧ AS_SET 

 ̧ Change the attributes of the aggregate 

 ̧ Review of BGP route selection process 

 ̧ BGP route selection applications 

 ̧ Introduction to BGP route reflection and 

confederation 

 ̧ BGP route reflection 

 ̧ BGP confederation 

 ̧ What is BGP multi-homed 

 ̧ Load balancing for multi-homed 
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 ̧ BGP troubleshooting procedures 

 ̧ Troubleshooting BGP peer connection 

 ̧ Troubleshooting the learning of BGP routing 

information 

 ̧ Troubleshooting BGP path selection 

 ̧ MP-BGP 

 ̧ MP-BGP for IPv6 

 ̧ Various route selection tools and their functions 

 ̧ Routing policy to control the receiving process 

of route 

 ̧ Routing policy to control the distributing 

process of route 

 ̧ Routing protocol preference to select route 

 ̧ The difference between policy-based routing 

and routing policy 

 ̧ The application of policy-based routing 

 ̧ Introduction of multicast 

 ̧ Multicast address structure 

 ̧ Multicast basic principle 

 ̧ Multicast data forwarding 

 ̧ Overview of IGMP protocol 

 ̧ IGMP protocol mechanism 

 ̧ IGMP snooping 

 ̧ PIM-DM overview and configuration 

 ̧ PIM-DM protocol mechanism 

 ̧ PIM-DM configuration verification 

 ̧ PIM-SM overview and basic configuration 

 ̧ PIM-SM protocol mechanism 

 ̧ PIM-SM advanced configuration 

 ̧ NE5000E hardware features 

 ̧ NE5000E-X16 hardware features 

 ̧ NE80E/NE40E hardware features 

 ̧ NE40E-X Series hardware features 

 ̧ Service specification 

 ̧ Typical application 

Training Methods 

Lecture,Hands-on Exercise 

Duration 

9 working days 

Class Size 

Min 6, max 12
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1.11.3 ODC03 HCDP-BCAN (Huawei Certified Datacom Professional-Building Carrier 

Access Network) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the working principle of VLAN, GVRP, 

QinQ, STP, RSTP, MSTP 

 ̧ Describe the working principle of PPP, PPPoE, 

IPoE, IPoEoVLAN 

 ̧ Configure VLAN, GVRP, QinQ, STP, RSTP, 

MSTP in VRP platform 

 ̧ Apply VLAN, GVRP, QinQ to access network to 

implement user isolation and service 

transportation 

 ̧ Apply STP, RSTP, MSTP in access network to 

avoid loop 

 ̧ Deploy PPPoE, IPoE, IPoEoVLAN in access 

network 

 ̧ Perform the troubleshooting about VLAN, 

GVRP, QinQ, STP, RSTP, MSTP, PPPoE, IPoE, 

IPoEoVLAN in access network 

 ̧ Choose appropriate Huawei switches and 

BRAS devices in access network deployment 

Target Audience 

This course is intended for those who are to be 

certified by HCDP-BCAN exam and those who 

hope to grasp advanced knowledge of Ethernet 

and switching technologies, the features of Huawei 

high-end and middle-end switches, access and 

authentication technologies, and the design and 

maintenance of large-scale access network 

Prerequisites 

 ̧ Have got the HCDA certification or have 

equivalent technical level 

Content 

 ̧ VLAN overview 

 ̧ Application rule of VLAN tag 

 ̧ What is VLAN routing 

 ̧ VLAN routing configuration 

 ̧ Super-VLAN overview 

 ̧ Super-VLAN operation process 

 ̧ Super-VLAN configuration 

 ̧ QinQ/Selective QinQ basic principle 

 ̧ QinQ configuration 

 ̧ Selective QinQ configuration 

 ̧ STP/RSTP principle 

 ̧ MSTP principle and path selection among MST 

regions 

 ̧ MSTP configuration 

 ̧ Protocol overview and data encapsulation 

 ̧ Link control protocol 

 ̧ PPP authentication protocol 

 ̧ Network control protocol 

 ̧ PPPoE Overview 

 ̧ Working Mechanism of Each Phase 

 ̧ RADIUS overview 

 ̧ RADIUS authentication principle 

 ̧ RADIUS accounting principle 

 ̧ ME60 serials product hardware system 

introduction 

 ̧ ME60-X serials product hardware system 

introduction 

 ̧ Service function and correlative application 

 ̧ Function of BRAS service related components 

 ̧ ME60 IP service principle 

 ̧ ME60 IP service configuration 

 ̧ Function of BRAS service related components 

 ̧ ME60 PPP service implementation 

 ̧ ME60 PPP service configuration 

 ̧ Link aggregation 

 ̧ Smart link and monitor link 

 ̧ RRPP protocol overview 

 ̧ RRPP basic configuration 

 ̧ Huawei LAN switch series overview 

 ̧ S9300 overview 
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 ̧ Low-and-Middle end LAN switch overview 

 ̧ Typical network applications 

Training Methods 

Lecture,Hands-on Exercise 

Duration 

6 working days 

Class Size 

Min 6, max 12
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1.11.4 ODC04 HCDP-BITN (Huawei Certified Datacom Professional-Building IP 

Telecom Network) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the features and performance of IP 

bearer network 

 ̧ Describe the basic principle of MPLS 

 ̧ Describe the basic process of MPLS data 

forwarding 

 ̧ Describe the basic concepts and principles of 

the MPLS LDP 

 ̧ Description the MPLS LDP label management 

mechanism and the loop protection mechanism 

 ̧ Configure MPLS LDP in VRP platform 

 ̧ Describe the basic concepts and basic 

principles of the MPLS BGP VPN 

 ̧ Configure the MPLS BGP VPN in VRP platform 

to realize the connectivity of the different sites 

 ̧ Configure the MPLS BGP VPN in the single 

domain of the large IP bearer network to realize 

private network users to access Internet 

 ̧ Master the troubleshooting methods of the 

MPLS BGP VPN in control plane and data 

plane 

 ̧ Describe the working principle and the four 

components of MPLS TE 

 ̧ Configure MPLS TE in VRP platform 

 ̧ Describe the basic concepts of QoS and the 

different QoS models 

 ̧ Describe the IP QoS technologies, such as 

classification and marking, traffic policy and 

shaping, congestion management and 

avoidance, link efficiency mechanisms, etc 

 ̧ Describe the basic principle of the common HA 

technologies, such as NSR, BFD, protection 

switching technologies and VRRP 

Target Audience 

This course is intended for those who are to be 

certified by the HCDP-BITN exam and those who 

hope to grasp knowledge of IP bearer network and 

relative technologies 

Prerequisites 

 ̧ Have got the HCDA certification or have 

equivalent technical level 

Content 

 ̧ The structure of the NGN 

 ̧ The characteristics of the IP telecom network 

 ̧ The common technologies used on the IP 

telecom network 

 ̧ Traditional IP forwarding 

 ̧ MPLS forwarding feature 

 ̧ MPLS applications 

 ̧ MPLS basic structure 

 ̧ MPLS label format 

 ̧ MPLS forwarding process 

 ̧ LDP basic concept 

 ̧ LDP neighbor discovery mechanism 

 ̧ The process of LDP session establishment 

 ̧ LDP label space 

 ̧ LDP label distribution 

 ̧ LDP label control 

 ̧ LDP label retention 

 ̧ PHP 

 ̧ MPLS TTL loop detection 

 ̧ LDP loop detection 

 ̧ MPLS BGP VPN model 

 ̧ MPLS BGP VPN basic concepts 

 ̧ The mechanisms of the route and label 

distribution in MPLS BGP VPN 

 ̧ The process of data forwarding in MPLS BGP 

VPN 

 ̧ VPN-instance configure 

 ̧ PE-CE BGP configure 

 ̧ MP-BGP configure 
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 ̧ Configure of the routing protocols used by 

PE-CE 

 ̧ Internet access via the ISP 

 ̧ Internet access via the MPLS VPN backbone 

 ̧ Internet access via different interfaces between 

CE and PE 

 ̧ OSPF VPN three-level hierarchy 

 ̧ Routing information propagation and 

configuration 

 ̧ Sham-link application and configuration 

 ̧ Basic principle review 

 ̧ Troubleshooting on control plane 

 ̧ Troubleshooting on data plane 

 ̧ MPLS TE information distribution 

 ̧ MPLS TE path calculation and setup 

 ̧ Forwarding traffic down tunnels 

 ̧ Basic concept of QoS 

 ̧ The method of improving the QoS 

 ̧ Difference between different QoS models 

 ̧ Basic concept of the differentiated service 

model 

 ̧ Denotation of the marking fields 

 ̧ Characteristics of various PHBs 

 ̧ Traffic classification and marking 

 ̧ Traffic policing and shaping 

 ̧ Congestion management 

 ̧ Congestion avoidance 

 ̧ Link efficiency mechanism 

 ̧ Concept of class-based QoS 

 ̧ How to configure class-based QoS 

 ̧ HA Overview 

 ̧ NSF 

 ̧ Fast Detection 

 ̧ FRR 

 ̧ VRRP principle 

 ̧ VRRP configuration 

Training Methods 

Lecture,Hands-on Exercise 

Duration 

7 working days 

Class Size 

Min 6, max 12
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1.11.5 ODC05 Advanced Routing Features Principle and Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE5000E/80E/40E advanced routing 

features 

 ̧ Configure NE5000E/80E/40E advanced routing 

features 

 ̧ Troubleshoot NE5000E/80E/40E advanced 

routing features 

 ̧ Describe MAN typical network structure and 

routing design features 

 ̧ Deploy routing protocol in MAN 

 ̧ Optimize routing protocol deployment in MAN 

 ̧ Troubleshoot the typical Failure of routing 

protocol in MAN 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of Advanced Routing Features 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ OSPF Fast Convergence 

 ̧ OSPF GR 

 ̧ OSPF LSDB Analysis 

 ̧ OSPF VPN 

 ̧ IS-IS Reliability 

 ̧ Dynamic Hostname Exchange Mechanism 

 ̧ IS-IS LSDB 

 ̧ BGP Fast Convergence 

 ̧ BGP GR 

 ̧ BGP RR 

 ̧ Typical networking features of the MAN 

 ̧ Comprehensive route configuration of the MAN 

 ̧ OSPF troubleshooting 

 ̧ IS-IS troubleshooting 

 ̧ BGP troubleshooting 

 ̧ Service failure troubleshooting 

 ̧ Traffic load balance troubleshooting 

 ̧ HA troubleshooting 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.11.6 ODC06 Advanced MPLS VPN Features Principle and Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe NE5000E/80E/40E advanced MPLS 

L3VPN and L2VPN features 

 ̧ Configure NE5000E/80E/40E advanced MPLS 

L3VPN and L2VPN features 

 ̧ Troubleshoot NE5000E/80E/40E advanced 

MPLS L3VPN and L2VPN features 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of Advanced MPLS VPN 

Features,Multicast 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ Inter-AS BGP/MPLS IP VPN and 

implementation on NE Series Routers 

 ̧ Interconnection between VPN and Internet on 

NE Series Routers 

 ̧ NE Series Routers HoVPN 

 ̧ MPLS VPN Configuration on NE Series 

Routers 

 ̧ Overview of MPLS TE 

 ̧ MPLS TE implementation: information 

advertisement, path calculation, path setup, 

and traffic forwarding 

 ̧ MPLS TE configuration 

 ̧ NE5000E/80E/40E Inter AS MPLS VLL 

features 

 ̧ NE5000E/80E/40E Inter AS MPLS VPLS 

features 

 ̧ NE5000E/80E/40E HVPLS features 

 ̧ NE5000E/80E/40E MPLS VLL features 

configuration and troubleshooting 

 ̧ NE5000E/80E/40E MPLS VPLS features 

configuration and troubleshooting 

 ̧ NE5000E/80E/40E HVPLS features 

configuration and troubleshooting 

 ̧ BGP MPLS VPN service troubleshooting 

 ̧ BGP MPLS VPN traffic load balance 

troubleshooting 

 ̧ BGP MPLS VPN HA troubleshooting 

 ̧ MPLS Inter-AS VLL troubleshooting 

 ̧ MPLS Inter-AS VPLS troubleshooting 

 ̧ MPLS TE tunnel state troubleshooting practice 

 ̧ LDP over TE troubleshooting practice 

 ̧ TE FRR protection troubleshooting practice 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

7 working days 

Class Size 

Min 6, max 12
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1.11.7 ODC07 Multicast Features Principle and Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IGMP principle and configuration 

 ̧ Describe PIM-SM principle and configuration 

 ̧ Describe PIM-SSM principle and configuration 

 ̧ Analyse MSDP basic working principle 

 ̧ Describe MSDP RPF detection 

 ̧ Describe MSDP application 

 ̧ Describe Multicast VPN function and technical 

solution 

 ̧ Describe MD VPN concepts and working 

principle 

 ̧ Configure and troubleshoot MD VPN 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of Multicast 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ IGMPv1/v2/v3 principle 

 ̧ PIM SM principle 

 ̧ IGMP configuration on NE series routers 

 ̧ PIM SM configuration on NE series routers 

 ̧ NE5000E/80E/40E multicast MSDP features 

 ̧ NE5000E/80E/40E multicast MBGP features 

 ̧ NE5000E/80E/40E multicast HA features 

 ̧ NE5000E/80E/40E multicast fast convergence 

features 

 ̧ NE5000E/80E/40E multicast features 

configuration and troubleshooting 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.11.8 ODC08 QoS Features Principle and Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the QoS technology 

 ̧ Configure QoS in the NE series routers 

 ̧ Analyse and troubleshoot the common faults of 

QoS configuration in the NE series routes 

 ̧ Describe the HQoS working principle in 

NE5000E80E40E 

 ̧ Describe the HQoS scheduling process in 

NE5000E80E40E 

 ̧ Describe the HQoS realization and application 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of QoS 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ QoS overview 

 ̧ QoS implementation 

 ̧ Class-based QoS 

 ̧ Configuration of QoS on NE series routers 

 ̧ Overview of the HQoS feature 

 ̧ HQoS scheduling process 

 ̧ HQoS applications and configuration 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

1 working day 

Class Size 

Min 6, max 12
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1.11.9 ODC09 HA Features and Configuration 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe HA basic concepts and HA 

classification 

 ̧ Describe BFD principles and typical 

applications 

 ̧ Describe NSR principle 

 ̧ Describe the various protection switching 

technology and in NE5000E80E40E product 

 ̧ Describe end-to-end HA features realization in 

IP bearer network 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of HA 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ Basic concepts and classification of HA 

 ̧ BFD principles and typical applications 

 ̧ NSR principles, advantages, and 

disadvantages 

 ̧ Principles of various protection switchover 

techniques and implementation of the 

protection switchover techniques on the NE 

Series Routers 

 ̧ End-to-end HA implementation on the IP bearer 

network 

 ̧ HA configuration on the NE Series Routers 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.11.10 ODC10 BRAS Access Service Features and Realization 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe ME60andME60-X series products 

hardware 

 ̧ Describe ME60andME60-X series products 

Features 

 ̧ Describe the function of BRAS related 

components 

 ̧ Analyse the ME60 PPP service working 

process 

 ̧ Analyse the ME60 IP service working process 

 ̧ Analyse the ME60 Leased line service working 

process 

 ̧ Describe the ME60 Multicast Feature and 

Realization 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of multiple services access 

principle and configuration on BRAS 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ Function of BRAS service related components 

 ̧ ME60 PPP service implementation 

 ̧ ME60 PPP service configuration 

 ̧ Function of BRAS service related components 

 ̧ ME60 IP service principle 

 ̧ ME60 IP service configuration 

 ̧ Introduction to leased line service 

 ̧ Leased line service configuration on ME60 

 ̧ Layer 2 leased line Service configuration 

 ̧ Layer 3 leased line Service configuration 

 ̧ IGMP principle and implementation 

 ̧ PIM SM principle and implementation 

 ̧ PIM SSM principle and implementation 

 ̧ PIM-SM basic configuration 

 ̧ RPT-to-SPT switchover configuration 

 ̧  

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.11.11 ODC11 IP MAN Design and Service Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IGP deployment in MAN 

 ̧ Describe IGP fast convergence deployment in 

MAN 

 ̧ Configure and adjust OSPF/ISIS in MAN 

 ̧ Describe BGP deployment in MAN 

 ̧ Describe BGP RR deployment in MAN 

 ̧ Describe route control and route selection in IP 

MAN 

 ̧ Configure and adjust BGP in MAN 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of the services planning and 

deplopment in IP bearer network 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ Metro Network Introduction 

 ̧ Metro Network Device Selection 

 ̧ Metro Network Routes and IP Address 

Planning 

 ̧ IGP Cost 

 ̧ Planning of MAN IGP Protocol 

 ̧ Fast Convergence of IGP 

 ̧ Default Route of MAN 

 ̧ BGP Route Selection Principle 

 ̧ BGP Deployment on the MAN 

 ̧ BGP Fast Convergence Features 

 ̧ Difference BGP Deployment on Different MANs 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.11.12 ODC12 IP Bearer Network Design and Service Deployment 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the devices and interfaces of core 

network 

 ̧ Describe the solutions of IP bearer network 

access part 

 ̧ Configure HA features of IP bearer core 

network 

 ̧ Describe the fast convergence of routing 

protocols 

 ̧ Describe the MPLS TE FRR and VPN FRR 

technologies of IP bearer network backbone 

 ̧ Describe the GR technologies of IP bearer 

network 

 ̧ Configure IGP/BGP and VPN of IP bearer core 

network 

 ̧ Configure fast detection technologies of IP 

bearer network 

 ̧ Configure fast convergence of routing protocols 

 ̧ Configure MPLS TE FRR and VPN FRR 

technologies of IP bearer network backbone 

 ̧ Configure GR technologies of IP bearer 

network 

 ̧ Describe different QoS requirement of different 

services in IP bearer network 

 ̧ Describe end to end QoS realization in IP 

bearer network 

 ̧ Configure end to end QoS in IP bearer network 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam and those who hope to 

grasp knowledge of the services planning and 

deplopment in IP MAN network 

Prerequisites 

 ̧ Have got the HCDP certification or have the 

equivalent technical knowledge level 

Content 

 ̧ Network Overview and Service Requirements 

 ̧ NGN and 3G Network Characteristics and 

Service Overview 

 ̧ Detailed Requirement Analysis and Networking 

Selection for 3G Bearer Network 

 ̧ Bandwidth Calculation and Device Model 

Selection on the Backbone of the IP Bearer 

Network 

 ̧ Address Planning on the IP Bearer 

 ̧ IGP Planning on the IP Bearer Network 

 ̧ BGP Planning on the IP Bearer Network 

 ̧ MPLS VPN Planning on the IP Bearer Network 

 ̧ Fast detection technologies of IP bearer 

network 

 ̧ Fast convergence of routing protocols 

 ̧ MPLS TE FRR and VPN FRR technologies of 

IP bearer network backbone 

 ̧ GR technologies of IP bearer network 

 ̧ Devices and interfaces of core network 

 ̧ Solutions of IP bearer network access part 

 ̧ HA technologies of IP bearer network access 

part 

 ̧ Configuring E2E QoS in IP bearer network. 

Training Methods 

Lecture,Hands-on exercise,Case-study 

Duration 

4 working days 

Class Size 

Min 6, max 12
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1.11.13 ODC13 HCIE Simulation Lab Examination 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Help candidates to be familiar with examination 

mode,examination rules, and examination 

environment 

Target Audience 

This program is intended for those who are to be 

certified by the HCIE exam 

Prerequisites 

 ̧ Completion of"HCIE Training" 

Content 

 ̧ Simulation Lab Exam Topology 

 ̧ Simulation Lab Exam Test Paper 

Training Methods 

Lecture,Hands-on exercise 

Duration 

2 working days 

Class Size 

Min 6, max 12
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1.12 Network Product Technology Training(On-line) Training Course 

Descriptions 

1.12.1 ODW01 IP Network Basic Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic concepts of data traffic 

 ̧ Describe basic knowledge of network and 

internet 

 ̧ Describe standardization organization 

 ̧ Describe basic structure of IP network 

 ̧ Describe architecture of OSI RM 

 ̧ Master architecture of TCP/IP and the function 

of each layer 

 ̧ Describe the process of TCP/IP  data 

encapsulation 

 ̧ Master the classes of IP address 

 ̧ Plan subnet addresses reasonably 

 ̧ Describe ARP/RARP protocol principle 

 ̧ Describe the working principle of router 

 ̧ Grasp the basic knowledge to use VRP CLI 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Data traffic basis 

 ̧ Brief introduction to network and internet 

 ̧ Protocol and standard 

 ̧ Basic architecture of IP network 

 ̧ TCP/IP protocol stack 

 ̧ Data encapsulation of TCP/IP protocol stack 

 ̧ Case analysis of TCP/IP packet 

 ̧ IP address 

 ̧ Protocols of network layer 

 ̧ Working principle of router 

 ̧ Building configuration environment 

 ̧ VRP configuration basis 

Training Methods 

Multi-media 

Duration 

3 hours 

Class Size 

No limit
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1.12.2 ODW02 IP Ethernet Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the different types of Ethernet media 

 ̧ Give an outline of Ethernet capabilities and 

limitations 

 ̧ Describe Layer 2 and 3 switching principles 

 ̧ Describe the working principle of HUB,L2 

switch and L3 switch 

 ̧ Describe VLAN routing concept 

 ̧ Describe VLAN routing principle and 

configuration 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ The development of Ethernet technology 

 ̧ The basic principles of Ethernet 

 ̧ Layered switching 

 ̧ Ethernet port technologies 

 ̧ VLAN and layered switching 

 ̧ Shared Ethernet 

 ̧ Working principle of LAN switch 

 ̧ Background of generation of VLAN technology 

 ̧ Generation method of VLAN tag 

 ̧ Application rule of VLAN tag 

 ̧ VLAN configuration 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.3 ODW03 IP Route Fundamental(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the concept of route 

 ̧ Describe the classification of routing protocol 

 ̧ Describe the routing process of data packet in 

the network 

 ̧ Describe the structure of routing table 

 ̧ Master static route configuration 

 ̧ Master default route configuration 

 ̧ Master route load balance and route backup 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Concept of route 

 ̧ Classification of routing protocol 

 ̧ Routing process of data packet in the network 

 ̧ Structure of routing table 

 ̧ Static route configuration 

 ̧ Default route configuration 

 ̧ Route load balance and route backup 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.4 ODW04 OSPF Protocol Fundamental(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic features of OSPF 

 ̧ Master basic concepts of OSPF 

 ̧ Describe the route calculation process of link 

state algorithm 

 ̧ Master basic configuration of OSPF 

 ̧ Describe OSPF neighbor and adjacency 

concepts 

 ̧ Describe OSPF DR and BDR concepts 

 ̧ Describe the election of DR and BDR 

 ̧ Describe OSPF packet header and packet 

types 

 ̧ Describe LSA types 

 ̧ Describe the function of Hello packet 

 ̧ Describe OSPF neighbor state transition 

 ̧ Describe the process of establishing neighbor 

and adjacency relationships 

 ̧ Describe LSDB synchronization 

 ̧ Describe Router-LSA 

 ̧ Describe Network-LSA 

 ̧ Describe calculation of the shortest- path tree 

 ̧ Describe inter-area routing principle 

 ̧ Describe Network-Summary-LSA 

 ̧ Describe Virtual Link 

 ̧ Describe inter-area route aggregation 

 ̧ Describe AS-external-LSA 

 ̧ Describe external route types 

 ̧ Describe Forwarding Address attribute 

 ̧ Describe configuration of importing external 

routes 

 ̧ Describe configuration of OSPF multiple 

process 

 ̧ Describe the concept and configuration of Stub 

Area 

 ̧ Describe the concept and configuration of 

Totally Stub Area 

 ̧ Describe the concept and configuration of 

NSSA Area 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Basic features of OSPF 

 ̧ Basic concepts of OSPF 

 ̧ Route calculation process of link state 

algorithm 

 ̧ Basic configuration of OSPF 

 ̧ OSPF neighbor and adjacency concepts 

 ̧ OSPF DR and BDR concepts 

 ̧ Election of DR and BDR 

 ̧ OSPF packet header and packet types 

 ̧ LSA types 

 ̧ The function of hello packet 

 ̧ OSPF neighbor state transition 

 ̧ The process of establishing neighbor and 

adjacency relationships 

 ̧ LSDB synchronization 

 ̧ Router-LSA 

 ̧ Network-LSA 

 ̧ Calculation of the shortest-path tree 

 ̧ Inter-area routing principle 

 ̧ Network-Summary-LSA 

 ̧ Virtual Link 

 ̧ Inter-area route aggregation 

 ̧ AS-external-LSA 

 ̧ external route types 

 ̧ Forwarding address attribute 

 ̧ Configuration of importing 

 ̧ Configuration of OSPF multiple process 

 ̧ Concept and configuration of Stub Area 
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 ̧ Concept and configuration of Totally Stub Area 

 ̧ Concept and configuration of NSSA Area 

Training Methods 

Multi-media 

Duration 

3 hours 

Class Size 

No limit
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1.12.5 ODW05 IS-IS Protocol Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the basic overview of ISIS protocol 

 ̧ Master the basic characteristic of ISIS protocol 

 ̧ Describe the basic working mechanism of ISIS 

protocol 

 ̧ Master the concept of area, router type and 

adjacency relationship 

 ̧ Describe the process of adjacency relationship 

establishment on point to point link 

 ̧ Describe the process of adjacency relationship 

establishment on broadcast network 

 ̧ Describe the function of LSP, CSNP and PSNP 

packets in the process of link state database 

synchronization 

 ̧ Describe the process of link state database 

synchronization 

 ̧ Describe the concept of IS-IS areas and routing 

hierarchies 

 ̧ Familiar with IS-IS LSDB structure 

 ̧ Describe LSP structure 

 ̧ Describe detailed description of IS-IS LSDB 

 ̧ Describe the basic concept of the SPF 

algorithm 

 ̧ Describe the concept of PRC 

 ̧ Describe the concept of i-SPF 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Basic overview of ISIS protocol 

 ̧ Basic characteristic of ISIS protocol 

 ̧ Basic working mechanism of ISIS protocol 

 ̧ Area, router type, and adjacencies 

 ̧ Adjacency relationship establishment 

 ̧ Adjacency relationship configuration 

 ̧ Link state database and link state packet 

 ̧ Link state database synchronization 

 ̧ IS-IS areas and routing hierarchies 

 ̧ IS-IS LSDB overview 

 ̧ IS-IS LSDB structure 

 ̧ IS-IS LSDB detail 

 ̧ Basic concept of the SPF algorithm 

 ̧ Concept of PRC 

 ̧ Concept of i-SPF 

Training Methods 

Multi-media 

Duration 

3 hours 

Class Size 

No limit
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1.12.6 ODW06 BGP Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the function of BGP routing protocol 

 ̧ Describe the working mechanism of BGP 

 ̧ Describe the characteristics of BGP 

 ̧ Describe the two types of BGP neighbor 

relationship 

 ̧ Describe the BGP route advertisement 

principles 

 ̧ Describe how BGP advertises the route 

 ̧ Describe what is path attribute 

 ̧ Describe the path attribute which is often used 

by BGP 

 ̧ Describe the route selection criteria of BGP 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ BGP overview 

 ̧ BGP neighbor relationship 

 ̧ BGP route advertisement principles 

 ̧ Introduction to BGP path attributes 

 ̧ BGP route selection 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.7 ODW07 IP Multicast Fundamental(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe what is multicast and multicast 

address structure 

 ̧ Describe the forwarding flow of multicast 

 ̧ Describe the relevant concepts of source tree 

and shared tree 

 ̧ Describe IGMP protocol principle 

 ̧ Master IGMP configuration 

 ̧ Describe the difference among IGMP versions 

 ̧ Master PIM-SM basic principle and 

configuration 

 ̧ Master the process of joining the RPT and 

source registration 

 ̧ Master the switchover of RPT-to-SPT 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ What is multicast 

 ̧ Multicast address structure 

 ̧ Multicast package forwarding process 

 ̧ Multicast SPT and RPT 

 ̧ IGMP function 

 ̧ IGMP principles 

 ̧ The differences between IGMPv1 and IGMPv2 

 ̧ IGMPv3 features 

 ̧ PIM-SM principles 

 ̧ RPT joining and registering principles 

 ̧ Switching from RPT to SPT 

 ̧ PIM-SM configuration 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.8 ODW08 MPLS VPN Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Master MPLS structure feature that contains 

two planes 

 ̧ Master MPLS label structure 

 ̧ Master the process of MPLS data forwarding 

 ̧ Describe the model of BGP MPLS VPN 

 ̧ Describe the basic concepts referred to BGP 

MPLS VPN 

 ̧ Describe the mechanisms of the route and 

label distribution in BGP MPLS VPN 

 ̧ Describe the process of data forwarding in 

BGP MPLS VPN 

 ̧ Describe the basic MPLS BGP VPN 

configuration 

 ̧ Describe the extended BGP attributes used by 

MPLS BGP VPN 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ MPLS basic structure 

 ̧ MPLS label encapsulation 

 ̧ MPLS packet forwarding process 

 ̧ BGP MPLS VPN model 

 ̧ BGP MPLS VPN concepts 

 ̧ BGP MPLS VPN label allocation principles 

 ̧ BGP MPLS VPN data forwarding process 

 ̧ Configuring VPN Instance 

 ̧ Configuring PE-CE BGP 

 ̧ Configuring MP-BGP 

 ̧ Configuring PE-CE routing 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.9 ODW09 IPv6 Technical Fundamental(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe why there is a need to upgrade IPv4 

to IPv6 

 ̧ Describe the constitution of an IPv6 address 

 ̧ Describe the constitution of an IPv6 packets 

 ̧ Describe the type of ICMPv6 messages 

 ̧ Describe the principle of IPv6 neighbor 

discovery 

 ̧ Describe the principle of IPv6 address auto 

configuration 

 ̧ Describe the process of PMTU discovery 

 ̧ Describe the DNS of IPv6 

 ̧ Describe the basic features of IPv6 

 ̧ Describe the mainstream IPv6 network 

evolution solution 

 ̧ Describe the application scenario of different 

IPv6 evolution solution 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ IPv6 background introduction 

 ̧ IPv6 addresss introduction 

 ̧ IPv6 encapsulation introduction 

 ̧ ICMPv6 

 ̧ IPv6 ND 

 ̧ IPv6 address allocation technologies 

 ̧ PMTU 

 ̧ IPv6 DNS 

 ̧ IPv6 migration driving force 

 ̧ IPv6 current development 

 ̧ IPv6 migration solutions 

Training Methods 

Multi-media 

Duration 

2 hours 

Class Size 

No limit
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1.12.10 ODW10 IP MAN Service Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the structure of MAN 

 ̧ Describe the key technology of MAN 

 ̧ Familiar to the classical MAN application 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ IP MAN networking and services 

 ̧ IP MAN key technologies 

 ̧ IP MAN typical applications 

Training Methods 

Multi-media 

Duration 

0.5 hour 

Class Size 

No limit
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1.12.11 ODW11 IP Bearer Network Service Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the requirement of IP bearer network 

 ̧ Describe the method of building IP bearer 

network 

 ̧ Describe the key technologies of IP bearer 

network 

 ̧ Describe the trend of IP bearer network 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Driving force of building IP bearer network 

 ̧ Requirements of building IP bearer network 

 ̧ Solutions of building IP bearer network 

Training Methods 

Multi-media 

Duration 

0.5 hour 

Class Size 

No limit
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1.12.12 ODW12 IP RAN Mobile Backhaul Technical Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Outline ATN and CX600 product features 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Background of IP RAN solution 

 ̧ Challenges of IP RAN solution 

 ̧ ATN and CX600 IP RAN solution introduction 

Training Methods 

Multi-media 

Duration 

0.5 hour 

Class Size 

No limit
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1.12.13 ODW13 S9300 Switch Product Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ List out the hardware modules of S9300 

 ̧ Describe network application of S9300 

 ̧ List out the functions of S9300 

 ̧ Describe the application scenario of S9300 

features 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ S9300 products overview 

 ̧ S9300 products hardware structures 

 ̧ S9300 products software features 

 ̧ S9300 products typical networking 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.14 ODW14 NE Series Router Product Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the development of Huawei NE series 

routers 

 ̧ Describe NE5000E cluster system architecture 

 ̧ Describe NE5000E router chassis and boards 

 ̧ Describe NE80E/40E hardware system 

architecture 

 ̧ Describe NE80E/40E board function 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ NE5000E-X16 network positioning and 

applications 

 ̧ NE5000E-X16 cluster routers 

 ̧ NE5000E-X16 chassis 

 ̧ NE5000E-X16 boards 

 ̧ NE40E-X series routers network positioning 

and applications 

 ̧ NE40E-X series routers types 

 ̧ NE40E-X series routers chassis 

 ̧ NE40E-X series routers boards 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.15 ODW15 Eudemon Series Firewall Product Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the types of Eudemon firewall 

 ̧ Describe the network orientation of the firewall 

 ̧ Describe the main functions of the firewall 

 ̧ Describe the typical applications of the firewall 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ E200E-X product introduction 

 ̧ E300/500/1000 product introduction 

 ̧ E1000E product introduction 

 ̧ E8000E product introduction 

Training Methods 

Multi-media 

Duration 

0.5 hour 

Class Size 

No limit
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1.12.16 ODW16 CloudEngine Series Switch Hardware Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe hardware architecture of CE12800 

 ̧ Describe how to install the hardware of 

CE12800 

 ̧ Describe the precautions during the installation 

 ̧ Describe how to check the equipment by the 

indicators 

 ̧ Complete the installation of CE12800 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Hardware architecture of CE12800 

 ̧ How to install the hardware of CE12800 

 ̧ The precautions during the installation 

 ̧ How to check the equipment by the indicators 

 ̧ Complete the installation of CE12800 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.17 ODW17 PTN Series Product Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe PTN series product application 

scenarios 

 ̧ Describe PTN series product system structure 

 ̧ Describe the main functions of PTN series 

product boards 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ PTN Series Product  usage scenarios 

 ̧ PTN Series Product  system structure 

 ̧ The main functions of PTN Series Product  

boards 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.18 ODW18 IPv6 Solution Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the evolution trend of the FBB 

network 

 ̧ Describe the impact on the existing network 

due to FBB IPv6 evolution 

 ̧ Describe FBB IPv6 solution application 

scenario division, solution features and solution 

selection 

 ̧ Describe FBB IPv6 solution involved products 

and their functions 

 ̧ Describe the evolution trend of the MBB 

network 

 ̧ Describe the impact on the existing network 

due to MBB IPv6 evolution 

 ̧ Describe MBB IPv6 solution application 

scenario division, solution features and solution 

selection? 

 ̧ Describe the evolution trend of the WLAN 

network 

 ̧ Describe the impact on the existing network 

due to WLAN IPv6 evolution 

 ̧ Describe WLAN IPv6 solution application 

scenario division, solution features and solution 

selection 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Service analysis of FBB IPv6 solution 

 ̧ Application scenario of FBB IPv6 solution 

 ̧ Products involved in FBB IPv6 solution 

 ̧ Service analysis of MBB IPv6 solution 

 ̧ Application scenario of MBB IPv6 solution 

 ̧ Service analysis of WLAN IPv6 solution 

 ̧ Application scenario of WLAN IPv6 solution 

 ̧ Service analysis of WLAN IPv6 solution 

 ̧ Application scenario of WLAN IPv6 solution 

Training Methods 

Multi-media 

Duration 

2 hours 

Class Size 

No limit
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1.12.19 ODW19 MPLS L2 VPN Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe MPLS L2 VPN overview 

 ̧ Describe MPLS L2 VPN implementation mode 

 ̧ Configure MPLS L2 VPN on NE Series Routers 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ MPLS L2 VPN overview 

 ̧ MPLS L2 VPN implementation mode 

 ̧ MPLS L2 VPN configuration on NE series 

routers 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.20 ODW20 LTE Backhaul Solution Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe mobile communications evolution and 

LTE network architecture 

 ̧ Describe LTE mobile backhaul network 

requirements 

 ̧ Describe LTE mobile backhaul network 

solutions 

Target Audience 

IP network routine maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Mobile Communications Evolution and LTE 

Network Architecture 

 ̧ LTE Mobile Backhaul Requirements 

 ̧ LTE Mobile Backhaul Solutions 

 ̧ Success Stories 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.21 ODW21 IP RAN LTE Video(eMBMS) Solution Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe the requirement for IP RAN LTE 

Video(eMBMS) Solution 

 ̧ Describe the implementation of IP RAN LTE 

Video(eMBMS) Solution 

Target Audience 

Mobile backhaul network senior operation and 

maintenance engineer 

Manager 

Prerequisites 

 ̧ Familiar with the working principle of routing 

protocol 

 ̧ Familiar with the working principle of MPLS L3 

VPN 

 ̧ Familiar with the working principle of PIM 

Content 

 ̧ The requirement for IP RAN LTE 

Video(eMBMS) Solution 

 ̧ The implementation of IP RAN LTE 

Video(eMBMS) Solution 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.22 ODW22 IPRAN SDN Solution Overview(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe basic concepts of SDN technology 

 ̧ Describe the requirement of IPRAN SDN 

solution 

 ̧ Describe the implementation of IPRAN SDN 

solution 

Target Audience 

Mobile backhaul network senior operation and 

maintenance engineer 

Manager 

Prerequisites 

 ̧ Familiar with the IPRAN solution 

Content 

 ̧ Basic concepts of SDN technology 

 ̧ The requirement of IPRAN SDN solution 

 ̧ The implementation of IPRAN SDN solution 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.23 ODW23 WLAN Services IPv6 Solutions Introduction(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe service analysis of WLAN IPv6 

solution 

 ̧ Describe application scenario of WLAN IPv6 

solution 

Target Audience 

New staff 

Operation maintenance engineer 

Prerequisites 

 ̧ Having basic knowledge in IP network 

 ̧ Understanding basic network equipment 

Content 

 ̧ Service analysis of WLAN IPv6 solution 

 ̧ Application scenario of WLAN IPv6 solution 

 ̧ Service analysis of WLAN IPv6 solution 

 ̧ Application scenario of WLAN IPv6 solution 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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1.12.24 ODW24 IP network development trend(WBT) 

 

Objectives 

On completion of this course, the participants will 

be able to: 

 ̧ Describe IP technology overview 

 ̧ Describe IP network and service 

 ̧ Describe IP network development trends 

Target Audience 

IP network technical/non-technical manager 

Prerequisites 

 ̧ Having an overview of telecommunications 

Content 

 ̧ Describe some common services basic 

process in IP Network 

 ̧ Describe different typical network's architecture 

in IP Network 

 ̧ Describe different product and application 

location in IP Network 

 ̧ Describe different technology deployed 

location in IP Network 

 ̧ Describe the development trendency in IP 

Network 

Training Methods 

Multi-media 

Duration 

1 hour 

Class Size 

No limit
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